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ABSTRACT

The thesis represents a search for the appropriate regime for protecting remote sensing
data and information. Based on the technical and societal characteristics of this type of
data, it argues in favour of the necessity to secure access to it. Using the regulatory
examples of the USA and Europe, the research compares the effectiveness of such
relevant legal regimes as intellectual property protection, in particular, copyright on the
one hand, and the regulation of public sector information on the other. On the basis of
this analysis the argument is made, that the unnecessary commodification of remote
sensing data through private property-like protection regime will adversely influence
their use and diminish their value. The principle of sharing, based on the theories of
common property and the common good, is proposed as the best and most appropriate
solution to avoid development of such a scenario. Its viability and effectiveness lies in
the emphasis on the balance between the private and the public in the achievement of
the common good of a better life that today manifests itself inter alia in being
information rich. The principle of sharing has survived centuries of philosophical thought
and is relevant today, particularly with regard to the establishment of the protection
and distribution regime for remote sensing data, as the highlighted examples of
geographic information infrastructures and the Geographic Earth Observation System of
Systems show. The metaphor of information as a waterway rounds up the discussion
regarding the relevance of the principle of sharing and emphasises the indispensability
of the access-to-data oriented approach to the regulation of relationships over the

generation, distribution and use of remote sensing data and information.



RESUME

Cette these se veut une recherche du régime adéquat de protection des données de
télédétections et de l'information. Son argument, en faveur de la nécessité d'en
sécuriser |'acces, se base sur leurs caractéristiques techniques et sociétales. En prenant
comme exemples les Etats-Unis et I'Europe, cette recherche compare I'efficacité de
régimes légaux pertinents telle que la protection de la propriété intellectuelle, en
particulier celle du droit d'auteur d'une part, et la régulation du secteur public de
I'information, de l'autre. Sur la base de cette analyse, ce travail soutient qu'une
marchandisation non nécessaire des données de télédétections par des régimes de
protection, telle que celui de la propriété privée, vont influencer défavorablement leurs
utilités ainsi que leurs valeurs. Le principe du partage, basé sur les théories de la
propriété commune et du bien commun, est proposé comme étant la solution pour
éviter de tels scénarios. Sa viabilité et son efficacité résident dans I'accent mis entre
I'équilibre public et privé dans I'accomplissement du bien commun d'une vie meilleure,
qgui se manifeste aujourd'hui notamment par I'abondance de l'information. Le principe
de partage, qui a survécu a des siécles de pensée philosophique, est toujours pertinent
aujourd'hui, particulierement en ce qui concerne l'implantation de régime de protection
et de distribution des données de télédétections, tel que les exemples donnés sur
I'infrastructure de l'information géographique et le "Geographic Earth Observation
System of Systems' le montrent. La métaphore qui présente l'information comme une
voie navigable reprend la discussion relative a la pertinence du principe de partage et
accentue l'aspect indispensable d'une approche orientée vers l'accés aux données,
préférable a la régulation des relations sur la génération, la distribution et I'utilisation de

données de télédétections et de |'information.
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Introduction

Using remote sensing satellite data as an example, this thesis is about the treatment of
information. More precisely, it is about the modern society being information rich and
the possibility of extracting the best of accessible information. This research is driven by
the necessity to find a balance between treating information as a commodity and as a
resource contributing to the achievement of the common good. Its main objective is to
find the most appropriate way to reconcile the private interest to protect data and
information on the one hand and the public need to have access to them on the other.
Approaches to setting up the framework of access to and use of remote sensing data
and information are the primary focus of the analysis, but the issues it addresses may be
relevant to other types of information, provided that they have similar characteristics to

those of remote sensing data.’

Data and information become more important for the operations carried out by various
economic actors, consumers, governments and other users. For this reason, today the
issue of access to them is of utmost importance. If appropriate conditions of acquiring
or using data and information are absent, are not articulated enough or differ
substantially across jurisdictions the decision-making processes regarding different
activities that involve utilisation of data and information, and their outcomes can be
hampered. Without going into the details of the debate as to whether the
contemporary international community or at least some of its members have entered
the new phase of development, the so-called information society,2 it can hardly be
disputable that information plays a vital role in our lives. The “information age”, which
at least societies of the developed countries entered in the late twentieth century

together with the digital revolution, is marked by a very important economic factor —

! Like e.g. geographic information or scientific data and information in general.

For a general and interesting discussion of the different views as to the foundations and
elements of an information society see Webster, F. Theories of Information Society (London: Routledge,
1995).
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information processing became one of the most significant business activities.> The
collection, arrangement and presentation of information are indispensable to all market
players, end consumers, and states themselves.® These activities form now a new

industry or a market niche at the very least.

Digital technology, as one of the elements of the information society, has also greatly
facilitated collection, storage, presentation, dissemination and use of comprehensive
collections of information, and has changed the pattern of its arrangement to render
searchability as the main principle of set-up and functioning of such collections.” The
ease at which data and information can be stored, found, transferred and used
contributes to their status as indispensable components of economic and practical
decision-making in various areas of activities. Information is more extensively used as an
application: to support and make more efficient such activities as construction, road
planning, expansion of business and even farming,® to name just a few. The wide range
of data and information use diversifies their types and the sources of their generation,
and leads to the development of more highly processed and sophisticated products
tailored to meet the needs of specific users or to satisfy the narrow purpose of their
application. As the result information becomes a valuable asset and is treated as a
commodity subject to treatment according to market conditions, just like any other

traditional good and service.

At the same time, due to the technological development on the one hand, and to the
promotion of the values and principles, upon which democratic societies are based on
the other, more information is generated to support planning of activities and to shape

policies that governments and their bodies carry out and adopt. Such information is also

3 Russell, P. The Global Brain Awakens: Our Next Evolutionary Leap (Miles River Press, 1999)

Chapter 8.

4 Colston, C. “Sui Generis Database Right: Ripe for Review?” (2001) 3 J. Info. L. & T. 4. Online:
<http://elj.warwick.ac.uk/jilt/01-3/colston.html> (last accessed 01.02.2011).

Lloyd, I. Information Technology Law 2" ed. (London: Butterworths, 2004).

“Multi-Satellite Imaging Helps Farmers Control Costs and Boost Yields” EOMag (January, 2009).
Online: <http://www.eomag.eu/articles/800/multi-satellite-imaging-helps-farmers-control-costs-and-
boost-yields> (last accessed 01.02.2011).
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used to help societies develop and prosper, as well as to prevent events that may
negatively affect them or mitigate losses from them. Disaster management’ is one of
the most vivid examples of using data and information for such purposes. It is worth
noting that often the same data and information can be used to achieve private
business goals and meet humanitarian needs. The public or humanitarian aspect of
information use serves as evidence that information, even if treated as a commercial
good, is at the same time an indispensable resource for the well-being and development

of the society at large.

As mentioned earlier, remote sensing data and information are the type of information
on which this research focuses in particular. These data contain information about the
Earth and are gathered by satellites from outer space. Advancement of space
technologies, increased capacity of satellites to generate data, as well as the
improvement of remote sensing techniques and of the quality of remote sensing data
have contributed to the fact that often they are an indispensable part of overall
geographic information utilised today. It goes without saying that remote sensing is an
important space tool for observing the Earth — “for monitoring, measuring and
understanding the Earth's terrestrial, aquatic and climatic environments, as well as how

they are changing and how each reacts to human influence” .

Satellites can generate views of the entire planet, without the constraints imposed by
political or geographical frontiers, thereby leading to the growth of new markets in data
and data distribution.’ The resolution of modern satellites that generate remote sensing
data accessible on the market is as high as fifty centimetres,'® which means that objects

of this size are identifiable on the processed images. Such precision provides more

7 Lewis, S. “Remote Sensing for Natural Disasters: Facts and Figures” Science and Development

Network (November 11, 2009). Online: <http://www.scidev.net/en/features/remote-sensing-for-natural-
disasters-facts-and-figures.html> (last accessed 01.02.2011).

8 Tatem, A.J., Goetz, S.J. & Hay, S.I. “Fifty Years of Earth-Observation Satellites” (2008) 96:5
American Scientist 390.

°  The Cambridge Encyclopaedia of Space: Missions, Applications and Exploration (Cambridge, New York:
Cambridge University Press, 2003) at 4.

10 Resolution of the data generated by civilian satellites. Military satellites probably are capable of
generating data of even better spatial resolution.
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details and dramatically increases the value of remote sensing data and information
derived from them. The market for remote sensing data is evolving and expanding its
services from, among other activities, online mapping, forestry, agricultural and
environmental studies, to support for news-making, shipping, and real-estate. The
increasing market value of remote sensing data on the one hand, and their significance
as a resource access to which has to be secured for the societal purposes on the other,
necessitate the determination of their legal status: both generators of data and their
users need to know the scope of their rights and obligations with regard to the data in

question.

The overall increase in the use of data and information, as well as of the variety of
sources of their production (in terms of sensors, devices and ownership) bring forward
the “dualistic” attitude towards them — or a twofold status — as was emphasised earlier:
on the one hand remote sensing data and information are a valuable commodity and on
the other are often an essential source of information for making decisions affecting
functioning of societies. As this research shows, the legal framework of treating remote
sensing data and information in particular and other types of geographic and scientific
data in general is driven by these two viewpoints that are often presented as opposite
to each other, and is manifested in the regime of tight intellectual property protection
and public sector information accordingly. It is the main argument of this research that a
proper balance between the two should be found for further successful generation and
use of remote sensing data, as well as for the development of the relevant market.
Importance of remote sensing data for different users'* must be taken into account
when deciding what regime suits best to protect them, notwithstanding that such a step
most certainly will add complications to the regulatory regime chosen. For this purpose
the research analyses whether the right to access remote sensing data should be

recognised, and if yes what its scope should be — whether this right should encompass

11 . . o .
Such as the research community, decision-makers or businesses.
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all types of data, only certain types, or only primary data.'? The reason to search for the
new regime is explained by the fact that the current situation with the proper
protection of remote sensing data and information is far from being clear and suitable

for all players involved.

The main reason for this is that the increasing demand for data and information of
various kinds coupled with their digitisation has resulted in strengthening proprietary
rights of their owners by virtue of technological protection measures and other
mechanisms available in the digital environment. Such a stretch in fact led to granting
monopoly rights or at least certain proprietary rights, in factual information." This trend
lacks a legitimate foundation because the substantive provisions of intellectual property
regulations, especially those regarding copyright protection — unconditional prohibition
to protect content of and ideas underlying works — remain in principle unchanged.'
Even the exception of the technological protection measures cannot be seen as the
justification to protect facts, as they refer and are designed to protect copyrighted
works in accordance with the principles that make the core of the regime and thereby

deny such protection.

The growth of different forms and the expansion of the scope of intellectual property
rights seem unstoppable,™ and these rights cover new subject-matter. The importance
of this body of law lies in the fact that the rules of intellectual property law in general

and copyright law in particular have the greatest impact on the handling of remote

© As per the United Nations (UN) Principles Relating to Remote Sensing of the Earth from Outer

Space G.A. Res. 41/65 Annex. U.N. Doc A/RES/41/65 (1986) [Remote Sensing Principles]. They are
discussed in the next chapter.

B This practice, most vividly manifested in the Member States of the European Union (EU) through
introduction of the sui generis database right. See EC, European Parliament and the Council Directive
96/9/EC of 11 March 1996 on the legal protection of databases [1996] O.J. L 77/20-28 [Database
Directive].

" Although the details of e.g. copyright protection continue to evolve and are modified to properly
addressed the technological and other developments.

1 Hugenholtz, B.P. “Copyright and Freedom of Expression in Europe” in Dreyfuss, R.C., Leenheer
Zimmerman. D. & First, H. eds., Expanding the Boundaries of Intellectual Property. Innovation Policy for
the  Knowledge  Society  (Oxford: Oxford University  Press, 2001) 343. Online:
<www.ivir.nl/publications/hugenholtz/> (last accessed 01.02.2011).

13



sensing data and information by both private and public actors. Therefore, these norms
should answer questions regarding data ownership and status: whether primary data
are copyrightable, whether the deployment of computer programmes provides enough
creativity to render the processed data copyrightable and finally, whether archiving can
create copyright database protection rights. But due to certain specificities of remote
sensing activities, as well as of remote sensing data themselves,® traditional intellectual
property and copyright law is incapable of addressing all the issues related to their
generation, use and distribution. This inability results in the legal uncertainty regarding
protection of remote sensing data that in its turn leads to an over-reliance on various
other protection mechanisms ranging from copyright and sui generis database right
(where applicable), through to know-how and contract. One of the main premises of
this research is that such “protective overload” is not an appropriate tool to shape the
regime governing the generation, use and distribution of remote sensing data and

information.

The greatest problem regarding the applicability of copyright rules to remote sensing
data is that it is questionable whether these data as such, or at least some of their types,
meet the creativity/originality criterion. This criterion is universally recognised through
the Berne Convention for the Protection of Literary and Artistic Works®’ as the basis for
the copyright protection: only “literary and artistic works” that are created with a
certain degree of skill and novelty fulfil the criterion of being a creative work and are
thus subject to protection. Hence, ideas, processes, methods of operation, including
data, do not fall within the ambit of copyright protection.’® Remote sensing data contain
factual information and are generated automatically by satellites and special computer
programmes. After initial acquisition they are subjected to processing. Consequently, it

is very well possible that they are not eligible for copyright protection at all.

1 They are referred to in detail later on in this research and for this reason are not addressed here.

Paris Act of July 24, 1971, as amended on September 28, 1979. 1161 U.N.T.S. 3, Article 2 [Berne
Convention].

18 Arts. 2, 5 World Intellectual Property Organisation (WIPO) Copyright Treaty, December 20, 1996,
36 I.L.M. 65 [WIPO Copyright Treaty].
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These characteristics of remote sensing data make them an information “guinea-pig” for
the analysis of the applicability of intellectual property law to assets, the mode of
creation of which does not necessarily fit the traditional framework of the regime. The
“grey-zone” intellectual assets sharply demarcate the problem with the creativity
criterion that copyright sets as one of the indispensable conditions for protection. The
technical or automated nature of remote sensing data generation and subsequent
analysis require the assessment of the level of creativity that these assets possess for
the determination of the intellectual property availability to protect them. The current
stage of remote sensing activities makes pertinent the search for the best-suited legal
regime of protection of remote sensing data and information in the more general
context of protection and conditions of use and distribution of factual data and

information.

The non-appropriateness or non-applicability of copyright protection for certain types of
remote sensing data explains the efforts to protect them through other regimes such as
licensing and the sui generis database protection in Europe. These efforts often result in
the aforementioned overprotection, as the data are claimed to be encompassed by the
copyright laws and regulations, by the norms concerning trade secrets and confidential
information, as well as falling in every individual case under protection provided by data
distribution contracts, which often extend the level of protection that would be
available under the current copyright regime as it is.™® It is important to assess whether
such ways of appropriating factual data and information are legitimate, as there may be
better alternatives to address the issue of the distribution and use of remote sensing
data and information. Although this research is limited to the analysis of remote sensing
data and their status, it touches upon the issue of copyrightability of factual data and
information in general, taking into account the broader effect of the new technologies
on understanding traditional paradigm regarding intellectual property rights in general

and copyright in particular.

9 On the treatment of data by remote sensing data generating and distributing companies, see

infra Chapter 2.
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Intellectual property protection is not the only regime that governs the issues around
remote sensing. Laws and regulations governing the status and conditions of access to
and use of public sector information have a significant impact on handling remote
sensing data and information, as most of the sources of their generation today are
public in nature. States and their bodies are funding, launching and operating most of
remote sensing satellites on the one hand, and are the biggest purchasers of remote
sensing data generated by purely private satellites on the other. Unlike copyright and
other intellectual property protection regimes, regulations regarding access to and use
of public sector information are largely based on the principle of free and unrestricted
access to and use of data and information that have such status. The analysis within this
research shows that there are differences in the details of the regulations among
different jurisdictions, like for instance the methods of defining public sector
information or public bodies that produce or hold it, as well as the restrictions on access
to it. Nevertheless, it is characteristic that the principle of free and unrestricted access
to information remains the underlying basis of treating public sector information. As the
result, this legal regime considers information a resource open to sharing rather than a

purely proprietary asset.

Intellectual property protection and the regime of access to and use of public sector
information are two very distinct regimes that may be applicable to the same data sets
and information, including remote sensing data. Which one is more appropriate? Are
they mutually exclusive? Exploring the differences in approaches helps this research to
elaborate upon the positive and negative sides of each regime and point out aspects
that can be complimentary to each other in achievement of the overall goal of balanced
protection of proprietary interests and the necessity to secure access to remote sensing

data and information for their optimal use and increase of their value.

It is the premise of this thesis that the balance can be achieved if the unjustified
tightening and stretching of intellectual property protection is terminated and more

consideration is given to the notion of sharing, particularly taking into account the fact

16



that extensive use and exchange of remote sensing data and information increase their
value and contribute to the development of the market for geographic information
products. The research argues in favour of turning to the principle of sharing based on
the theory of the common good and common aspects of use of private property that
initially was developed by Aristotle.”® The analysis of the milestones of the theories of
the common good and common property (and their impact on the content of private
property rights and the modes of their use) as elaborated by Aquinas, Grotius, Hobbes,
Pufendorf and Boyle is conducted in order to retrieve the similarities among thinkers of
different time periods and underline the continuity of the idea of the necessity to share

to achieve the common good of prosperity and better life within a society.

The purpose of sketching major property theories that justify the existence, legitimacy
and even primacy of common property, and their application to such intellectual
property assets as data and information is to draw common notions and approaches to
the treatment of data and information that each thinker brings forward. In this regard
the idea of common ownership as a foundation of property, together with its influence
on the establishment and enforcement of private property rights, receives special
attention. Most of the authors support the existence of the concept of the common
ownership, or even something to which any notion of ownership is not applicable, and
view such a state of affairs as necessary. Following this premise the philosophers bring
forward the notion of the common good, which should guide the establishment of the
private property regimes and the exercise of private property rights. The explanation for
this lies in the argument that for a proper functioning of a society, private and public
interests have to be balanced as the achievement of private happiness is impossible

without the good of the society as a whole.

20 Aristotle, Politics. trans. Jowett, B.(New York: Cosimo Inc., 2008). See also Keys, M.M. Aquinas,

Aristotle, and the Promise of the Common Good (Cambridge: Cambridge University Press, 2006); Lametti,
D. “The Objects of Virtue” in Alexander, G. & Pefalver, E. eds. Property and Community (New York: Oxford
University Press, 2010) 1-37 [Lametti, “The Objects of Virtue”].

17



The work of James Boyle is used to bridge the theory of the common good and common
property with the regime of protection of intellectual property objects in general and
remote sensing data and information in particular. Boyle turns his attention to the
concept of the commons that is central to the process of the creation of copyrighted
works and other objects protected by virtue of intellectual property regulations. This
brings his scholarship closer to that conducted by the philosophers of the past. His
arguments reinforce the premise that no one creates works of authorship from scratch;
that it is inherent to an intellectual property protection regime that all intellectual
property assets eventually and inevitably go to the realm of the public domain, and that
the use of ideas, which requires access to works, cannot be restricted in accordance
with the traditional interpretation of and philosophy behind intellectual property
regulations. It is therefore important to keep in mind the use-aspect of intellectual
property assets. If nobody uses data and information, unless they represent a trade
secret or information of the similar sort, their value will diminish and their owners will
not be able to get return from the creativity, time and effort they spent to produce
them in the first place. For this reason the interests of the user community have to be
taken into account when shaping the regime of access to and use of remote sensing

data and information.

One of the main incentives to turn the discussion to the issue of the common good and
of sharing as instrumental to it is to show that — humanitarian by nature — such
reasoning constitutes an appropriate basis for adopting regulations regarding data and
information protection, and may produce viable economic results as well as or may be
even better than the foundations of an economic and proprietary character that are
aimed exclusively at protecting the ownership interests of data generators. The
applicability of the theories of the common good, common property and of the principle
of sharing to remote sensing data and information is assessed based on the discussion
regarding their nature, technical characteristics and potential societal value that their

use may have.
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The notion of the common good emphasises the importance of the principle of sharing
that can affect the modes of distribution of data and factual information. Facts, and
thereby remote sensing data,”* as well as other types of information comparable to
them, are expressly not within the ambit of copyright protection in virtually all
international copyright protection instruments and national statutes. Privatisation of
remote sensing data and information may well become a hurdle to both the
development of the remote sensing activities and of the market for remote sensing data
and information. Therefore, recognition of the right to access remote sensing data and
information is the way to ensure that they are not being appropriated through the
unjustified claim of copyright or other intellectual property protection regimes or

“locked” by restrictive licensing mechanisms and technical protection measures.

Application of the principle of sharing based on the idea of the common good to the use
of remote sensing data and information is not a purely theoretical exercise, as sharing is
in fact the best way to utilise information in practice. Sharing enables the existence and
is an element of the successful functioning of geographic information systems (GIS) that
have revolutionised the approach to visualisation of geographic data, their processing,
storage and exchange. The practical impact of the integration of the principle of sharing
based on the theory of the common good into the functioning of such systems is shown
on two examples: that of GIS themselves and of the Geographic Earth Observation
System of Systems (GEOSS). Their success can be hampered if the goal to protect the
private interests involved alone shapes the legal regimes governing their
implementation and existence. The analysis of GIS and GEOSS highlights the argument
that private property is not the only and sometimes not the best form of protecting
certain assets, in particular those that contribute to the greater good of the society as

such.

The examples of GIS and GEOSS are of particular relevance to this research for several

reasons. Firstly, they integrate remote sensing data and information. Secondly, he

At the very least primary and initially processed.
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existence and availability of such infrastructures and systems encourage production of
information and its timely provision, on which many different players heavily depend
nowadays. Thirdly, the effort is underway to adopt the rules of data exchange within
GEOSS based on the principle of free and unrestricted access to and use of data and
information within the created system. The analysis of both GIS and GEOSS allows the
development of the argument in favour of treating information infrastructures as the
waterways for the modern society. Therefore, parallels to the regime of access to
waterways are considered when reflecting upon the right to access remote sensing

data.

The waterway metaphor, that in application to allocation of property rights utilises the
concept of the common good, rounds up the discussion of the necessity to provide
access to remote sensing data, in particular when integrated into the GIS on the premise
that they, in the mode very similar to waterways, connect the members within a society
and societies to each other. The connectivity purpose presupposes ensured access to
the resources within a GIS. Taking into account the fact that remote sensing data are
extensively used today as a building block of information and knowledge the research
concludes with the necessity to make the case for introducing the principle of sharing

into the legal mechanisms of handling remote sensing data.
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Chapter 1: The context

Proper and effective application of the law requires understanding of the object that it
regulates and its characteristics. The first section of this chapter sketches the most
important aspects of the nature of remote sensing data that influence the
appropriateness of application for instance such legal protection regimes as, among
others, copyright, other forms of intellectual property protection and framework of
access to and use of public sector information. Other chapters and sections of this
research will refer to this introduction to remote sensing data and expand it with
information and analysis relevant to individual arguments and discussions. Some of the
most important features of remote sensing data include their factuality, automated
process of generation, necessity of data analysis to produce information suitable for or
complimentary to specific applications, as well as usefulness for society at large. These

and other characteristics of remote sensing data are discussed below.

The analysis of the relevant legal regimes undertaken within this research had to be
narrowed down in two instances. Firstly, the issues regarding classified data and their
release into circulation fall outside the scope of the analysis that is based on the
presumption that the data are already made available for civil and commercial use.
Secondly, taking into account the number of countries that have launched remote
sensing satellites, it is impossible to provide a thorough discussion of the relevant legal
norms and regimes adopted and functioning in all the jurisdictions. For reasons outlined
in section two of this chapter the research only focuses on the legislation of the United
States of America (US) and of the European Union (EU), including examples of national
approaches within the Member States (France, Germany and the United Kingdom, UK),

in particular when there is no harmonisation regarding a specific issue on the EU level.

Both parts of the chapter seek to provide the context of the research and are equally
relevant to the discussion regarding current protection mechanisms of remote sensing

data, and the philosophical theories of the common good and common property
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developed later on within the thesis. The argument in favour of broader access to
remote sensing data would not have been possible to make without referring to the
data themselves, their legal treatment and the assessment of the interrelation of the

two.

1. Nature and characteristics of remote sensing data

Remote sensing data are the primary focus of this research. Although they are part of
data and information in general, they possess some specific features that make the
proposition to recognise the right of access to them more acute. Moreover, focusing on
one particular type of data — remote sensing data — enables one to elaborate and
present a clearer argument as to why a regime that is based on the principle of sharing
and that recognises the right of access is the most appropriate regime for treating

factual information.

The specific features of remote sensing data include, above all, methods of their
generation, production of information and knowledge from them, and the societal
benefits from their use. Discussion of technical characteristics of remote sensing data
and of the range of their possible applications is indispensable for a deeper analysis of
how they fit into the concept of the public good, and why there is a public interest to
access them, even if they are initially privately owned, that can be ensured through the
application of the principle of sharing to the regulatory framework of their use and

distribution.

Remote sensing data are generated by special satellites and represent data pertaining to
the surface of the Earth and its depths, oceans and other natural and man-made
objects. Remote sensing satellites use two types of sensors to generate the data: active

and passive.? Passive sensors operate like a photographic camera — they sense what is

22 Many thanks to Dr. Bob Ryerson for explaining some critical technical aspects of remote sensing

activities.
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below — be it the reflected light that yields apparent colours or heat that is emitted from
the features being sensed. Active sensors carry their own source of illumination — for
example a radar sensor sends out a pulse and measures what is reflected back to it from
the earth. Active sensors can thus be used in the dark and can penetrate all but the

densest clouds.

Normally, the process of data generation is initiated when there is some demand for
data about a certain area or phenomenon. The satellite operator sends a command to
the satellite, which transmits the coordinates of the place to be sensed. When this
geographic area is in the range of the satellite’s vision, remote sensing is done and
primary data are acquired.® Upon completion of this task the satellite sends the
acquired data, usually as a binary code, to a ground station, where the initial processing
takes place. It is only after this that remote sensing data may be made available to the
customers, archived, or further processed. This “staged” method of generating remote
sensing data means that there are at least three types of remote sensing data — primary,
processed and analysed, as recognised by the UN Remote Sensing Principles.* Primary
data refer to the data “acquired by remote sensors borne by a space object and that are
transmitted or delivered to the ground from space by telemetry”. Processed data are
“the products resulting from the processing of the primary data, needed to make such
data usable”. Analysed information is the result of the “interpretation of processed
data, inputs of data and knowledge from other sources”. These definitions are the basis
for the analysis of the applicability of copyright protection to this type of assets.
However, the research also highlights in section 2 of chapter 2 that there are differences
in national interpretation of these concepts or definitions. These choices and practices
may lead to differing outcomes in applying copyright protection to remote sensing

primary and processed data, and information.

23 The terminology is used in accordance to that adopted in the Remote Sensing Principles, supra

note 12. In the industry the term “raw data” is used frequently, but it usually means the same as “primary
data”.
# Ibid.
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Unfortunately, the UN Principles are not a binding source of international law.
Moreover, other (although similar) definitions of remote sensing data and information
exist both in international and national regulatory frameworks and documents.?
Nevertheless this categorisation effort undertaken when drafting the Remote Sensing
Principles is significant, in particular for this research and governs the assessment of
gualities and features of each of the types of data for the purpose of determining what
legal regime can best reflect and accommodate them. The differentiation among the
three types of data also poses an important question to answer in the first place: should
data as such (primary data), information products (processed or analysed data) and
knowledge be treated in the same way and render the literal difference between them
insignificant? A question that leads to another, even more pertinent today: how can

knowledge and information really be protected?*

Primary remote sensing data are objects that cannot fall under copyright protection:
both the methods of their generation and the factual nature of their content
substantiate this claim. Firstly, primary remote sensing data are generated
automatically, by using special computer programmes, which send signals to the
satellites and order them to sense certain regions of the Earth in a particular mode.”’
They are not “created” by human beings. Secondly, nowadays most of the remote
sensing satellite signals are sent to the Earth as a binary code, which means that the
ground stations do not receive “images” of the Earth, but rather encrypted messages

that have to be decoded to become understandable for human mind. Thirdly and very

» E.g. definitions provided in the Charter on Cooperation to Achieve the Coordinated Use of Space

Facilities in the Event of Natural or Technological Disasters, April 25, 2000. Online:
<http://www.disasterscharter.org/charter>; in the Global Monitoring for Environment and Security
(GMES) Initiative documents (that mention data, information and knowledge, see “Final Report for the
GMES Initial Period (2001-2003)” European Space Agency (10.02.2004). Online:
<http://ec.europa.eu/enterprise/newsroom/cf/document.cfm?action=display&doc_id=2379&userservice
_id=1> (last accessed 01.02.2011); see also Canadian Remote Sensing Space Systems Act S.C. 2005, c. 45,
sec.2.
26 Answer to this question is attempted to be formulated in this research, but remains an
important issue in the entire chain of generation of data, their processing and the production of useful
information and knowledge using them.

g Although of course human beings are involved in operating the satellites.
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importantly, content-wise remote sensing data are factual information (the look of the
Earth’s surface, the depth of oceans, the contents of the Earth’s depths, etc.). They
merely are a description of what satellites “see” on the surface of the earth or
underneath it. It is impossible for a satellite to “create” something that does not already
exist in reality, although it may provide a unique view of a certain spot on the surface

of the Earth.

There is, therefore, no human “creative spark” involved in the generation of primary
and processed remote sensing data because they are acquired by virtue of application
of computer programmes (although operated by specialists). Furthermore, data and
factual information, together with ideas, certain processes and methods of operation,
are expressly excluded from the scope of copyright in virtually all international copyright
protection instruments and national statutes.? The lack of creativity is also coupled with
the importance of remote sensing data for decision-making processes in different
spheres29 as well as their other various applications — an issue that is addressed
throughout this research and that is seen as one of the factors contributing to the
recognition of the need to base the regime of treatment of remote sensing data on the

principle of sharing.

In sum, the highlighted characteristics of primary remote sensing data not only lead to
the denial of copyright protection, but reinforce the applicability of the principle of the
common good and of sharing to their distribution and use — notwithstanding the basis
on which they are owned, as this research aims to show. Granting copyright protection
to primary remote sensing data is hard to reconcile with the constitutive principle of the
legal regime that prohibits the protection of facts. Another finding that indirectly

supports the claim in favour of non-copyrightability of primary remote sensing data and

’® See e.g. Art. 2 Berne Convention, supra note 17; Arts. 2, 5 WIPO Copyright Treaty, supra notel7.

See e.qg. EC, the European Parliament and of the Council Directive 2007/2/EC of 14 March 2007
establishing an Infrastructure for Spatial Information in the European Community (INSPIRE) OJ L 108/1-14
(25.04.2007), which stipulates that “spatial information, is needed for the formulation and
implementation” of different Community policies [INSPIRE Directive].

29
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reinforces the need to adhere to the principle of sharing for their distribution and use, is

the necessity to process them to make them usable.*

The next question is whether and how the initially processed data are different, in
particular for the purpose of determining the appropriate legal regime governing their
use, from the primary data acquired by a satellite. As was mentioned earlier, initial
processing is required to make any type of primary remote sensing data usable. Such
processing involves remote sensing data corrections, as well as their classification and
interpretation. To make corrections some in situ data®* must be manually inputted into
the computer algorithm. For example, exact geographic coordinates that are already
available are essential for the correction of the received primary remote sensing data to
match the exact geographic location of the sensed territory, and they are used as a
model on which remote sensing data are layered. Often for practical and economic
reasons, remote sensing data classification and interpretation involves use of computer

algorithms.32

In addition to the above characteristics, initial processing has little value in itself, but is
auxiliary for subsequent data processing and analysis that will provide end-users with
purpose-tailored geographic information products. Therefore, it can be said that
initially-processed remote sensing data do not differ substantially from the primary data
and their treatment, distribution and use should be subject to the same legal regime.
Quite to the contrary, highly-processed remote sensing data, or better to say
information and knowledge derived from them may be subject to copyright protection

due to the fulfilment of the criterion of creativity.

A sufficient (but largely unspecified) degree of processing transforms remote sensing

data into analysed information. Processing at this stage is made by virtue of

30 Remote Sensing Principles, supra note 12.

Collected by terrestrial or aerial sensors.

Raber, G., Tullis, J. & Jensen, J. “Remote Sensing Data Acquisition and Initial Processing” (2005)
XIV Earth Observation Magazine at 5. Online:
<http://www.eomonline.com/EOM_Jul05/article.php?Article=department3> (last accessed 01.02.2011).

31
32
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“interpretation of processed data, inputs of data and knowledge from other sources,”*

which usually requires a specialist with expertise in the field of analysis that depends on
the application for which information product is used. As a result, analysis requires the
use of knowledge from other fields of expertise than processing itself, and the methods
or techniques involved depend very much on the anticipated results, as the same
primary and processed remote sensing data can often be used to produce information,
often in the form of images or interactive maps, serving different purposes. Taking into
account that the threshold of creativity stipulated by the copyright protection regime is
quite low, involvement of specialists as well as process of combining together different
types of data for the purposes of data analysis may be seen as sufficient manifestations
of creativity and trigger copyright protection of analysed remote sensing data and

information.

There is one issue that may disrupt the coherence of the applicability of copyright
protection to a particular set of analysed data or geographic information products. As
remote sensing data can be utilised for multiple applications and purposes, it is hard to
determine what degree of processing transforms mere data into useful and usable
information: the same dataset may constitute useful information for a scientist to
contribute to the understanding of a certain natural phenomenon, but be far from a
ready-to-use product for a government official to make a decision regarding the same
subject-matter. Copyright may or may not protect any particular set of analysed data or
information, but what remains clear is that primary and initially processed remote
sensing data in no way represent information, but rather building blocks for its
production, and therefore should not be treated as the same equal subject-matter by
relevant regulations. Remote Sensing Principles set the example of differentiating
among at least three types of remote sensing data and represent a compromise that
nations within the UN Committee on the Peaceful Uses of Outer Space (COPUQS)
managed to achieve by virtue of consensus. This work should not be ignored, but

adhered to by states across the globe for the purpose of consistency and harmonisation

3 Principle I(d) Remote Sensing Principles, supra note 12.

27



of approaches to treating remote sensing data. Use of satellites to generate this type of
factual data and of computer programmes to process and interpret them precludes
application of copyright protection to primary and processed remote sensing data. To
do otherwise goes against the foundational principles of intellectual property protection

and is therefore unjustified.

Another extremely important feature of remote sensing data that should be taken into
account, when a decision is made as to the legal regime governing their use and
distribution, is the range of their possible uses and applications. Their diversity and
particularly relevance to societal and humanitarian matters and activities®
complements the requirement to balance out the interests of the data users with those
of data generators by virtue of application of the principle of sharing to the distribution
and use of data within any such regime. It is worth mentioning that for certain uses or
applications remote sensing satellites represent a unique source of information that

cannot be substituted by information gathered by any other means.

The fact that remote sensing data are the sole-source of information is nowadays
particularly true for environmental and climate change research that is aimed at
understanding the Earth’s environment and maintaining its health, which is “probably

the greatest “public good game” played by humans.”*

In this field remote sensing data
have the following important advantages in comparison to in situ®® data regarding
climate change and patterns: coverage, continuity and quality. Only satellites can
capture an exhaustive view of vast areas that is not limited by political or administrative

restrictions. Data for the same area can be acquired at a high rate of repetition without

3 For an overview of some of the uses see e.g. Doldirina, C. “Case for Space” Report (European

Space Policy Institute, 2008). Online:
<http://www.espi.or.at/images/stories/dokumente/studies/report_case_for_space.pdf> (last accessed
01.02.2011) [Doldirina, C. “Case for Space”].
» Milinski, M. et al. “Stabilizing the Earth’s Climate is not a Losing Game: Supporting Evidence from
Public Goods Experiments” (2006) 103:11 Proceedings of the National Academy of Sciences of the United
States of America at 3994.
36 . .

Terrestrial, aerial.
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weather-related restraints,?’ which means that comparison of the data acquired at
different time of the day or even year will reveal changes that might have occurred in
the observed area. In addition, remote sensing data can be recorded in various
wavelengths — visible and non-visible — and thereby provide the opportunity to assess
the same natural phenomena using different parameters and make the research
conducted more accurate. This example alone is significant for the realisation of the
general societal need to have secured access to remote sensing data in order to conduct
such research and contribute to the achievement of the common good. And this

example is by far not the only one.

Other applications include use of remote sensing data for the purposes of disaster relief
and damage mitigation, where information regarding damage caused by a disaster
derived from remote sensing data delivered using satellite telecommunication systems
is sometimes the sole reliable source for those involved in rescue operations. Remote
sensing data and information are also beneficial for different spheres of health care,®® in
the use of sustainable energy resources,*® as well as part of geographic information
systems (GIS)* for the purposes of decision-making at all government levels, cadastre
maintenance, geographic engineering, sustainable agriculture, and even business or

commercial purposes such as marketing.

The mixture of technical and applicational features of remote sensing data highlighted
in this section forms the main factual support for the argument in favour of a broader
access to this resource, as their use benefits society in general and thereby serves the
achievement of the common good, which is an important justification factor to be taken
into account by any regulation that a society decides to adopt to govern their utilisation.
Unfortunately, the value that remote sensing data may have gained through their use

and applications is not always seen as an incentive to open up access to them even

37 .
When the active radar sensors are used.

For example, remote sensing satellite capabilities have been proven effective for mapping
vectors of the spreading of infectious diseases.

» One of the common uses in this sphere is to determine in which spots to place windmills.
These will be discussed separately in a Chapter 5.
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more, but on the contrary leads to their commodification and to the commercialisation
of the channels of their distribution. The latter option nevertheless remains a choice
that a given society is entitled to make. The two jurisdictions, the rules of which
regarding generation, use and distribution of remote sensing data and information are
assessed in this research illustrate the different outcomes that the decision in favour or

against sharing remote sensing data leads to.

2. The reasons to compare relevant regulations in the US and Europe
The discussion of the nature of remote sensing data and information and its implications
with regard to the choice of the appropriate legal regimes, as well as the difficulties
related to it, is not a mere theoretical exercise. Different understanding of what remote
sensing data and information are, of whether the distinction between their different
types is important and of how to address their value results in different decisions as to
their legal treatment. Approaches to the legal regime with regard to remote sensing
data that are quite distinct from each other are adopted in the two jurisdictions — the US
and Europe.*”* This is one of the reasons why the two are chosen — to substantiate the
argument of this research in favour of making the principle of sharing the basis of the
legal framework governing distribution and use of remote sensing data and information.
Apart from the main reason that these two jurisdictions adopted differing legal norms
regarding the access to and use of remote sensing data that enables their comparative

analysis, some important factual circumstance are taken into account.

The factual reason is the place of the US and Europe in the field of space activities in
general and satellite remote sensing activities in particular. The US, as a nation, and
Europe, as a union of states, belong to the major space players on the international

arena. The US Land Remote-Sensing Satellite System (Landsat) programme, launched as

a Europe, within this thesis includes the European Space Agency (ESA) as the organisation

conducting space activities in general and remote sensing activities in particular, and the European Union
(EU) as the primary legislator, and is referred to accordingly.
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early as in 1972, is the first civilian remote sensing satellite observation programme that
greatly contributed to the realisation of importance and usefulness of remote sensing
data and their effective use for the society and its development.*? Apart from that, the
US has other remote sensing satellites, including Geostationary Operational
Environmental Satellites (GOES) and Polar Operational Environmental Satellites (POES).*?
Moreover, the US National Oceanic and Atmospheric Administration (NOAA) has
licensed two of the most successful truly commercial® operators of remote sensing
satellites* — DigitalGlobe,*® GeoEye®’ that compete and cooperate with their European
counterpart RapidEye.*® Europe also has its own remote sensing satellites, including the
world’s largest remote sensing satellite — ENVIronment SATellite (Envisat), as well as
Gravity field and steady-state Ocean Circulation Explorer (GOCE) and the European
Remote Sensing Satellites (ERS 1 and 2)* that provide a lot of data valuable not only
within the boundaries of its member states. In addition to these primarily research
remote sensing satellites, there is a number of satellites launched in individual member
states of the European Space Agency (ESA), data from which are primarily aimed at

commercial distribution. Such projects include, for instance the German TerraSAR-X™°

2 Detailed information about the Landsat programme can be found on its official website. Online:

<http://landsat.gsfc.nasa.gov/> (last accessed 01.10.2010).

2 Information online: <http://goespoes.gsfc.nasa.gov/goes/> (last accessed 01.02.2011).

In the sense of the nature of the initial investment to set up the system or launch a satellite: it
has to be private. It has to be pointed out though, that the primary purchasers of the remote sensing data
and information generated by these companies are governments, the US government in particular. This
poses a question as to whether the status of remote sensing data, taking into account the range of
customers, is affected.

> There are other licensees: <http://www.licensing.noaa.gov/licensees.html> (last accessed
01.10.2010).

a6 Homepage: <www.digitalglobe.com> (last accessed 01.10.2010).

Homepage: <www.geoeye.com> (last accessed 01.10.2010).

Information online: <http://www.rapideye.de/home/about-us/history/index.html> (last
accessed 01.02.2011).

9 Information about each satellite is accessible via ESA Earthnet portal. Online:
<http://earth.esa.int> (last accessed 01.02.2011).

>0 Which is the result of a public-private partnership of the German space agency (DLR) and the
company Astrium (a subsidiary of the EADS consortium). Homepage: <http://www.astrium.eads.net/>
(last accessed 01.02.2011).

a4
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and, as well as the French Systeme Pour Observation de la Terre (SPOT) series,” both

being public-private partnerships.

In this factual context the second — legal — reasoning becomes equally and even more
important, as it helps to compare effectiveness of the approaches that are adopted,
adhered to and enforced in these two different jurisdictions to protect remote sensing
data and to regulate access to them and their subsequent use. The European choice is
based on the principle of copyright protection of remote sensing data regardless of the
source of their generation and the degree of their processing. The choice is declared to
serve commercialisation of remote sensing activities by virtue of protectionist treatment
of the generators of remote sensing data who, for instance, were granted an extra layer
of protection by virtue of adopting the sui generis database protection within the EU.
The approach adopted by the US is quite the opposite in that it is founded on the
principle of free and unrestricted access to state records and information, which

includes remote sensing data generated from or with the help of state resources.”

The European regime of tight protection that brings forward highly proprietary attitude
towards remote sensing data as to a commercially valuable asset leads to its
commodification. Moreover, the adopted regulatory and licensing practices narrow
down the ways remote sensing data and information can be used. All this slows down
development of the value-adding activities, through which most of remote sensing data
and information are made useful and the distribution of information truly
commercialised.>® The US regime of open access, to at least primary and processed

remote sensing data brings forward the notion that users’ rights are as important, as the

>t Homepage: <http://www.spot.com> (last accessed 01.02.2011).

This path is followed in countries like Brazil, where all remote sensing data, processed maps and
image processing and GIS software, received by the Instituto Nacional de Pesquisas Espaciais (INPE) are
made available via internet for free. See Ferreira, H. S. & Camara, G. “Current Status and Recent
Developments in Brazilian Remote Sensing Law” (Paper presented at the 2nd International Conference on
the Status of Remote Sensing Law, Oxford, MS, January 17-18, 2008).

>3 See e.g. findings in Keith, A. “Earth Observation Remote Sensing Trends” (Euroconsult
presentation to the NOAA Advisory Committee on Commercial Remote Sensing, October 7, 2008), slide
20. Online: <http://www.nedi.gov/files/Euroconsult_Presentation_on_industry_trends.pdf> (last accessed
01.02.2011).
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rights of the generators and owners of remote sensing data — the choice that in fact
reflects their nature of potential objects of copyright or other intellectual property
rights protection. Remote sensing data, alongside other types of information, are an
intangible good and cannot be concealed unless kept absolutely secret. Once they are
communicated no one can prevent their users from utilising the ideas they contain and
making them part of their own works. Successful development of the market for remote
sensing data is necessarily based on delivering information products useful to various
customers. Therefore, the open access policies and regulations enable the development

of the market of commercial applications more effectively than the proprietary regime.

Already preliminary research on the matter has shown that the range of differences is
wide, and only the milestones are briefly mentioned here.®* The US domestic
information policy at the federal level® is based on the principle of freedom to access
and re-use information. Its federal agencies are expressly forbidden from attaching any
copyright to the materials they produce, can only impose the fees that are required to
fulfil a user’s request®® and cannot impose restrictions on re-use of the information they
release.”” As a consequence, in accordance with the US Land Remote Sensing Policy Act
remote sensing data from the Landsat system®® are available to users at the same
conditions as public sector information in general. Primary or pre-processed data from

Landsat 4-6 satellites are available to US government agencies, global environmental

> They are explored in far greater detailed throughout this research, in particular within the

chapters devoted to copyright protection and regulations regarding public sector information.

> Analysis of state and federal legislation shows that the approach to information dissemination is
inconsistent and as varied as the issues involved. See e.g. Dansby, H.B. “A Survey and Analysis of State GIS
Legislation: (1992) 1:1 GIS Law at 7.

> Usually is referred to as “Cost Of Fulfilling User Request” (COFUR) and limits financial recovery to
the reproduction and delivery costs. See Weiss, P.N. & Backlund, P. “International Information Policy in
Conflict: ‘Open and Unrestricted Access’ versus ‘Government Commercialization” in Kahin, B. & Nesson, C.
eds. Borders in Cyberspace (Cambridge: MIT Press, 1997) [Weiss, P.N. & Backlund, P. “International
Information Policy in Conflict”].

> Weiss, P.N. & Backlund, P. “International Information Policy in Conflict”, ibid.

US, Land Remote Sensing Policy Act Pub. L. of 1992 H.R.6133. [Land Remote Sensing Policy Act].
According to Sec. 3 “Landsat system” means Landsats 1, 2, 3, 4, 5, and 6, and any follow-on land remote
sensing system operated and owned by the United States Government, along with any related ground
equipment, systems, and facilities owned by the United States Government.”
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change researchers, and other researchers financially supported by the US

government;59 data from Landsat 7 are available to all users.®®

Europe promotes an almost polar position, in that it does not forbid governmental
entities/agencies from enforcing copyright on the data and information they generate,®
as well as from charging the users the fees calculated on the basis of a cost-benefit
approach that most of them in fact adopt.® In addition, the European legislator, being a
unique but nevertheless an international organisation with jurisdiction limited or
prescribed by its foundational treaty, up until 2010 could not lay down unified criteria
for granting copyright protection: the (substantial) existence of the rights was the
domestic matter of the Member States.®® Therefore, there are still differences among
the Member States that so far preclude the existence of the concept of the European
copyright — a situation that may change in the future, as the EU has recently received
the mandate to regulate the issues related to intellectual property protection.®* For
instance, the UK is in favour of a stronger copyright protection65 with a lower set of
requirements for objects to qualify for it, whereas France®® tries to balance the need to

protect government works and to access public sector information.®” With its regulation

> Ibid., Sec. 103.

* Ibid., Sec. 105.

A vivid example is the UK Ordnance Survey — a governmental entity producing geographic
information — that administers the Crown copyright with regard to the products it makes. See information
about Ordnance Survey copyright over data online:
<http://www.ordnancesurvey.co.uk/oswebsite/aboutus/yourinforights/copyright/ip.html> (last accessed
01.02.2011).

62 Blakemore, M. & Craglia, M. “Access to Public-Sector Information in Europe: Policy, Rights, and
Obligations” (2006) 22 The Info. Soc. at 13-24. See also Wetterdatenbanken OLG Koeln (Higher regional
court of Cologne) [2006], where a German court rejected the reasoning that the government agencies
should be precluded from marketing databases that they produce.

6 As a part of the entire property regime, Art. 295 Treaty on the European Union and on the
European Community, Consolidated version OJ C 321 E/1 29.12.2006.

64 As per Article 118 Consolidated Version of the Treaty on the Functioning of the European Union,
March 30, 2010,0J C 83/47. [EU Treaty].

6 Through e.g. Crown copyright. See Sections 163-167 UK Copyright, Designs and Patents Act 1988
(c.48). [UK Copyright Act].

o The right of authorship may be granted to a natural person only, Article L111-1 French
Intellectual Property Code. Law No. 92-597 of July 1, 1992 as amended [French IP Code].

& See e.g. Loi n°78-753 du 17 juillet 1978 portant diverses mesures d'amélioration des relations
entre I'administration et le public et diverses dispositions d'ordre administratif, social et fiscal. On various
measures for improved relations between the Civil Service and the public and on various arrangements of
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regarding access to public sector information, Europe is close to adopting standards
similar to the US regime,® but the progress is still ongoing and its results are yet to be

seen.

Another issue that underlies one of the major differences between the two regulatory
systems adopted in the US and Europe concerns additional or complimentary layers of
protection that can be applied to remote sensing data. Both of the jurisdictions have
adopted a set, of for example, competition law rules or rules applicable to licensing
geographic and other types of information products.®® The rules may differ, although
the regulations are in place and have a similar pattern of functioning. There are some
significant differences in adopting new types of intellectual property protection that
may be applied to remote sensing data in particular and to geographic information in

general.

The authority to protect remote sensing data by virtue of copyright, reinforced by
contractual schemes governing access to them and their use, together with the modern

% often gives remote sensing data

technological means of information protection,’
owners power they would not have been granted with under traditional scope of
intellectual property protection.”* In Europe, the scope of access to and use of remote

sensing data is further narrowed down by the Directive on the legal protection of

administrative, social and fiscal nature). See also Onsrud, H.J. & Lopez, X. “Intellectual Property Rights in
Disseminating Digital Geographic Data, Products, and Services: Conflicts and Commonalities among
European Union and United States Approaches” in Masser, |. & Salge, F. eds. European Geographic
Information Infrastructures: Opportunities and Pitfalls (London: Taylor and Francis, 1998) 153-167
[Onsrud, H.J. & Lopez, X. “Intellectual Property Rights”].

o8 Onsrud, H.J. “Geographic Information Legal Issues” in Encyclopedia of Life Support Systems.
Developed under the auspices of the UNESCO (EOLSS Publishers: Oxford, 2004) [Onsrud, H.J. “Geographic
Information Legal Issues”]. Although INSPIRE Directiove was due to have been implemented in the EU
Member States in May 2009, not all of them have succeded till now. Germany, for instance is facing
proceedings in front of the European Court of Justice (ECJ). See “Environment: Commission brings four
Member States to Court for failing to implement EU laws” IP/10/830 (Brussels, June 24, 2010). Online:
<http://europa.eu/rapid/pressReleasesAction.do?reference=IP/10/830&type=HTML> (last accessed
01.02.2011).

6 As discussed in Chapter 2.

E.g. technological protection measures and rights management information under Arts. 11, 12
WIPO Copyright Treaty, supra note 17.

71 For details see Chpater 2.
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databases’? that gives database makers the right to stop any extraction or re-utilisation
of parts of protected databases, unless the conditions to the contrary of the Database
Directive are fulfilled.” These statutory provisions regarding further use and distribution
of licensed data and information facilitate locking them up, which may be detrimental to
the interests of different groups of users, and ultimately to the generators of the data
and producers of information as well. The US does not have a separate sui generis
database protection regime that may cover both hard copy and digital collections of

. 74
remote sensing data.

In the globalising world, where many transactions, including the exchange of remote
sensing data from different systems, are trans-national, the existence of data
distribution regimes that are based on opposing principles represents an impediment to
open data exchange and re-use. One practical example supports the argument that
open access to government meteorological data’ facilitates the development of the
market for meteorological services. The value-adding meteorological information
industry in the US generates revenues of US $500 million annually, whereas the private-
sector meteorological information industry in the EU is very small.”® Apart from this, the
researchers, students, and various other public users in Europe face a lot of difficulties
in obtaining expensive meteorological data. One of the major reasons for such situation
is the European decision to treat remote sensing data as a valuable commodity and
protect the interests of their generators to the greatest extent possible, which results in
neglecting the interests of the user community and their deprivation from or limitation

in access to data.

Within the framework and for the purposes of this research these regulatory differences

are assessed with the special emphasis on the global character of market for remote

72 Database Directive, supra note 13.

Ibid., Article 7.

The databases can be subject to copyright in both jurisdictions.

Meteorological data are produced using remote sensing data generated by special remote
sensing weather satellites.

e Arzberger P. et al. “Promoting Access to Public Research Data for Scientific, Economic, and Social
Development” (2004) 3 Data Science Journal at 139.
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sensing data and analysed information products. This market cannot properly function
within the borders of a nation-state or even a single geographic region, as very often,
the production of useful information using remote sensing data involves analysis of data
sets from different sensors and satellites. The whole range of satellites and sensors is
not available in its entirety to any state or region on their own. For this reason, it is
important to analyse the implications of the existence of different regimes’’ on the
accessibility of remote sensing data and the development of the secondary market of

geographic information products.

The facts that this research highlights support the effectiveness of the US approach of
open access to state generated remote sensing data with regard to availability of data
for both commercial and not-for-profit purposes and uses. The advantages of the US
weather data and forecast industry growth, emergence and successful activities of
private remote sensing operators, as well as maintenance of the national archive of
remote sensing data available for the US citizens with no regard as to the purpose of
their use illustrate this.”® The main argument of securing better and broader access to
remote sensing data builds upon the US regulatory example, the legitimacy and
appropriateness of which is supported by the analysis of the theories of the common
good and common property and their application to remote sensing data. It serves to
provide arguments in favour of making the regime based on extended/extensive access
to remote sensing data a universal standard. The European choice often is brought
forward as strategy that might be effective in the short-term but will unlikely produce
any benefits in the long run. Based on the conducted research and analysis it is argued
here that an approach that is harmonised across jurisdictions, at least as to the

fundamental principles of the relevant regulations, is needed because of the global

77 " N . . " . .
There are of course other regimes governing generation, distribution and use of remote sensing

data, apart from those adopted in the US and Europe, but they are deliberately left outside the scope of
this research, apart from occasional mentioning for the sake of highlighting e.g. international trends
regarding the conduct of remote sensing activities.

78 Commercial or non-commercial. With regard to the impact of legal regulations on the
development of the commercial market of remote sensing data and information products see the
overview and the analysis in Doldirina, C. “A Rightly Balanced Intellectual Property Rights Regime as a
Mechanism to Enhance Commercial Earth Observation Activities” (2010) 67 Acta Astronautica 639-647.
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character of both generation of data and their subsequent use. The unifying principle
according to the findings of the research should not be the increased and tightened
intellectual protection of remote sensing data, but the principle of sharing based on the
theories of the common good and common property and their influence on modes of

exercising private property rights in data.
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Chapter 2: Intellectual property protection and remote sensing

activities

There are several fields of law that shape the regime of access to, distribution and use of
remote sensing data, including intellectual property law, law regarding freedom of
public sector information and access to it, as well as norms regulating privacy and
security issues.”® The last one is not part of the current analysis due to the restricted
focus of the thesis, but the norms of both intellectual property law and freedom of

information are addressed in this and the next chapter.

The aim of chapters 2 and 3 is to discuss the current regimes that govern or are to a
certain degree relevant for establishing conditions of access to and use of remote
sensing data in order to assess the legitimacy of their application to these issues, as well
effectiveness of such application. The basic premise of the analysis is that the current
copyright law regime is not satisfactory for the purpose of protecting remote sensing
data, both primary and processed, as its application poses a great risk of locking them
up in the hands of their generators thereby preventing their extensive use for a wider
range of purposes that increase their value. The analysis of the regime of access to
public sector information in chapter 3 serves the purpose of illustrating a viable
alternative to the property-like protection regime based on copyright regulations.
Moreover, if the arguments based on the theories of common property and the
common good brought up in chapter 4 are applied, the founding principles of the
framework of access to public sector information may become relevant for access to
and use of privately generated remote sensing data as well. The two regimes are
separated into different chapters as the nature of the regulations varies in each case: it
is civil law for the copyright protection regime, and public law for the regime governing

access to public sector information. In some instances they do intersect, but

7 Onsrud, H.J. “Geographic Information Legal Issues”, supra note 68.
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nevertheless the approaches to the regulation and its modes are different in each

sphere.

The drawbacks and lacunae in the regulation of access to and use of remote sensing
data that are pointed out throughout the following two chapters can be resolved
through declaring remote sensing data as a common good, the theoretical framework
for which is introduced in the chapter on the theories of common property and of the
common good. Taking this into account, the analysis of the current legislation is not
meant to be very extensive and by no means exhaustive, but rather concentrates on the
major trends in the area and highlights the most problematic issues, for which in the

following chapters a solution is introduced and developed.

1. Problems of application of copyright to remote sensing data

Copyright is the most “liberal” of the types of intellectual property rights, as it has
basically just one criterion fulfilment of which will amount to the protection of the work
— that of creativity (originality). The second, often non-compulsory criterion is that of
fixation of the work in a certain medium. The lists of examples of protected works that a
lot of copyright protection legal instruments contain® are long and encompassing, but
never closed, as it is hard to imagine what creations worthy of protection may appear in
the future. Copyright protection may be proper for geographic information in general
and remote sensing data in particular for several reasons. Firstly, all geographic
information products contain information and therefore are a category of immaterial
goods that copyright traditionally protects. Secondly, a lot of geographic information
products are ideational creations that fulfil the criterion of creativity and thereby fall
under copyright protection. Thirdly, even in cases where there is a doubt with regard to

the fulfilment of the criteria for protection, the flexibility of both the criteria of creativity

80 The Berne Convention, supra note 17; the US Copyright Act of 1976 as amended Title 17 U.S.C.

Title 17 U.S.C. [US Copyright Act]; German Copyright Law (Urheberrechtsgesetz) September 9, 1965. BGBI.
15.1273 as amended [German Copyright Law]; UK Copyright Act, supra note 65, and French IP Code,
supra note 66, serve as good illustrations.
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and fixation may be interpreted in such a way as to grant protection to the owner of a
particular information product.81 Whether all types of geographic information can be
protected by virtue of copyright and whether the protection offered by this regime
satisfies the needs of producers of such information, as well as of its users, remains to

be explored in the course of this chapter.

Copyright is an exclusive right to reproduce, disseminate and represent a work that is an
author’s personal creation. Along with these economic rights, it also has a moral aspect
— the right to be recognised as the author of the work. Copyright protects culture and
creativity, not innovation. Copyright concerns intellectual work which does not
necessarily have a utilitarian function: this being one of the major features that make
objects protected by it different from the industrial property like patents and
trademarks. Copyright protects the subjective “originality” of literary and artistic works,
while industrial property rights protect the objective “inventiveness” and “novelty”.
Literary and artistic works are regarded as not substitutable, hence not in direct
competition with each other, unlike works and products covered by industrial property
rights. Traditionally, according to both norms of international treaties and national law,
only the form or expression of a work is protected by copyright, but not the ideas that

underline it.

In sum, the key characteristics of objects that fall under the copyright protection are as
follows. Firstly, they are works of authorship, in which author’s ideas find an original
(creative) expression. Secondly, there are no formalities for triggering the protection of
works eligible to it. Thirdly, the structure of protection granted consists of exclusive
economic rights enforceable for a limited time, with exemptions or limitations to them,
and of moral rights. Below, the criteria for protection are discussed in greater detail, in
order to then assess their applicability to primary and processed remote sensing data, as
well as analysed information. The scope of the rights granted and the exceptions to

them are addressed together with the issue of contractual practice in the field of

8 Which is harder to do with e.g. interpreting much more objective criteria for patent protection.
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licensing geographic information in order to see how these contracts that stipulate the
licensed material to be protected by copyright adhere to the limitations to the rights of

authors drawn by the legislators.

a. Object of and criteria for protection

Both the US and all the EU Member States being parties to the Berne Convention,

78 |t embodies the

adhere to copyright protection in “literary and artistic works.
“creator doctrine” ® by which a work, to be eligible for protection, should be an
intellectual creation.®* The only other criterion for protection is that the work should be
fixed in some kind of material form.®® The Berne Convention contains only a list of
examples of objects that can be considered a literary and artistic work, but the WIPO
Copyright Treaty of 1996,%° alongside such an enumeration, explicitly states that ideas,

processes, methods of operation, including data, are excluded from the ambit of

copyright protection.87

Despite being the members of the Union set up by the Berne Convention, the legal
systems of the US and of most of the EU Member States are quite different, especially in
that the US is a common law country, whereas the majority of the EU states (apart from
the UK and Ireland) belong to the civil law tradition. Apart from other conceptual and
normative differences, these two systems have a somewhat different approach towards

copyright issues. In the civil law system the threshold of originality or creativity reflects

8 Article 2 Berne Convention, supra note 17.

Guibault, L. & Hugenholtz, B.P. “Study on the Conditions Applicable to Contracts Relating to
Intellectual Property in the European Union” Final Report (Amsterdam: Institute for Information Law, May
2002) at 24. Online: <http://www.ivir.nl/publications/other/final-report2002.pdf> (last accessed
01.02.2011).

8 Article 2(5) Berne Convention, supra note 17.

Ibid., Article 2(2).

The US and all the Member States of the European Union are parties to the WIPO Copyright
Treaty that was adopted to update the provisions of the Berne Convention and to introduce new norms
specifically related to the distribution of literary works in the digital environment.

& Articles 2 (in general), 5 (with regard to databases) WIPO Copyright Treaty, supra note 17.
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the personality of the author, “original”®® being a personal input of the author in
creation of the work.®? In the common law jurisdictions it is rather the investment of

»90 Nevertheless, it

“skill, judgment and labour” or “selection, judgment and experience.
is necessary to note here, that this distinction is not always followed, and even in the US
after the famous Feist case® labour is not being favoured as the originality criterion for
a work — and particularly for a collection of factual material — to meet in order to be

granted copyright protection, and creativity in the form of originality is given priority.

The EU does not have unified criteria for copyright protection due to the lack of
jurisdiction to legislate in the domain of intellectual property rights.”> Nevertheless, the
creativity standard was upheld in the Directives that dealt with the new works of
authorship.”® For example, the Computer Programmes Directive stipulates that in order
to be protected by copyright a computer programme has to be “own intellectual

creation of the author.”®*

Moreover, most of the Directives refer to the provisions of the
Berne Convention and reinforce them or state that the laws of the EU Member States
should be consistent with them.?®> The EU Member States follow the same approach: for
instance, both Germany and the UK grant copyright protection only to original works

that have to be intellectual creations of their authors.>®

8 Used in e.g. Section 1(1)(1) UK Copyright Act, supra note 65.

Not “original” like “novel” in patent law, but rather as something originating from the author,
being his own personal creation.

% “Original” being something that is not copied, but creating with an input of skill and labour. This
standard was upheld in Canada and is considered to be slight lower than the US standard of originality as
per Feist Case. See CCH Canadian Ltd. v. Law Society of Upper Canada, 2004 SCC 13.

91 Feist Publications, Inc. v. Rural Tel. Servs. Co., 499 U.S. 340 (1991).

Even the only horizontal the so-called Information Society Directive (EC, the European
Parliament and of the Council Directive 2001/29/EC of 22 May 2001 on the harmonisation of certain
aspects of copyright and related rights in the information society [2001] OJ L 167 10-19) left out of its
scope of regulations norms regarding the objects of protection, moral rights and the issues of the
ownership and transfer of rights.

9 Apart from the Database Directive, supra note 13, see e.g. EC, Council Directive 91/250/EEC of 14
May 1991 on the legal protection of computer programs [1991] OJ L 122 42-46 [Computer Programmes
Directive].

o Article 1 (3) Computer Programmes Directive, ibid.

E.g. Information Society Directive, supra note 92, with regard to the ability to increase the term
of protection as an action that does not interfere with the provisions of the Berne Convention.

% §2(2) German Copyright Law, supra note 80; Section 1(1)(1) UK Copyright Act, supra note 65.
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According to the US Copyright Act the subject matter of the copyright protection
encompasses original works of authorship fixed in any tangible medium of expression.?’
Furthermore, §102 (b) of the Act denies protection to ideas, procedures, processes,
systems, methods of operation, concepts, principles, or discoveries. In this, the US
Copyright Act reinforces almost verbatim the provisions regarding the subject matter of

the copyright protection of both the Berne Convention and the WIPO Copyright Treaty.

Copyright protection can also be granted to databases if they fulfil the same criteria as
eligible individual works, meaning that a database has to be an intellectual creation, and
be fixed in a material form.”® According to both international and national legal norms,
separate materials, data-sets and works contained in a database do not have to be

original works under the Berne Convention,”

as the eligibility for protection of a
database does not depend on whether its content as such is protected by copyright.
Therefore, databases that contain factual information are not automatically precluded
from copyright protection, and will be subject to it if the selection and arrangement of
their content is done in a creative way. At the same time protection granted to the

author of a database does not cover any parts of its content,'® as an interpretation that

allows such a stretch would exceed the traditional scope of copyright protection.

b. How do remote sensing data fit in?

The scope of copyright protection with regard to the subject matter it traditionally
covers was briefly sketch above. Now, taking into account the subject-matter of the
current research, it is not only reasonable, but also obligatory to analyse whether

remote sensing data can be qualified as a “literary and artistic work” in the sense of

7 § 102 (a) US Copyright Act, supra note 80.

Article 2(5) Berne Convention, supra note 17; Article 5 WIPO Copyright Treaty, supra note 17;
§10 US Copyright Act; §4(1) German Copyright Law, supra note 80; Section 3A(2) UK Copyright Act, supra

note 65.
99
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Article 2(5) Berne Convention, ibid.
l.e. they are protected separately, as separate intellectual creations; database protection does
not serve content or information protection.
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both the Berne Convention and the relevant national or regional regulations on the
matter. The examples of how the US and European legislators specifically address the

7101 and their protection are addressed first. This analysis is

term “remote sensing data
followed by the assessment of whether remote sensing data meet the criteria of
copyrightability and takes into account information regarding the nature of remote

sensing data provided in chapter 1.

i. Definition of “data” seems to pose problems

According to the US Land Remote Sensing Policy Act, remote sensing as an activity
“means the collection of data which can be processed into imagery of surface features

of the Earth”.'®

This formulation suggests that before remote sensing data become
images or maps, or integrated parts of GIS, or take any other form of comprehensible
information, they have to undergo some degree of processing through which they can
acquire copyright or other forms of intellectual property protection. The definition of
the primary remote sensing data that the Act gives supports this interpretation: primary
remote sensing data consist of “signals or imagery products that are unprocessed or

subject only to data preprocessing."103

In this definition the US law is very close to the
Principle I(b) of the Remote Sensing Principles,®* which though not a binding source of
international law in its entirety, may serve at the very least as a guide to agreed uniform
terminology in the field of remote sensing activities. Remote sensing data primarily
consist of digital information or photographs,’® although the latter is true mostly for

the satellites of older generations equipped with analogue cameras.

101 Or data in general and geographic data in particular, if there is no separate definition of remote

sensing data, like in the case of EU legislation.

102 Sec. 2 Land Remote Sensing Policy Act, supra note 58, emphasis added.

103 Ibid., Sec. 2 (13).

104 Supra note 12.

West, J.R. “Copyright Protection for Data Obtained by Remote Sensing: how the Data
Enhancement Industry Will Ensure Access for Developing Countries” (1990)11 Nw. J. Int'l L. & Bus. at 403,
note 28 referring to Oosterlinck, R. “Legal Protection of Remote Sensing Data” Proceedings of the 27"
Colloquium on Law in Outer Space (1985) at 113. See an example of a primary data image online:
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The EU legislator has not come up with specific rules governing remote sensing
activities. The INSPIRE Directive'® that uses the term “spatial data” and defines them as
“any data with a direct or indirect reference to a specific location or geographical area”
is the most relevant document on the EU level today. On the national level, the German
Satellite Data Security Law' serves as an example of a legislative act that contains a
specific definition of remote sensing data. Its §2 lays down that “data” mean signals of
satellite sensors and all products derived from them, notwithstanding the level of

processing and the mode of their storage or presentation.’®

109

It is clear from the US and the European approaches to the definition of data™ " that the

% unlike the US who closely follows the approach of the UN

European legislators,*!
Remote Sensing Principles in this regard,’™* do not make a distinction between primary
remote sensing data and processed data or information. Whether such definitional
differences have any implications on the application of copyright law to data produced

as a result of remote sensing activities these laws regulate is assessed below.

ii. Where has creativity gone?

Before turning to the analysis of the copyrightability of primary remote sensing data it is
worth repeating some of their features discussed earlier that are decisive in answering
the question regarding the applicability of copyright protection to them. Firstly, primary
remote sensing data are generated by an automated process: special sensors built into

satellites capture certain information about the Earth and send it to the receiving

<http://earth.esa.int/applications/data_util/SARDOCS/spaceborne/Radar_Applications/SAR_Product_Seri
es> (last accessed 01.02.2011).

106 Supra note 29.

Satellitendatensicherheitsgesetz, September 23, 2007 BGBI. | S. 2590 [German Law on the
Security of Satellite Data].

108 Author’s own translation.

Spatial data, to be more specific, but remember that there is no definition of remote sensing
data on the European level.

1o Meaning both the EU and the Member States.

As discussed in Chapter 1.

107

109

111

46



stations on the ground by means of telemetry — a mechanism that enables wireless data
transfer. Secondly, remote sensing data are a reflection of the reality: satellites cannot
think up anything, but only record the reflection of the signals they send to the Earth
surface. Thirdly, without any processing, primary remote sensing data are not

comprehensible for the human mind.

As was mentioned earlier, the WIPO Copyright Treaty'? explicitly excludes data from
the scope of the copyright protection. The definitional distinction that both the US
Remote Sensing Policy Act and the UN Remote Sensing Principles make between the
primary and other types of remote sensing data may be interpreted as an implicit

113 s the

recognition of the obligation not to protect data under copyright rules.
omission to do so on the part of the European legislators an indication of disregard for
this duty? If not, how should, for instance, the German law provision laying down that
concept of “data” includes any data regardless of the level of their processing be
interpreted for the purpose of the copyright protection?'** A possible answer to this is
the rule of §3(3) of the German Satellite Data Security Law: it contains a renvoi to other
laws potentially applicable to remote sensing data and states that their enforcement
should not be affected by its provisions. Following this rule, copyright protection for
primary remote sensing data should be denied, as §2(2) of the German Copyright Law is
applicable in this case™ and defines a copyrighted work as “author’s personal

intellectual creation.”*®

Therefore, although taking different ways, both jurisdictions
have adopted the rules application of which results in denial of copyright protection to

primary remote sensing data.

12 It is referred to here for the same reason as the Berne Convention: both the USA and European

Community (in its own capacity) are parties to it.

13 Enshrined as a principle already in the Berne Convention, supra note 17.

The example of Germany is taken because there is no relevant harmonisation rules on the EU
level, and the German legislation regarding remote sensing activities in general and access to remote
sensing data and information in particular is one of the most detailed in Europe.

1 Supra note 80.

Author’s own translation.
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Analysed information™’ most certainly falls under the copyright protection, as it results
from human and computerised analysis of the primary data.® The reasons for its
eligibility for protection support the argument against copyrightability of primary
remote sensing data, as they, due to the methods of their generation, inevitably lack the
characteristics of analysed information. Firstly, production of analysed information
requires knowledge of a number of different fields (like various sciences, programming,
etc.), and its application to the production of information analysis may be interpreted as
sufficiently creative activity, results of which should be covered by copyright protection.
Secondly, this production is not an automated process, particularly with regard to highly
processed data or sophisticated information products: the person in charge has to use
the knowledge to produce the desired results.'® Thirdly, the definition of a
copyrightable work*® includes maps® and images and thereby also analysed

information generated through human creativity from primary remote sensing data.’?

w Terminology of the Remote Sensing Principles, supra note 12. Most of the national regulations

do not use this wording.

8 For a reference as to what may be covered under processed data and analysed information see §
4204(4) Land Remote Sensing Commercialization Act of 1984, 15 U.S.C. 4201 et seq. (1984). (15 U.S.C.
repealed by Land Remote Sensing Policy Act, supra note 58): “conclusions, manipulations, or calculations
derived from [unenhanced remote sensing] signals or film products or combination of the signals or film
products with other data or information.” Cf. Remote Sensing Principle | (c)(d) that bring forward the
criterion of usability for processed data and the requirement of interpretation of remote sensing data
with “inputs of data and knowledge from other sources” to reach the status of analysed information,
supra note 12.

91t must be noted that according to some remote sensing analysts the production of some “highly
processed data and sophisticated products” often does not involve human intervention, as it usually
occurs while developing the tools that enable processing of data for particular applications (opinion of Dr.
Bob Ryerson, president of KIM Geomatics Corporation. On file with the author).

120 As discussed above: the definitions of the Berne Convention, supra note 17, the US Copyright
Act, supra note 80, and the European approach examples.

21 gee Stadtplanwerk BGHZ (German Federal Court of Justice) [1998] NJW 1998, S. 3352 stating that the
threshold of creativity for maps should not be set too high, even for single-sheet (einzelnes Kartenblatt)
maps. The judgement was reconfirmed in another decision of the Court — Karten-Grundsubstanz BGHZ
(German Federal Court of Justice) [2005] GRUR 2005, S. 854.

122 West, J.R. supra note 105, referring to the United States’ submission at the UN COPUQS stating
that enhanced data being the product of the analyser should be considered his property. See UN COPUQS,
“Report of the Scientific and Technical Sub-Committee on the Work of its 15" Session” (1978) U.N. Doc.
A/AC.105/216 at 8.
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Processed data may be seen as a transition phase from “no-protection” by copyright of

123 1t is

primary remote sensing data and “yes-protection” of analysed information.
probably the most difficult category to assess for the purpose of application of copyright
protection, because a lot will depend on the extent to which the processing is already
done, as well as on whether processed data have value in themselves, which in the long
run is closely linked to the particular user of such data. It seems quite clear though that
the initial processing, that is mandatory or auxiliary in the sense that it enables further

processing and analysis of the data, should be considered as not fulfilling the creativity

criterion of copyright protection.

Another important issue is whether databases that contain remote sensing data and
information can be protected by copyright. Its significance is logical, since nowadays
most of the remote sensing data, being received from the satellites in the digital form,
are from that very moment stored in huge electronic databases. In accordance with the
principles of copyright protection databases that contain both primary and processed
remote sensing data, as well as geographic information will only be eligible for
protection if they fulfil the slightly higher copyrightability criterion of “originality-as-

d."?* The latter is actually the case

creativity”. If not, the protection cannot be grante
with a lot of spatial data databases, including those arranging remote sensing data: they
are being set up following more utilitarian rather than creative principles.'*> Moreover,
even if copyright protection covers a certain database that contains remote sensing
data, this protection does not cover the data themselves, as it is outside the scope of

copyright protection, as was highlighted above.

123 See the relevant discussion in Chapter 1.

Cf. the opposite view in Salin, P.A. “Proprietary Aspects of Commercial Remote-Sensing Imagery”
(1992) 13 Nw. J. Int'l L. & Bus. 349, note 45 referring to Faugérolas, L. L'Acces Internacional a des Banques
de Donnees (1989) and arguing that as soon as primary remote sensing data is archived the copyright
protection should be automatically granted.

125 Some of the key features of a geographic information database are expandability,
comprehensibility and shareability. See Guo, S. & Guan, Y. “Data Standardisation for the Chiense
resources and Environment Remote Sensing Database” Proceedings of Geoscience and Remote Sensing
Symposium vol. 7 (IEEE International, 2004) 4428-4431.
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Some authors, who agree with the inapplicability of copyright protection to primary
remote sensing data, consider this as negative and an impediment to the development
of the industry, since data-generating companies are forced to engage in value-adding
activities in order not to lose control over their own data.’”® In order to improve the
position of data generators it is suggested, despite the nature of primary remote sensing
data, to nevertheless apply copyright protection to them. Another opinion of why
primary remote sensing data should be protected by copyright rests on the belief that
the requirement of the creative effort is fulfilled when the relevant computer
programmes, that are used to operate and task satellites and generate the data, are

27 From the legal perspective both approaches are wrong, as they are

written.
incompatible with the traditional interpretation of the scope and criteria of copyright
protection. Creation of computer programmes has nothing to do with the rights in
products they are used to generate, as the two form different objects of protection, for
the purpose of copyright or any other intellectual property rights. Computer
programmes, if they fulfil the creativity criterion, without doubt represent protected
subject-matter, but this creativity cannot substitute the lack of such in the process of
generating remote sensing data with the help of using these computer programmes. By
analogy, it would mean that if one makes a photocopy of a painting, this photocopy will
be subject to copyright protection, since the painting itself is a product of creativity.

Such an interpretation of the application of the creativity criterion is not compatible

with the purpose and system of copyright protection regime.

Non-availability of copyright protection for primary remote sensing data alone cannot
serve as a good enough reason to justify an artificial stretching of the traditional

copyright protection, particularly since it will not necessarily have a positive effect on

126 E.g. Salin, P. A,, supra note 124, referring to the practices set up by the SPOT IMAGE, and to

Keesey, L. “Value-Added Firms Eye Geographic Sector Growth” Space News (December 3-9, 1990) at 8.
It is interesting to note here that even though Salin emphasises the weak point of inability of remote
sensing data to qualify for copyright protection, but nevertheless argues in favour unnatural stretch of the
scope of copyright protection to include them in its scope.
127 . . . . .

Raised in particular by people with no legal education.
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the development of remote sensing activities.*?® Non-availability of copyright protection
for primary remote sensing data gives a chance to companies, who would never be able
to launch their own satellites, but have the capabilities and the knowledgeable
personnel to produce value-added geographic information products, as for example in

the weather forecast services sphere.129

On the contrary, such situation enables them to
enter the market of geographic information products and services, leads to their
increased variety, and feeds competition, ultimately contributing to the development of
remote sensing activities. Taking into account the trend of vertical integration of remote

sensing market,'*

this status quo cannot be seen as negative. From the legal
perspective, the process of extending and modifying copyright protection cannot be
brought to the stage where it starts protecting the content of works, because this will
change the very foundational principle of copyright protection of the original expression
only. Since the protection of the actual content of remote sensing data is of the utmost

importance for their generators — and usually this is the case — other forms of protection

should be developed or adopted instead.

The analysis undertaken shows that primary remote sensing data fail to meet the
creativity criterion set forth by the copyright legislation of both the US and the EU.
Nevertheless, inapplicability of copyright protection regime does not signify that there
are no other ways to protect them. Other regimes that are potentially applicable to this

type of data include the European sui generis database protection, as well as existing

128 See the discussion regarding the disparities in the development of the European and the US

markets of remote sensing data, as well as the figures that reflect it in Loenen van, B. & Zevenbergen, J.
“Assessing Geographic Information Enhancement” (2010) 5 Int. J of Spatial Data Infrastructures at 245.

129 See the comparison of the development of the market of meteorological data infra, at 122-123.
See e.g. forecasts made by Galant, S. “Can EO-based Businesses Expand Profitably in Europe?”
(Paper presented at the European Association of Remote Sensing Companies workshop, April
2008).0nline: <http://www.eomag.eu/file_download/1/Paper+EARSC+Galant+07+04+08.pdf>; “Business
in Earth Observation” Report (May 2008). Online:
<http://www.google.com/url?sa=t&source=web&cd=1&ved=0CBYQFjAA&url=http%3A%2F%2Fwww.ears
c.eu%2Ffile_download%2F43%2FBusiness%2Bin%2BEarth%2BObservation%2BeoVOX080508.pdf&ei=2AV
rTI_gFIL68AbGYPCKBQ&usg=AFQjCNFQPkgCV6Tt8e7D7Mr6GoYDjPIt7g> (last accessed 01.02.2011); Keith,
A. & Bochinger, S. “The New Earth Observation Market: Expansion & Private Sector Development”
Satellite Finance 111 (March 13, 2008) at 31-34.
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information licensing practices. Their suitability for remote sensing data is assessed in

the following sections.

2. Practical irrelevance of protection of unoriginal databases for
remote sensing data

It is not always clear whether unoriginal databases, like yellow pages or other types of
listings, can or should be considered as works under the Berne Convention and be
protected by copyright. Apart from the fact that they are made for strictly utilitarian
purposes, they are often a by-product of the main activity of a database maker. This also
concerns databases that contain geographic data, including remote sensing data and

information.™**

The inability to grant copyright protection to such databases leaves the
legislators with the choice between two basic options. The first is to give database
makers more protection132 that in theory should reduce free-riding and piracy and
thereby provide them with more incentives to produce databases in the future. The
second is to agree on less protection,™? in particular in the form of strong proprietary-
like regime that will prevent unnecessary restrictions on use of pre-existing ideas and

134

factual information,” and to open up more data that eventually will enable more

actors to enter the database market.

The size of the information flow by itself, as well as the amount of information that is
used today for various purposes, make the increased production of databases a logical
market development. Databases are equally or even more so important for the

development of science.”®> Collection of data that can be used to conduct research

B Onsrud, H.J. & Lopez, X. “Intellectual Property Rights”, supra note 67.

E.g. in the form of extended licensing rights.

Through may be compulsory licensing with conditions laid down in special regulations.
Pluijmers, Y. & Onsrud, H.J. “Commercial Sector Perspectives Regarding Legal Methods for
Protecting Spatial Datasets” (1997) Proceedings of GIS/LIS at 402-404.

13 “Preserving Scientific Data on Our Physical Universe: A New Strategy for Archiving the Nation's
Scientific Information Resources” Steering Committee for the Study on the Long-term Retention of
Selected Scientific and Technical Records of the Federal Government, Commission on Physical Sciences,
Mathematics, and Applications & National Research Council (1995) at 16. Online:
<http://books.nap.edu/openbook/030905186X/html/index.html> (last accessed 01.02.2011).
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about the earth and for which remote sensing data are extensively used, is the first step
in the creation of new knowledge. For this purpose, the initially compiled databases of
geographic data and information are being continually updated and refined, and the
data they contain are processed and interpreted to create new data sets, information
and ultimately knowledge. Pretty much all remote sensing data received by the ground
stations from the satellites are stored in electronic databases from the very moment of
their reception. Sometimes, like in the case of the US Landsat programme, archiving is
stipulated by national legislation.™*® After their initial processing, data still remain stored
in the databases. Despite all the work done to collect, arrange and make data and
information accessible, as well as taking into consideration high demand for their
contents, a lot of such databases remain compilations of factual information,**’
arrangement of which aims at easy utilisation by the customer rather than creativity.
The databases that clearly are not works — not intellectual creations — in the sense of the
Berne Convention are as a result protected by other means, like contracts, licensing

schemes, trade secrets, etc.

A property-like protection option is so far only adopted by the EU within the framework
of the Database Directive that created a unique two-tier protection of databases: by
virtue of traditional copyright as intellectual creations on the one hand, and through
creation of a sui generis*® database right to prevent unauthorized extraction or

139 This section introduces this

reutilisation of the content of a database on the other.
right and assesses what impact its existence within only one particular jurisdiction or

region can have on the development of the database market. Since the issues of

136 Sec. 5652 US Remote Sensing Space Policy Act Pub. L. of 1992 H.R.6133.

E.g. law databases like Westlaw, Quicklaw, yellow pages, geographic information systems, etc.
Sui generis, translated from Latin, means of its own kind or class. See Black’s Law Dictionary, g
ed. (St. Paul: West Group, 2009) 1434.

139 Sui generis protection is granted irrespective of its eligibility for copyright protection, and is
without prejudice to the rights regarding the content of the database, as the ECJ stressed in its Judgement
in ECJ, British Horseracing Board Ltd and others v. William Hill Organisation Ltd, C-203/02 [2004] OJ C 6
(08.01.2005), para. 4 [BHB Casel].
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copyright in general were discussed above, attention will be turned to the protection of

unoriginal databases by virtue of the sui generis right.'*°

a. Obscurity of the criteria for protection of unoriginal

databases

A database protected by the sui generis database right does not necessarily have to
differ from those that fulfil the criterion of creativity and are thereby protected by virtue
of copyright. According to Recital 17 of the Database Directive Preamble a “database”
includes “literary, artistic, musical or other collections of works or collections of other
material such as texts, sound, images, numbers, facts, and data” that are “arranged in a
systematic or methodical way and individually accessible by electronic or other
means.”*** The requirement of the individual accessibility was separately addressed by
the European Court of Justice (ECJ) in its case law. The ECJ’'s comments explained that
the single bits of data or information have to be “separable from one another without
the value of their contents being affected, including a method or system of some sort

»n 142

for the retrieval of each of its constituent materials. These criteria have to be

fulfilled also by all copyrightable databases.

Unlike the copyright requirement of creativity, the sui generis protection brings forward
the criterion of “substantial investment”, this being the most crucial difference between
the focus and rationale of the two regimes. The databases protected by the sui generis
database right should constitute “a collection of independent works, data or other

materials making which required substantial investment in terms of the skills, energy

140 A more extensive overview of the protection and its implications can be found in my Master’s

thesis: Doldirina, C. European Protection of Unoriginal Databases (Master’s Thesis, Bremen University,
2005) [unpublished].

1 Article 1(2) Database Directive, supra note 13.

The latter part of the definition was additionally explained by the ECJ in its decision in Case C-
444/02 Fixtures Marketing Ltd v Organismos prognostikon agonon podosfairou AE, 09.11.2004, OJ C 6,
08.01.2005, para. 32 [Fixtures Marketing Case].
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and money,”'*® demonstrated either qualitatively or quantitatively."* The Database

Directive gives little guidance regarding the extent of the substantiality of the

h »145
’

investment, except that it must be “substantial enoug as well as that it must be an

146 The latter

investment in the creation of the database as such, and not of its contents.
restriction in the interpretation of the Database Directive provisions may be of very high
importance for databases that contain remote sensing data and information, since the
major part of investment is spent to actually generate remote sensing data

147
themselves.

“Substantial enough” explanation of the required investment is not an easy concept to

interpret, which is vividly seen from the practice of the courts of the EU Member

148

States.”™ In Holland, a court found that the cost of collecting and maintaining up-to-

13 Article 7(1) Database Directive, supra note 13. Surprisingly, the Advocate General (AG) stressed

in para. 34 of her Opinion on Case C-302/02 (June 8, 2004). Online: <http://curia.europa.eu/jurisp/cgi-
bin/form.pl?lang=en&newform=newform&Submit=Submit&alljur=alljur&jurcdj=jurcdj&jurtpi=jurtpi&jurtf
p=jurtfp&alldocrec=alldocrec&docj=docj&docor=docor&docop=docop&docav=docav&docsom=docsom&
docinf=docinf&alldocnorec=alldocnorec&docnoj=docnoj&docnoor=docnoor&radtypeord=on&typeord=AL
L&docnodecision=docnodecision&allcommjo=allcommjo&affint=affint&affclose=affclose&numaff=C-
203%2F02&ddatefs=&mdatefs=&ydatefs=&ddatefe=&mdatefe=&ydatefe=&nomusuel=&domaine=&mots
=&resmax=100>(last accessed 01.02.2011), that the main goal of the Directive is the protection of the
product, i.e. database, while at the same time indirectly protects the expenditure incurred in the process,
in other words, the investment (with the reference to Griitzmacher, M. Urheber-, Leistungs- und Sui-
generis-Schutz von Datenbanken: Eine Untersuching des Europaeischen, Deutschen und Britischen Rechts
(Baden-Baden: Nomos Verlag, 1999) at 329) [AG Opinion BHB Case].

14 Recital 40 Database Directive, supra note 13.

Recital 19 Database Directive, ibid.; see also AG Opinion Case C-444/02 (June 8, 2004). Online:
<http://curia.europa.eu/jurisp/cgi-bin/form.pl?lang=en&jurcdj=jurcdj&numaff=C-
444/02&nomusuel=&docnodecision=docnodecision&allcommjo=allcommjo&affint=affint&affclose=affclo
se&alldocrec=alldocrec&docor=docor&docav=docav&docsom=docsom&docinf=docinf&alldocnorec=alldo
cnorec&docnoor=docnoor&docppoag=docppoag&radtypeord=on&newform=newform&docj=docj&docop
=docop&docnoj=docnoj&typeord=ALL&domaine=&mots=&resmax=100&Submit=Rechercher> (last
accessed 01.02.2011), para 49 [AG Opinion Fixtures Marketing Case], with reference to Karnell, G. W.
“The European Sui generis Protection of Databases” (2002) J. Copyright Soc. of the USA 994.

146 Paras 31, 32 BHB Case, supra note 139, with reference to Recital 39 Database Directive; see also
para. 36 BHB Case that explicitly denies inclusion of the costs of creating data into the concept of
substantial investment for the purpose of Article 7 Database Directive. For the reasoning behind the norm
see para. 3 Fixtures Marketing Case, supra note 142, referring to recitals 9, 10, 12 of the Database
Directive, supra note 13.

w The investment includes the costs of developing, building and launching satellites, of
maintaining the ground stations, as well as of operating them while in orbit.

148 See “First Evaluation Report of Directive 96/6/EC on the legal protection of databases” DG
Internal Market and Services Working Paper IP/05/1567 (Brussels, December 12, 2005) para. 4.1.2 and fn.
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date information concerning several thousand real estate properties within a database

149
h.

was substantial enoug In Germany, a website containing information on building

130 unlike the

construction was not proved to have required substantial investment,
weekly German “Top 10” hit chart of music titles.">* According to the assessment by
another German court, the initial investment of around €10 000 in creation of a
database may be sufficient to grant its maker protection under the sui generis database

right.152

The investment of a database maker has to be spent, alternatively, to obtain, verify or

present the data or other content elements independently generated or created by

third parties within the database.’®

Obtaining essentially means gathering data and
information generated by third parties. It may include such activities as classification of
the data and their handling from the moment of the receipt to the inclusion into a

154

database.™ If the substantial investment is spent to generate own data (to be included

d.» The creator of the

into a database), the protection to such a database may be denie
contents of a database may be granted protection only if it is proven that the substantial
investment in obtaining, verification and presentation of these contents “was
independent of the resources used to create those materials.”*>® Accordingly, the sui
generis right cannot be granted to database makers whose databases constitute nothing

but a by-product of their main activities. The ECJ supported this interpretation following

17. Online: <http://ec.europa.eu/internal_market/copyright/docs/databases/evaluation_report_en.pdf>
(last accessed 01.02.2011) [First Evaluation Report].

9 NVM v. De Telegraaf, the District Court of The Hague [2000]. Cited in Hugenholtz, B. “The New
Database Right: Early Case Law from Europe” (Paper at the Annual Conference on International IP Law &
Policy, New York: Fordham University School of Law, 19-20 April 2001). Online:
<http://www.ivir.nl/publications/hugenholtz/fordham2001.html#noot36> (last accessed 01.02.2011).
150 Baumarkt.de OLG Diisseldorf (Court of Appeal of Diisseldorf) [1999] MMR 1999, S. 729.
Stadtplanwerk, supra note 150.

Bt Hit Bilanz BGH (German Federal Court of Justice) [2005] GRUR 2005, 857.
Wesentlichkeitsgrenze beim Datenbankschutz OLG Koeln (Court of Appeal of Cologne) [2008]
MIR 01/2009.

153 Article 7 Database Directive, supra note 13.

AG Opinion Fixtures Marketing Case, supra note 145, para. 48.

Para. 4.1.4. “First Evaluation Report”, supra note 148.

Para. 35 ECJ BHB Case, supra note 139.
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the argument of the Advocate General™’ that “the so-called ‘spin-off theory’ cannot

7158

apply.

Such an interpretation of the substantial investment in obtaining data and contents of a
database suggests that the owners or operators of remote sensing satellites and
subsequently of the data these satellites generate will most likely not be considered as
database makers, since their substantial investment is spent to actually generate the
data, and not to gather them from third parties. It is rather the immediate users of
remote sensing data, like distributing or value adding companies, who fulfil the criterion

of the substantial investment in obtaining the contents of a database.™®

In case of not fulfilling the first option of spending the substantial investment for
obtaining the contents of a database, the database maker may still be granted the sui
generis right: the two other activities substantial investment in which may trigger the
protection are verification and presentation. Verification is limited to ensuring the

0

veracity and accuracy of data within'® a database, and includes such activities as

monitoring the contents of a database in respect of completeness and actuality. This
process may involve obtaining of new data, but this is not a requirement.161
Presentation entails external presentation to users and the conceptual format of the

contents’ structure.

Further complications refer to the actual subject-matter of protection by the sui generis

right. Article 7(1) of the Database Directive states that sui generis database right forbids

157 . . . . . .
Despite her overall position in favour of a very broad and encompassing sui generis database

protection: the word “wide” is used seven times in this context, the phrase “not too strict,” twice within
the opinion delivered to the ECJ.

158 Para. 47 AG Opinion BHB Case, supra note 143, emphasis added. See also paras 24, 30 ECJ BHB
Case, supra note 139 and paras 34, 39 Fixtures Marketing Case, supra note 142, that state that the sui
generis right should promote the systems to store and process existing information, and not the creation
of materials that can be combined in a database. National courts of the EU Member States follow this
interpretation: according to a Dutch court a database containing newspaper headlines, due to their by-
product of newspaper publishing nature could not be protected by sui generis database right. See
Hugenholtz, B. “The New Database Right”, supra note 149.

159 Which makes the support of satellite owners for such a regulation (or approach) quite ridiculous.
AG Opinion BHB Case, supra note 143, para. 51.

Ibid., para 52.
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any database user to extract and/or re-utilise “the whole ... or a substantial part ... of
the contents” of a protected database. The wording is not exactly clear with the regard
to what the term “content” means. As some of the sources that deal with the
interpretation of the Database Directive suggest, content of a database that is protected
from extraction or re-utilisation is “information in the widest sense of that term,”162
although at the same time it has been argued that the Database Directive does not

protect information as such.'®®

Due to the ambiguities in the interpretation of the
Database Directive by the Advocate General, the actual object of the sui generis right’s
protection becomes even more difficult, as the definition of the database contents is
given through the concept of “data” which is in its turn defined through “informative

content”.'®*

With these observations in mind, it is now time to assess in greater detail the
applicability of the Database Directive’s provisions to the databases containing remote
sensing data or information, and to find out whether they fulfil the criteria of granting

the sui generis right to their makers.

b. Problems of application to remote sensing data

Databases are the best means to manage and make easily accessible huge bulks of data
that are currently being generated by remote sensing satellites across the globe.*®
These databases are constructed in a way that meets the purpose of efficient retrieval
and access of data. As the analysis in the section of applicability of copyright protection

to remote sensing databases has shown, very often they do not fulfil the criterion of

162 Explanatory Memorandum, in Hugenholtz, B. “The New Database Right”, supra note 149.

AG Opinion BHB Case, para 34, supra note 143.

For the discussion regarding metadata and the scope of database protection, both by virtue of
copyright and of the sui generis database right see Fuchs, T. “Die Gemeinfreiheit von amtlichen
Datenbanken” (2008) 1UFITA 1.

165 See e.g. the analysis of suitable databases for remote sensing data in Dong, S. & Hu Qiaoli
“Building remote sensing database on Grid” in Geoscience and Remote Sensing Symposium Proceedings
(2005) 257.
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creativity and therefore are left outside its scope. The aim of this section is to analyse
whether databases containing primary remote sensing data are eligible for the EU sui
generis database protection. The eligibility of databases containing remote sensing data
for this type of intellectual property protection depends on their fulfiiment of Articles 1
and 7 of the Database Directive’s provisions. This analysis should in essence answer two
guestions: whether they are databases, and whether there is substantial investment in
obtaining, verification and presentation of the data that constitute their content. In
order to accomplish this tasks the verbatim meaning of the relevant provisions of the
Database Directive, as well as their interpretation by the courts of different jurisdictions

are used.

i. Remote sensing data databases

A database containing remote sensing data can be a database in the sense of the
Database Directive for a number of reasons. Firstly, it represents a collection of
independent data that are not necessarily connected with each other content-wise.
Moreover, with the course of time databases were chosen as a means to store remote
sensing data due to the retrieval mechanisms inbuilt in them and they substituted other,
less convenient file-storing systems, which are not as easy to operate and maintain.
Secondly, data constituting contents of a database must be “arranged in a systematic or
methodical way and individually accessible by electronic or other means.”*®® This
condition is met by databases containing remote sensing data and information, since
they have to be searchable in order to extract the data that their users need and have
requested. Moreover, the “searchability” of a database is crucial in order to retrieve
different sets of data that either on their own or in combination with each other can
serve a certain purpose or be used to make an information product with desired content

characteristics. Even in cases where the data are not initially arranged in a systematic or

Recital 17 Preamble and Article 1(2) Database Directive, supra note 13.
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methodical way, but the database provides for a search mechanism®’ through which
such arrangement eventually takes place, the conditions of Article 1 of the Database

Directive are met.*®®

Taking these two main considerations together, the databases containing remote
sensing data should be qualified as such. The issue may be more complicated if
processed remote sensing data are involved, or the geographic information systems
(GIS) or digital maps come into play. Even if from the first sight making of more
complicated databases containing processed material and even information or
knowledge seems to require more investment in both qualitative and quantitative
terms, the question has not received a clear-cut answer. For instance, the Regional
Court of Munich gave two opposite answers as to whether topographic maps or their
selections are databases protected by the sui generis database right. In 2000 it ruled
that a single topographic map was not a database in the sense of §87a German
Copyright law that incorporates the Database Directive, and that the courts should be
free to assess whether a collection of them would be qualified as one.*®® And in 2005 it
said every map (page) of the topographic maps of the Free State Bavaria was a database

eligible for protection.'”

ii. Are investments made to do the right things?

In order to qualify for the sui generis database protection the databases containing
remote sensing data and information should fulfil the second criterion: be made by
virtue of qualitative or quantitative substantial investment. This assessment is more

complicated due to the characteristics of the provisions of the Database Directive that

167 In the original “Abfragesystem”, which can be also translated as “query system” or “retrieval

system”.
168 Wesentlichkeitsgrenze beim Datenbankschutz, supra note 152, with reference to Directive
96/9/EG Preambile recital 21. It should be noted that such mechanism should not be a simple numbering
of the elements of a collection.

169 Topographische Karten | Landgericht Miinchen (District Court Munich)[2005] GRUR 2006, 225.

170 Ibid.
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were highlighted in the previous section, such as their vague and broad wording that

leaves room for quite different interpretations.

In order for a database of remote sensing data to qualify for the sui generis database
protection, the substantial investment has to be made to obtain, verify or present its
contents. According to the Wetterdatenbanken case of the Cologne court mentioned
above, the substantiality criterion should be interpreted taking into account the broad
definition of the database, as to exclude only very insignificant and objectively minimal

172 that deals with the issue

expenditures.’* Despite the extensive amount of literature
of remote sensing data and the means of their storage, dissemination and utilisation,
the majority of authors, unfortunately, do not provide any information with regard to
the costs of setting up and managing databases containing remote sensing data.
Instead, their economic analysis of remote sensing data availability focuses either on the
benefits for the development of the secondary market of remote sensing data and

information, or on its economic impact on the industries where such data and

information products are used.

For the correct assessment of the eligibility of a database that contains remote sensing
data for the sui generis database protection, the investment made to generate the data
has to be separated from the investment spent to set up the database. This issue is
linked to the spin-off doctrine that was rejected by the ECJ, as illustrated in the previous

173

section. It is indisputable that generation of remote sensing data is expensive:™"" the

m The logic behind such an interpretation is that small databases should not be excluded from the

protection by the sui generis database right. Whether such a standpoint will become the rule of
interpretation for the concept of ,,substantial investment” is not clear though.

172 See e.g. Harris, J. “New Technologies and Data Integration” (2000) 16 Space Policy 77-78; Harris,
R. & Olby, N. “Pricing Policy and Legal Issues: 6" and 7" EOPOLE Workshops” (2000) 16 Space Policy 287;
Harris, R. & Olby, N. “Earth Observation Data Archiving in the USA and Europe” (2001) 17 Space Policy 35;
Tateishi, R. & Hastings, D. “For a Better Direction of the Development of Global Environmental Databases”
in Frutsch, D. Englich, M & Sester, M. eds., GIS — Between Visions and Applications IAPRS vol. 32, part 4
(Stuttgart: ISPRS, 1998); Zell, E. et al. “Application of Satellite Sensor Data and Models for Energy
Management” (2008) 1:1 IEEE J. Selected Topics in Applied Earth Observations and Remote Sensing 5.

173 As a part of overall remote sensing activities that include production of the satellite, its launch
and operation, as well as management and maintenance of the ground facilities that are utilised to task
the satellites, receive and store generated data.
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cost of producing and launching a remote sensing satellite alone can amount to tens of

175 Even the use of

millions of dollars’’* and exceed hundreds of millions of dollars.
micro- or mini-satellites, production of which can be as low as US$3 million,’”® by far
exceeds the expenditures that the European courts find substantial enough for a
database to qualify for the sui generis protection.’’” Nevertheless, strict adherence to
the provisions of the Database Directive and their interpretation as per ECJ and the
national courts of the EU Member States will in fact favour those database makers who

acquire remote sensing data from third party sources and then compile them in a

database.

The European remote sensing data generators who also maintain relevant databases in
order to qualify for protection should ensure that the substantial investment is made to
verify or present the data. It is hard to imagine how the generators of remote sensing
data would face the need to verify them in the sense of ensuring their reliability and of
monitoring their accuracy.178 Firstly, the reliability is not necessarily an issue for the
entities who generate remote sensing data, as they are the initial recipients of the data.
Secondly, remote sensing data are always accurate in the sense that they always reflect
the reality, although they might not be of sufficient quality, resolution, or the sensor
used to acquire a particular data-set might not be suitable for a specific application. The
latter is more of a factor to take into account when processing data or making

information products, both of which happen at the stage of value-adding activities, and

174 The first two CBERS satellites cost together with the launch US$150 million. See information

from the Brazilian National Institute for Space Research, online:
<http://www.cbers.inpe.br/en/programas/faq.htm>. The German satellite TerraSAR-X was developed and
launched for the total cost of US$160 million. See “TerraSAR-X — German Radar Satellite Launch Successful
German Aerospace Centre” Press Release (June 15, 2007). Online:
<http://www.dIr.de/en/desktopdefault.aspx/tabid-1/86_read-9475/> (last accessed 01.02.2011).

17> For instance a Venezuelan remote sensing satellite (including launching and ground station
costs) required expenditure of around US$406 million. See Barbosa, R.C. “China Launch Venesat-1 — Debut
bird for Venezuela” NASA Spaceflight (October 29, 2008). Online:
<http://www.nasaspaceflight.com/2008/10/china-launch-venesat> (last accessed 01.02.2011).

176 Sweeting, M. & Fouquet, M. “Earth Observation Using Low Cost Micro/Minisatellites” (1996) 39
Acta Astronautica at 823-826.

7 See examples in the section above.

178 Recital 34 Preamble Database Directive, supra note 13.

62



not the initial incorporation of data into a database. The third qualifying activity —
presentation — is not very well defined in the Database Directive or case-law. Taking into
account, on the one hand, that the threshold of “substantial enough” can be quite low,
and the bulkiness of the databases containing remote sensing data'’® on the other, the
argument against substantiality of investment in the presentation of their contents does

not seem to be strong.

As a result, despite the potential application of sui generis right to databases that
contain remote sensing data, this type of protection is hardly effective enough for a
number of reasons. The key provisions of the Database Directive are vague, which
allows broad interpretation and cause disparities and inconsistencies among decisions
of the national courts regarding the protected subject-matter and the scope of the right,
as has been shown above. Furthermore, some of the producers of database do not even
fully understand what the new right is about.®® In addition, database sui generis
protection does not prove to be truly effective in economic terms. In its assessment of
the Database Directive the Internal Market and Services Directorate General (DG
Market) has not found evidence of its positive impact on the development of the

181 Finally, the “regionality” of this instrument coupled with

database industry in Europe.
the reluctance of other countries, including the US, to adopt similar protection
mechanisms, does not add to its effectiveness as a protection mechanism for the
European databases, data from which can and are used all over the world, as in case

with many databases that contain remote sensing data and information.

179 The essential conclusion from this fact is that if there is so much data, it will inevitably cost a lot

to present it within a database, even if this database is the simplest of all regarding its structure and other
characteristics.

180 See the Terms and Conditions for the Utilisation of Data under the ESA Category-1 Scheme.
V05/03/10 (March 3, 2010) Living Annex, 2, SPOT terms and conditions amendments: the sui generis
protection is addressed as “database copyright” under the Directive on database copyright. Online:
<http://eopi.esa.int/esa/esa?type=file&table=aotarget&cmd=image&id=122> (last accessed 01.02.2011)
[ESA Category-1 Scheme].

181 Moreover, the economic gap with the US industry was not reduced. See “First Evaluation
Report”, supra note 148, at 5, 23, 24.
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3. Foreclosure of remote sensing data through current licensing
practices

The most widely used mechanism to enforce regulations that set up the protection
regimes for intellectual property assets, is a licence that transfers certain rights from the
rightholder to a user. In the sphere of remote sensing activities many governmental
agencies international organisations and private companies develop their own data
policies and licensing conditions applicable to the generation, use and distribution of
remote sensing data. The contracts that usually take the form of a licence are widely
used at two different stages of remote sensing activities — the actual conduct of remote
sensing activities, in particular by private entities,'® including the issues of security,
clearance, confidentiality on the one hand, and protection mechanisms that affect

subsequent dissemination of remote sensing data on the other.'®?

The first type is the public law licence that allows a (private) remote sensing satellite
operator to engage into remote sensing activities. It stipulates, inter alia, the
requirements of data protection (security) and disposal, as well as certain norms
regarding users to whom the acquired data may be licensed. These licences have
nothing to do with the protection of remote sensing data and information as such, but
are issued to secure compliance with the rules framing the remote sensing activity itself.
Since they deal with the actual operation of remote sensing satellites or systems, they

fall outside the scope of the current analysis and are not addressed.

The second type of licences is linked to the distribution of remote sensing data as an
object of intellectual property protection. It is a mechanism that establishes the rights
and obligations with regard to the licensed data. For the time being, most remote
sensing activities are carried out by governments of different states themselves or in
cooperation with the private sector. Therefore, relevant norms regarding the status of

generated and distributed data are contained in the data policies and regulations

182 . . . . . . .
These licences or licensing policies usually address the issues of security, clearance and

confidentiality.
183 Mann, B. “Drafting Legislation to Regulate Commercial Remote Sensing Satellites: a How-To
Guide from Canada” in 49th Colloquium on the Law of Outer Space (2006) 3.
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adopted by the governments or governmental organisations. Some remote sensing
satellites are operated by private entities, or the latter are in charge of the distribution
of remote sensing data acquired by publicly owned satellites. In this case, private law
licensing mechanisms are used. Both such policies and licences are analysed below with
the aim to see how the existing regulations regarding protection of intellectual property
are reflected in the data policies and are transposed into the individual licensing
mechanisms. A few examples of both data policies and licensing schemes used in the US

and Europe are discussed to compare their premises and conditions.

a. Licensing policies of governmental entities

i. Myth of developing the remote sensing data market in Europe

In Europe, without doubt, the European Space Agency (ESA) is the most significant
player in the field of remote sensing activities, both due to the missions it operates, and
to the established cooperative network with the domestic and foreign generators of

18% ESA has adopted several data policies that determine ownership

remote sensing data.
and use of remote sensing data, and lay down the principles of their protection and
distribution. They have to be implemented by the ESA member states within their
respective territories™® to ensure continuity and consistency of the adopted policies in

different jurisdictions.

ESA owns the results of its activities, including the data from the projects it runs.

More specifically, its remote sensing data policies’® lay down that ESA maintains

184 U " . o ers . . .
Basic information on ESA’s remote sensing activities is available online:

<http://earth.esa.int/object/index.cfm?fobjectid=5065> (last accessed 01.02.2011).

185 6.2. Envisat Data Policy (February 19, 1998). Online:
<http://eopi.esa.int/doc/download/envisat_data.pdf> (last accessed 01.02.2011).

186 Article V Convention for the Establishment of a European Space Agency, May 30, 1975 Ref. CSE
CS(73)19, rev. 7. Online <http://www.esa.int/convention> (last accessed 01.02.2011).

187 See e.g. Earth Explorer Data Policy (February 2, 2006). Online:
<http://eopi.esa.int/esa/esa?type=file&ts=1173801698591&table=aotarget&cmd=image&id=1420> (last
accessed 01.02.2011); Envisat Data Policy, supra note 185.
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ownership'® over both primary remote sensing data'®® and information products made
for or by ESA or otherwise, if the contribution from its data is substantial and
recognisable.™®® Ownership of ESA over the data has to be clearly marked.** The rules
regarding ownership determine the characteristic feature of ESA’s and European
licensing schemes that are marked by extensive control over the activities of data
licensees. This is also reaffirmed in the ESA Rules on Information, Data and Intellectual

Prope rty.192

Any licensed data may not be further distributed without a prior agreement with either
ESA or specially designated distributing entities, who retain intellectual property rights

193

in them.”™ Only a sufficient degree of processing resulting in the creation by the

licensee of new products may give the licensee the right to claim the intellectual

19 The term

property rights and rights to freely distribute the created products.
“sufficient” is left for a case-by-case interpretation. As the data owner, ESA is entitled to
protection provided for by copyright, sui generis database right, as well as other forms
of intellectual property rights. Unfortunately, its data policies do not describe how
exactly these mechanisms are applicable to remote sensing data, leaving the law to find

its own way.

Distribution modes of and prices on ESA remote sensing data depend on the category of

data use: research and application development uses in support of mission objectives,

See e.g. 1.5. Envisat Data Policy, ibid.; Earth Explorer Data Policy, p. 1, ibid.

Also called “raw data“ in Annex A to the Envisat Data Policy, ibid.

Annex A divides them into two levels of products: level 1b — “geolocated engineering calibrated
product”, and level 2 — “geolocated geophysical products”. None of the terms is defined.

91 C.1. ESA Category-1 Scheme, supra note 180.

Chapter V “Ownership, Access, Use and Dissemination of Raw and Calibrated Data Resulting
from a Programme or Activity of the Agency” ESA/C/CLV/Rules 5 (Final) (December 19, 2001). Note that
the document is nowhere to find on the internet. Reference to it is available, for instance, in “Venus
Express: A European Venus Orbiter” Science Management Plan (April, 2005). Online:
<http://www.Ipi.usra.edu/vexag/management_plan.pdf> (last accessed 01.02.2011). For the general
overview see Eisermann, K. & Grafe C. “Intellectual Property Rights: a New Regime in ESA Contracts” 118
ESA Bulletin (May 2004). Online:
<http://telecom.esa.int/telecom/media/document/Intellectual_property_rights.pdf> (last accessed
01.02.2011).

193 3.2.5. Envisat Data Policy, supra note 185.

194 Ibid. emphasis added.
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as well as uses within ESA functions and for internal ESA purposes belong to Category-1

1% Distribution of remote sensing data under

Use, and all other uses — to Category-2 Use.
both categories shall be carried out in accordance with the UN Remote Sensing
Principles, which contributes to non-discrimination with regard to different categories of
users but has no implications on the intellectual property issues associated with the use

® is responsible solely for the

of data. ESA, not being a profit-oriented organisation,*
distribution of data under Category-1 Use and provides them at or close to the cost of

. 197
reproduction.®

As a trade-off to the low cost of the remote sensing data and information provided
under Category-1 Use, the distribution of data is always linked to an approved project or
a chosen institution. Furthermore, the users are not allowed to make profit from the
licensed data, or distribute them to third parties. Specific norms that govern activities of
the licensees under the Category-1 Use are contained, for example in Part B of the
Terms and Conditions for the Utilisation of Data under the ESA Category-1 Scheme.'®®
The licensee has the obligation to report to ESA any (potential) violations of rights over
data by third parties within his area of activity.199 If the licensee creates his own works
directly using ESA data, he has to grant ESA a free of charge irrevocable and non-

2% Finally distribution

exclusive license to use them for space research and technology.
through Category -1 Scheme is said to be a lengthy process that sometimes renders data

useless because of the time spent to meet the request.”**

Alongside fostering research and not-for-profit useful activities, ESA’s data policies aim

to create “the conditions for the private sector to invest in new products and

195 Ibid., 2.2. Rules to identify a Category-1 user are provided in Annex C.

196 Ibid., 1.2
7 3.2. Envisat Data Policy, ibid. Details with regard to this for this type of data use are laid down in
ESA Category-1 Scheme, supra note 180.
198 ESA Category-1 Scheme, ibid.
199 Ibid. C.3.
200 Ibid. C.5.
201 . .
Personal interviews.
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7202 55 well as to use remote sensing data and related information products

services,
more extensively.203 This happens through the distribution of remote sensing data to
Category-2 users by special distributing entities.”®® Appointed by ESA, they enjoy
freedom of price-determination for their services and products that they acquire at

marginal cost.?®

The distributing entities are required to guarantee access of value-
adding companies and service providers to the remote sensing data they are in
possession of,%°® but are also granted the right to sell products and services to users

207 Apart from the general rules regarding distribution of ESA remote sensing

directly.
data, ESA data policies contain very little detail on how the activities of the distributing
entities should be set up and run. Since the two current Category-2 Use distributing
entities are SPOT Image and Eurimage,208 the licences they use to conduct their

distribution activities are analysed in the next section of this chapter.

The European trend of privatising publicly generated remote sensing data is alarming
and happens not only on the ESA level, but within EU Member States as well. For
instance, the French SPOT remote sensing satellites are commercially operated by SPOT
Image, which is also the exclusive distributor of remote sensing data from these

. 2
satellites.*®

This means that a state programme — a constellation of remote sensing
satellites — initiated and funded by the French government is, from its inception, run by
a commercial entity under market conditions. Another example is the recently adopted

German Law on the Security of Satellite Data that prescribes, even in cases of

202 ESA Category-1 Scheme, supra note 180.

2.5. Envisat Data Policy, supra note 185.

A little later the difference of this approach from the US data policies will become visible when
the latter are discussed in the next sub-section.

205 According to 3.1. Envisat Data Policy, supra note 185. Note that according to 3.3. Envisat Data
Policy ESA reserves itself the right to set the highest market price for the data.

206 6.6. Envisat Data Policy, ibid. It is not clear who the “value-added operators and service
providers” exactly are.

207 Ibid., 6.5.: “Distributing entities shall ensure the marketing of the Envisat data along with the
access to the associated necessary services: satellite programming, acquisition of data, processing,
archiving, cataloguing and dissemination.”

208 See online: <http://envisat.esa.int/handbooks/aatsr/CNTR1-1.htm> (last accessed 01.02.2011).
See online: <http://www.spot.com/web/SICORP/456-sicorp-about-us.php> (last accessed
01.02.2011).

203
204
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emergency situations. the German government to pay a normal market price for remote
sensing data acquired by German satellites.”’® This is explained by the primary goal of
the law — to foster the development of the commercial remote sensing industry with the

- 211
prospects of world-wide sales.

The trends regarding data distribution policies adopted
and enforced in the US, as well as their comparison with the European approach is

discussed below.

ii. Reality of the remote sensing data market in the US

Remote sensing activities in the US in the first place are carried out by the National

Aeronautics and Space Administration (NASA) responsible for the coordination and

execution of the US civil space programme;?** the National Oceanographic and

Atmospheric Administration (NOAA) that operates some of the US remote sensing

213 and licenses private remote sensing satellite systems,™* and the US

satellites
Geological Survey (USGS) — the central mapping agency in the US and a provider of
scientific information about the Earth.?”® All these agencies, USGS being the lead, are
also involved in the implementation and execution of the Civil Agency Implementation

216

Plan of the US Commercial Remote Sensing Space Policy”™ that lays down the public law

norms regarding licensing of remote sensing activities, the relationship of the US

210 Article 23 German Law on the Security of Satellite Data, supra note 107.

Comments made in the German Federal Government’s draft. Entwurf eines Gesetzes zum Schutz
vor Gefahrdung der Sicherheit der Bundesrepublik Deutschland durch das Verbreiten von hochwertigen
Erdfernerkundungsdaten.Deutscher Bundestag, 16/4763 (March 21, 2007). Online:
<http //dipbt.bundestag.de/dip21/btd/16/047/1604763.pdf> (last accessed 01.02.2011).

Sec. 203 and Title Il in general, of the National Aeronautics and Space Act. Pub. L. of 1958. 72
Stat. 426 as amended.
213 Including weather satellites. See online: <http://www.nesdis.noaa.gov/SatInformation.html>
(last accessed 01.02.2011).
214 See online: <http://www.licensing.noaa.gov/> (last accessed 01.02.2011).
See online: <http://www.usgs.gov/aboutusgs/> (last accessed 01.02.2011).
US, Commercial Remote Sensing Space Policy: Civil Agency Implementation Plan (December 12,
2003) at iv. Online: <http://crssp.usgs.gov/pdfs/CRSSPplan121203.pdf> (last accessed 01.02.2011).
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government and private operators of remote sensing satellites, as well as access to

remote sensing data by foreign entities.”"’

All these bodies are part of the US federal government structure, and therefore acquire
no copyright over the data or information they generate.”*® Moreover, they have an
obligation to place such data and information into the public domain?*® and make them
available at the cost of fulfilling user-request®*® for not-for-profit and commercial uses
equally. Such is the practice with unenhanced data?! from the longest civilian remote

. .. . 222
sensing mission of all times Landsat.

This is the major difference in the treatment of
data and information, including remote sensing data, in comparison to the regime
established by ESA, as well as in a lot of the EU Member States. That is why websites of
the US governmental agencies do not contain information about licences: one does not
need an authorisation to use government-produced or held data and information,
provided the user indicates the ownership of the data when using them. An illustration

is NASA Earth Observatory project, image use policy of which supports the free use, with

the only stipulation to credit the owner of the data or images.?*

Nevertheless, the government agencies are authorised to control the release of the data
and information they produce, which above all means that they are responsible for the
data, access to them and their distribution. Also, if a work is produced under a contract
with a non-governmental actor, a government agency retains rights in all the data that it

licensed to the user, as well as in the data produced under the licence. It also remains in

2 See e.g. Part | of the US Commercial Remote Sensing Policy Fact Sheet (April 15, 2003). Online:

<http://crssp.usgs.gov/pdfs/factsheet.pdf> (last accessed 01.02.2011).

218 § 105 US Copyright Act, supra note 80.

Requirement for remote sensing data is laid down in Sec. 502 (d) Land Remote Sensing Policy
Act, supra note 58.

220 Ibid., Sec. 105(a).

Equals primary.

See online: <http://landsat.gsfc.nasa.gov/> (last accessed 01.02.2011).

See online: <http://earthobservatory.nasa.gov/ImageUse/>. The same works for NASA in
general: on its website it is explicitly stated that the contents of the website (including databases,
publications, imagery etc.) are not copyrighted and do not require a licence for use. See online:
<http://www.nasa.gov/audience/formedia/features/MP_Photo_Guidelines.html> (last accessed
01.02.2011).
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224 such scenario is similar to

the position to authorise their further use and distribution.
the European one, where ESA, notwithstanding whether it gets the title over the new
products under a Category-1 Use data license, retains the right to use them for its own

22
purposes.’”

The framework of the relationship between the US governmental agencies and the
private sector is different from the one established within ESA. First of all, the US
government, being the major purchaser of the remote sensing data, plays a role of the
mediator between the private companies and their business interests and the potential
users of their data and information, who are not able to pay market prices for them.
Initially, the scenario may seem similar to the ESA Category-1 Use regime, except that
ESA is in the first place distributing its own data, whereas the US facilitates access to
privately-generated remote sensing data as well, which contributes to the development
of the secondary market of value-adding activities. The US governmental agencies
conclude contracts with the private generators of remote sensing data that are adapted,
contain “customized product or delivery options, improve buying power,?*® and expand

licensing provisions” in order “to immediately benefit the civil community."227

The milestones of data policies and regulations adopted in Europe and the US show that
the very premises on which they are based differ substantially and pertain to the most
important aspects of data distribution and use, like ownership, the price of data, and
their overall availability. Analysis of the private licensing mechanisms with regard to
distribution and use of remote sensing data is presented in the next section. It
addresses the major issues of ownership and use-rights and serves the purpose of

establishing how different the private practices can be from those of governmental

224 See the general data rights provisions in the US Federal Acquisition Regulations (FAR 52.227-14).

See previous sub-section.

Operators of private remote sensing satellite systems may be required (within the granted
licence) to make available unenhanced data from their satellites to US government and its affiliated users
at reduced prices, Sec 202 (b)(3) Land Remote Sensing Policy Act, supra note 58. The conditions of the
data provision are laid down in Sec. 501(b).

227 Commercial Remote Sensing Space Policy: Civil Agency Implementation Plan, supra note 216.
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policies, as well as how they can go against the very essence of the protection

mechanism they utilise.

b. Flaws of private data licences

All private companies that generate or distribute remote sensing data set up their
relationships with the users through licensing agreements that have to be accepted by
the licensees in order to get a set of remote sensing data or any other information
product. Licensing practices of three companies are discussed in this section: French
SPOT Image,228 us GeoEye229 and Italian/German Eurimage.230 The first two operate
their own satellites, the US GeoEye being one of the few purely private entities to
operate remote sensing satellites and to distribute generated data. Eurimage distributes
data and information products generated by other entities and together with SPOT

Image is the official distributing entity of the data for ESA Category-2 Use.

The analysis of their end-user licensing agreements shows that despite the differences

in wording and terms they are similar, especially when it comes to the most important

228 SPOT General Supply Conditions of Satellite Imagery Products (January, 2008). Online:

<http://www.spotimage.fr/automne_modules_files/standard/public/p1547_12d17ab018286bc20294ba4
d7a904989supply_conditions_2008.pdf> [SPOT General Supply Conditions]; SPOT general EULA,
University Standard Licence (January, 2008). Online:
<http://www.spotimage.fr/automne_modules_files/standard/public/p1427_7bdcbcd6a452342c0811995
0f12b0f96University_EULA.pdf>; Non-Exclusive License to Use SPOTmaps Products Between SPOT Image
Corporation and the End-User (January, 2008). Online:
<http://www.spotimage.fr/automne_modules_files/standard/public/p1427_0elfféb2ecdfea6195bb6011
cd3ec4cdeula__SPOTMaps.pdf>; Non-Exclusive License to Use SPOT Satellite Products Between SPOT
Image Corporation and the End-User (January, 2008). Online:
<http://www.spotimage.fr/automne_modules_files/standard/public/p1427_9d709b1bd850b040110d9d6
6db425dd2multi-eulaSpot_010108.pdf>. [SPOT Standard Licence] (last accessed 01.02.2011).

229 GeoEye Data Single or Multiple Organization Licence. Online:
<http://www.americaview.org/docs/GeoEye_SingleOrganization_license.txt> (last accessed 01.02.2011)
[GeoEye Licence]. Note that no licences are available from the Geoeye website a online
<Www.geoeye.com>.

230 Eurimage Standard Terms and Conditions of Licence (March, 2009).0Online:
<http://www.eurimage.com/products/docs/standard_terms.pdf> [Eurimage Licence]; Addendum to the
Eurimage Standard Terms and Conditions of Licence “Eurimage End Use Terms and Conditions of License
for Quickbird and WorldView-1 Products” (March, 2009). Online:
<http://www.eurimage.com/products/docs/Addendum_QB_WV-1.pdf> (last accessed 01.02.2011).
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licensing clauses, such as permitted uses of the licensed products, the ownership and
intellectual property clauses. Other provisions, in particular regarding categorisation and
status of the derivative products made by the licensee, vary from one licence to the
other and cause confusion as to the proper interpretation of the terms used. The
assessment of the licensing conditions from the perspective of copyright protection,
which all three companies claim is applicable to their data, shows that they are not
always compatible with the spirit and traditional interpretation of its scope. The danger
of locking-up the data and of their underuse that may result from such
misinterpretation reinforces the argument that remote sensing data and information
have to be shared more extensively and on principles different from those underlying
the licensing mechanisms of the private companies. The main clauses that are analysed
in this section pertain to the ownership, categorisation of data, modes of their
protection and the permitted uses of the licensed material. The key findings are

summarised in the comparative table in the end of this section.

i. Core licensing clauses tie up the data-user

The licences stress that the licensors retain the ownership over licensed remote sensing
data or information products. All remote sensing data and information distributed by
SPOT Image are owned by the French space agency Centre National d'Etudes Spatiales
(CNES).>*! GeoEye is the owner of the data it distributes, whereas Eurimage, not
operating any satellites of its own, shares the ownership over the distributed remote

232

sensing data and information with satellite or ground station operators.”* As a result,

solely the non-transferable, non-exclusive limited rights to use the remote sensing data

233

or information are granted to the licensee.”” Such scheme resembles clauses of non-

exclusive licences that retain certain rights with the owner of an intellectual property

21 Centre National d’Etudes Spatiales. The ownership clause is contained in Article 3 SPOT Image

Standard Licence, supra note 228.

232 2.4. Eurimage Standard Licence, supra note 230.

2.1. SPOT General Supply Conditions, supra note 228; 2.1. Eurimage Licence, supra note 230; 4
GeokEye Licence, supra note 229.

233
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asset, and in itself is compatible with the relevant provisions of copyright protection

regime.

What goes against the traditional interpretation of copyright rules is that each of the
licences analysed, in addition to determining that the licensor remains the owner of the
intellectual property rights vested in the remote sensing data and information, states
that licensor also remains the owner of the copies of the products physically transferred

to the licensee.?*

GeoEye licence goes on to explicitly specify that an end user license
agreement is “NOT an agreement for sale.” Such clause goes against two of the main
aspects of copyright protection regime. Firstly, copyright law never associates rights in a

25 Some

protected work with the ownership of the actual physical copies of it.
of national laws, like in the US, expressly state that these two concepts — rights in a work
and rights in the copy of the work — are distinct from each other.?® Inserting licensing
clauses that go against this fundamental principle of copyright protection that reflects
its essence and one of the main characteristics, is against the spirit of the copyright law,
and in such cases reference to the protection by virtue of copyright may not have a
legitimate ground. Secondly, transfer of data under a licence is a form of enforcing the
distribution right that is one of the recognised rights of authors. The WIPO Copyright
Treaty explicitly states that such use of copyrighted works only occurs through sale or

27 If the licensors claim copyright protection over the

other transfer of ownership.
material they license they may not alter the essence and the pattern of use of the rights

as laid down in the relevant legal rules if they wish to remain under their protection.

234 SPOT General Supply Conditions, supra note 228: “No CLIENT shall be able to claim an exclusive

right of use on the PRODUCT”; part 2.1 “License to Use” of the Eurimage Licence, supra note 230; para. 3
GeoEye Licence, supra note 229.

23 § 17 German Copyright Law, supra note 80, that authorises further distribution of the copies of
works that were legitimately authorised for distribution without additional consent of the rightholder.

236 § 202 (Ownership of copyright as distinct from ownership of material object) of the US Copyright
Act, supra note 80.

237 Article 6(1), emphasis added, supra note 18. In the EU the ECJ had a chance to interpret the
distribution right under the Information Society Directive and confirmed transfer of ownership as its
constitutive element. See Peek & Cloppenburg v Cassina C-456/06 [2008] OJ C 142/7 (07.06.2008).
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The uncertainty as to whether remote sensing data can be effectively protected by
virtue of the copyright regime is manifested in the attempt of the companies to
safeguard the licensed data otherwise. For instance, under SPOT Image and Eurimage
licences the data or products constitute trade secrets, and the licensee agrees to protect

238
h.

their status as suc Both European companies emphasise that the sui generis

database protection is also applicable to the materials made available through their

licences.?*

Whether and to what extent these regimes are applicable to the licensed
data should ideally be assessed on the case-by-case basis, which of course does not
happen in practice. Apart from the ownership and protection regime clauses, another
important feature — absence of differentiation between primary remote sensing data
and analysed information — may negatively impact application of the protection regimes

to remote sensing data and information that public laws and regulations establish.

The licences of all three companies do not make differentiation among the types of
remote sensing data as per UN Remote Sensing Principles despite that some
countries®*® recognised them within their national regulations. SPOT Image uses the
term “product”, Eurimage operates with the two-headed “Satellite Data/Product”, and
GeoEye calls all its materials (including both unprocessed data and imagery information
products) “data”. In practice this means, for instance, that both primary remote sensing
data and analysed information are protected by copyright, which according to analysis
of applicability of copyright protection to them is wrong. This claim, together with the
stipulation that the licensee unconditionally agrees with the terms of the licence, leads
to the recognition by the licensee of something that the law does not accept or even,
quite to the contrary, forbids. Therefore, enforceability of such a licence becomes

guestionable, at least if copyright remedies are being invoked.

238 2.2. SPOT General Supply Conditions, supra note 228; 2.4. Eurimage licence, supra note 230.

The situation mirrors practice of ESA to mention all mechanisms that theoretically protect
information as applicable to remote sensing data. See previous section.
240 Like the US whose legal norms should in theory govern the licences of GeoEye.
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“Permitted uses” that are contained in all the licences in the form of a closed list of
actions the licensee is allowed to perform with regard to the licensed remote sensing
data or information products represent another clause that is potentially incompatible
with the copyright or other data and information protection regimes. In general, most of
the uses are limited to the licensee’s internal purposes.241 This is, for instance, true for

the installation and copying of the licensed products on different computers of the

2 243

licensee,** as well as for the use of imagery contained in the licensed products.

4

Licences permit production and distribution®** of derivative works, although the

terminology used in different licences does not coincide. SPOT Image uses two terms:
“Derivative Works” and “Value Added Products” (VAP), the difference being that the
latter, despite significant modifications, actually contain the imagery from the licensed

data or information, whereas the former are “irreversible and uncoupled from the

245
d.

source imagery data” of the products license GeoEye deploys only one term

“Derived Works” that includes both “Derivative Works” and “VAP” of SPOT Image.246

n247

Eurimage operates with the term “Enhanced Products and is closer to the definition

of the SPOT Image “VAP” rather than the “Derivative Work” (in that it recognises the

right of the licensee to distribute without restrictions enhanced products that do not

248

contain licensed imagery).”” The content of the terms used differs too. For instance,

241 4(b)(d) GeoEye License, supra note 229; 2.1(c)(e) SPOT General Supply Conditions, supra note

228; 2.1. Eurimage Licence, supra note 230.

242 4(b) GeoEye License, ibid.; 2.1 (a)(b)(c) SPOT Standard Licence, supra note 228; 1. “Definitions”,
“Use” (a)(b)(d) Eurimage Licence, ibid.

23 4(d) GeoEye License, ibid.; 2.1(g)(h) SPOT Standard Licence, ibid.; 1. “Definitions”, “Use” (c)
Eurimage Licence, ibid.

244 Limitations apply depending on how processed the licensed data in the derivative product is.
Article 1 SPOT Standard Licence, supra note 228.

4(e) GeoEye Licence, supra note.

1. “Definitions” of the Eurimage Licence, supra note 230, that also provides for alternative
names “Derived Products” and “Value Added Products”.

28 Any products developed by the User based on the original data contained in the SD/P such as a
revision, modification, alteration, development, enhancement, translation, abridgment, condensation,
expansion or any other form in which such pre-existing data may be recast, enhanced, transformed or
adapted, whether or not by combining or incorporating in such data additional technology, imagery or
image processing sufficient to give such data products benefits or features not available in the original
data and regardless of whether the value or utility of the data is increased. But see 2.2. Eurimage Licence,
supra note 230: “EP that do not contain any imagery data from the licensed SD/P are not subject to ad-
hoc agreements with Eurimage”.
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SPOT Image Standard Licence®*

states that a digital elevation model or digital terrain
model in any form is always a VAP containing source data, whereas Eurimage Licence”
explicitly proclaims the opposite — that a digital elevation model or digital terrain model
does not contain source imagery. It is hard to imagine, how the user should treat a

product he made from the data licensed from both companies.

The right to distribute products that the licensee makes depends on whether they
contain imagery from the licensed data. If it is the case, the licensee is not allowed to
freely distribute the derivative works produced.”® Eurimage licence, for instance,
stipulates that external distribution of such “enhanced products” requires a prior ad-hoc
agreement with it. GeoEye licence states that the distribution of “derivative works”
containing pixels of the “source image data” will be dependent on the copyright and
licence restrictions of the source data. SPOT Image licence forbids the licensee from
distributing directly or indirectly any derivative works on the territory of Canada.??
Distribution of the derivative works that do not contain imagery from the licensed data
is not restricted by any of the licences. If one goes back to the terminology used by the
UN Remote Sensing Principles, the derivative works should be regarded as either
processed data or analysed information and therefore will most likely fall under the
copyright protection. But following the terminology the licences use it is hard to

understand, which products would be considered derivative and which not.

Apart from the confusion as to the true meaning of the terms, or the necessity to be
always aware of the fact that they may have different meanings within licences of
different companies, this situation may lead to misinterpretation of copyright
regulations. Differing interpretations of derivative works by the licensors in practice

means that they take over a task that the legislators themselves do not dare or do no

249 Article 1, supra note 228.

Para 2.2, supra note 230.

2.1(e) SPOT General Supply Conditions, supra note 228; 2.2. Eurimage Licence, ibid.; 4(e) GeoEye
License, supra note 229.

22 2.1(i) SPOT General Supply Conditions, ibid.
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find necessary to administer — determine where the threshold of creativity leading to

copyright protection lies. Legitimacy of such acts is in the very least questionable.

Most of the licences authorise the production of derivative works from the licensed
remote sensing data and information, but at the same time prohibit the licensee from
disseminating them to third parties. Such a clause may be incompatible with the current
legislation regarding copyright protection, provided that the licensee creates his own
products eligible for protection. According to the copyright rules,”? derivative works are
subject to copyright protection that is independent from the copyright on the original
work provided that the authorisation to make derivative works was granted.”* A
derivative work, being an author’s own creation, is always based on one or more pre-
existing works, and may be created through different acts, such as translation,
arrangement, reproduction or any other form in which a work may be transformed or
adapted. Most of the information products based on the licensed remote sensing data
and information will qualify as derivative works. This, at least in theory grants the
licensee with the right of distribution independent from that of the licensor. But if this
only happens in theory and is prohibited in practice by restrictive licence conditions, the

value-adding activities, normally pursued by any licensee, become pointless.

23 E.g. according to §§ 31-42 German Copyright Law, supra note 80, sections 90-96 UK Copyright

Act, supra note 65.

2> See e.g. definition of the “adaptation” in Section 20 UK Copyright Act, ibid.; of the
“Bearbeitungen” in § 23 German Copyright Law, ibid.; as well as of the “derivative work” in § 101, 103 US
Copyright Act, supra note 80 (note that there are differences in approaches to the definition in the
jurisdictions cited).
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Table 1. Comparison of the most important licensing clauses regarding distribution of remote sensing data
on commercial basis

Company|

Licence clauses

SPOT Image

Eurimage

GeoEye

Type Limited, non-exclusive, non [Sine die, non-transferable |Non-transferable, non-
transferable and nonexclusive licence  |exclusive use of the data

Ownership The licensed data remains |Eurimage or Exclusive ownership of
property of SPOT and are  |satellite/ground station GeoEye and its licensors of
provided on the operators retain all IPRs. the data and their copies
confidential basis Licensed data are trade

secrets
Definitions Product — the SPOT satellite |Enhanced Products —any  |Derived works without

product

Derivative products — any
derivative product or
information developed by
the end-user not containing
imagery data from the
product and is irreversible
and uncoupled from it

VAP — any product
developed by the end-user,
which contains imagery
data from the product, and
is the result of its significant
modification through
technical manipulations or
addition of other data. Any
Digital Elevation Model or
Digital Terrain Model always
is a VAP

products developed by the
user from the original
licensed data (e.g. revision,
modification, alteration,
enhancement, etc.) that
have benefits or features
not available in the original
data, regardless of whether
the value or utility of the
data is increased

EP containing source
imagery — Fused Imagery
Products, Orthorectified
Products, Enhanced Image
Products, Analogue
Products

EP not containing source
imagery — derived Vector
Map Products, Derived
Digital Elevation Model or
Digital Terrain Model
Products, Text/Tabular
Products

source imagery, e.g. vector
extraction, classification

79



Company| SPOT Image Eurimage GeoEye
Licence clauses
Company| SPOT Image Eurimage GeoEye

Licence clauses

Permitted Uses

Uses for internal purposes:

Uses for internal purposes:

Uses for internal purposes:

to install, make back-up
copies;

To produce, use VAPs, or
make them available to
contractors or consultants

External uses:

to post on an internet site
(without downloading
option, with notification of
the URL to SPOT Image ) or
distribute printed copies for
promotion purposes one
extract, maximum size 1024
x 1024 pixels, of any
Product or VAP, with ©
notice;

to freely use and distribute
derivative works (except in
Canada).

to merge the data in
machine readable form and
to make a back-up copy;

to print imagery out of the
data;

to store the whole or any
part of the data;

to develop EP.

External use with prior

authorisation:

to disseminate EP
containing any licensed
data;

to sell to any third party the
original SD/P together with
the EP.

Unrestricted uses —
dissemination of EP not
containing any licensed
imagery data.

to reformat the data and
make hard- and softcopies;

to modify the imagery data
and make their copies;

to make the data available
to consultants, agents and
subcontractors without the
right to transfer, modify,
copy or sublicense.

External uses:

to distribute the data (with
© notice) on an isolated,
non-commercial basis;

to distribute reduced
resolution data sets (RRDS)
with ratios of 16:1 or higher
(with © notice);

to distribute derivative
works not containing the
source imagery without
restrictions.

Prohibited Uses

To do anything not
expressly authorized

To alter or remove any
© notice

To use the licensed data in
lany manner or for any
purpose not expressly
authorised.

ITo do anything not expressly
permitted in the licence,
including any transfer to any
third party

To alter/remove any ©
notice or proprietary legend
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ii. Current licensing regime impedes use and distribution of remote sensing

data

From the perspective of remote sensing data generators and information producers, a
licence is a preferable way to transfer their products to users, as it is an effective tool to

d.2>® Moreover, as shown in the

protect the actual content of the products license
previous section, the licences contain very precise allowed or prohibited modes of data
alteration and further use and in fact enable the licensor to control every step of the
processes and applications that the data and information are used for by the licensee.
Licences can also play an important role in “equalling” the level of protection of remote
sensing data and information in different jurisdictions: for instance, they can provide for
clauses that will bring the protection of databases containing remote sensing data and
produced outside Europe closer to the European sui generis database right.?® Licensing

conditions restricting access to a single application or a specific purpose are common in

many projects.

The downside of the licensing mechanism is that it does not provide the data generators
with effective remedies against third parties who may acquire the same data and
information from independent sources and are not therefore bound by the licence. The
problem of enforceability of the rights in data and of the control over the contents of
the remote sensing data and information becomes more acute in cases where the
licences modify the substantive intellectual property law. In a public (access and
accountability) dimension licensing data as trade secrets means that rights and
obligations are privately negotiated, which goes against the normal approach to
intellectual property protection, whereby the rightholders only enjoy the rights that the

law explicitly grants them with. Moreover, rights created in such a way “become subject

25 Onsrud, H.J. & Lopez, X. “Intellectual Property Rights”, supra note 67.

See e.g. Longhorn, R. A,, Henson-Apollonio, V. & White, J. W. “Legal Issues in Use of Spatial Data
and Tools for Agriculture and Natural Resource Management” (Mexico, D.F. 2002). Online:
<http://csi.cgiar.org/download/IPR_Primer.pdf> (last accessed 01.02.2011) [Longorn, R.A. et al.].
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to private ordering and are hard to understand particularly when there are multiple

overlapping licences.””’

Retaining by the generators of remote sensing data of the ownership over the copies of
licensed remote sensing data, together with the authorisation of their permitted uses
and conditions of further dissemination also go against basic provisions of copyright
regulations.””® General prohibition of further distribution and dissemination even of the
data processed or otherwise altered by the licensee®® expands the scope of the licence
beyond the scope of copyright protection. This is a major difference between private
licensing practice from the governmental policies that at the very least allow
dissemination of the newly created data and information products for non-commercial
purposes. Private entities, although using copyright to reinforce and legitimise their
freedom to determine the ways licensed data may be used, forget that sharing is
enabled by the exceptions to the rights of authors that are granted by law alongside
those rights and have to be respected as part of the copyright protection regime. Most
significantly, it represents excessive commodification of remote sensing data and

information, as it does not sufficiently take into account interests of their users.

The adopted restrictive approach to ownership and rights vested in remote sensing data
prevents them from wider dissemination and free-flow, and thereby changes patterns
of behaviour of at least some types of data users, such as researchers and research

organisations, who are no longer in the position to properly share the data.**°

Except for
the US government, both public authorities in Europe and private generators of remote
sensing data claim copyright on the results of their activities and hence do not classify

data they possess as a public good, but rather as a very expensive commodity that in

27 From comments to the research by Prof. Tina Piper [original on file with the author].

See Harris, R. & Browning, R. Global Monitoring: the Challenges of Access to Data (UCL Press,
2005), chapter 4.

29 With the exception to dissiminate the altered data do not containing pixels of the licensed data
and information.

260 The problem of licensing is mentioned as hindering dissemination and use of the remote sensing
plan in the US Commercial Remote Sensing Space Policy: Civil Agency Implementation Plan, supra note
216, at 32.
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addition to all other layers of protection has to be provided to others on the confidential
basis. In Europe, as was shown in this chapter, the content protection is not only
provided for in the licences, but also through the sui generis database right. All these
practices, accompanied with circumvention restrictions and technological protection

1

measures, affect accessibility of remote sensing data and information®® and reduce

potential benefits that can be derived from their use.?®?

4, IPR protection regime is incomplete without sharing

a. Creativity relies on availability of information and

works

In the contemporary world it is hard to come up with something entirely new,
especially with regard to intellectual creations, such as various information products,
gene patents or databases that do not fit well into the traditional copyright or other
intellectual property protection framework. To make new assets their authors have to
turn to existing technologies, experience or works, as well as to data and information,
which today can be considered “the currency of creativity and innovation.”%%
According to the classical interpretation of copyright provisions, the protection of an

intangible object that contains certain ideas may not cover them: these ideas are

subject to unconventional sharing. Furthermore, for the creation of some works like

261 . . . .
“Summary of Presentations” (Panel on Universal Access to Information and Informatics for

Human Development UNESCO/ECOSOC, May 10, 2000). Online:
<http://infolac.ucol.mx/observatorio/universal.pdf> (last accessed 01.02.2011).

262 For instance, the benefits for the US economy from the data generated by the Landsat satellites
at least in the 1980s were estimated at US$10 billion per year. See “Operational Remote Sensing
Satellites” US Centennial of Flight Commission. Online:
<http://www.centennialofflight.gov/essay/SPACEFLIGHT/remote_sensing/SP36.htm> (last accessed
01.02.2011).

263 Cutler, T. “Innovation and Open Access to Public Sector Information” in Fitzgerald, B. ed., Legal
Framework for e-Research: Realising the Potential (Sydney: Sydney University Press, 2008) at 25.
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scientific works and publications the use of factual information is essential. These two

basic premises form an essential part of the copyright protection regime.

Facts always remain in the public domain, but even the protected works cannot be
prevented from being inspirational or useful for creating new works of authorship.
Moreover, all the works inevitably fall into the public domain after the term of
copyright protection expires. That is why traditionally factual data and information
have been excluded from the realm of copyright protection: they were never created,
but rather discovered, and therefore had more value as raw material for the actual
creation of other works, rather than worthy of protection by themselves. This process
of creating new intellectual property assets brings all works close to the commons, as

each and every one of them may be used to produce new works of authorship.

The production of useful information and knowledge out of primary or processed
remote sensing data is highly dependent on previous knowledge and access to it.
Generation of geographic information products requires experience and skills in such
areas as computer science, geography, geology, climatology and many others,
depending on the needs of end-users. Therefore, reference to works previously created
or data, regardless their eligibility for copyright protection, is inevitable to make such
products. Remote sensing data constitute a building block for a number of geographic
information products, and the most value can be extracted from them only if they are
used in combination with data and information from other sources and are processed

up to the level required to meet needs of various users.”®*

Moreover, since primary
remote sensing data are essentially facts, as they describe geographical reality, access to

them must be secured in order to make the important value-adding activities possible.

264 With regard to the complexity of the process of determining value of geographic information in

general see Longhorn, R. “Valuing the Invaluable — a Geoinformation Conundrum” (Paper presented at the
Value of Geoinformation Workshop, Hamburg, September 30 — October 2, 2010). Online:
<http://digimap.hcu-
hamburg.de/geovalue/tl_files/presentations2010/Keynote%20Roger%20Longhorn.pdf> (last visited
01.02.2011).
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A number of authors, therefore, rely on the existence and enrichment of the so-called
“information commons”, which allows the development and exchange of ideas®® and at
least for this reason has to be protected from erosion.?®® The need or desire to use
previous works to create new ones is not that of authors alone. The creative process is
built upon the principle of the free flow of ideas that is recognised by all of the major
instruments of intellectual property law.?®’ Legislators agree that there cannot be
copyright over ideas. In confirmation of such interpretation, paragraph 24 of the
German Copyright Law, for instance, allows “free use” of works to create other works of
authorship. Furthermore, it does not impose the obligation to get permission from the
copyright owner of the used work to make the new work available to the public or use it
otherwise. Despite the recent developments in copyright laws that make them more all-
encompassing, by granting more rights and infringement control mechanisms to
rightholders, existing copyright protection regulations do not abolish the foundational
principle of the free flow of ideas. This means, for both authors and users that this
principle still remains the cornerstone of the copyright protection regime. It is as
important as the rights of authors themselves and is indeed an integral part of relations
between rightholders and users of protected works. This status quo leads to the
requirement for a framework of protection of remote sensing data to guarantee as wide
and unrestricted access to the existing works as possible, provided that copyright is
applicable to data products in the first place. Such an approach can facilitate the
creation of new works and is in fact reflected in the copyright laws and regulations

across the globe.

The existence and necessity of the commons to encompass remote sensing data and
information is also dictated by another element of the traditional intellectual property

regulatory framework: inevitable transfer of protected works into the public domain.

265 Lessig, L. “Reclaiming a Commons” (Paper presented at the Berkman Centre Conference on

Building a Digital Commons, Harvard University, Cambridge, May, 1999).

266 Benkler, Y. “Free as the Air to Common Use: First Amendment Constraints on Enclosure of the
Public Domain” (1999) 74 NYU L. Rev. 354.

267 E.g. the Berne Convention, supra note 17, WIPO Copyright Treaty, supra note 17; national law
e.g. §102 US Copyright Act; §69a(2) German Copyright Law, supra note 80.
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This is the manifestation of the limited-in-time and —in-scope nature of copyright and
other forms of intellectual property protection — two features that enable others to use

works protected by intellectual property laws and regulations.

b. Indispensability of access for distribution and use of

remote sensing data

The notion of the commons (and not even that of the public domain, which for the
author is much more related to works that in fact fall under the copyright protection)
supports the argument in favour of the recognition of the right to access remote sensing
data, the need for which is stipulated by their technical and applied nature. Remote
sensing data describe the Earth and phenomena related to it, and are used to reach,
among others, such goals as sustainable use of resources, preservation of rare habitats
and forests, and understanding and slowing down the process of climate change. Data
required for these applications reflect the world as it is, and are used for the common
good of all living organisms on this planet. Not only environmental applications of
remote sensing data serve this purpose: the data are needed to make geo-political
decisions, and other types of decisions regarding development, including urban planning
or the search for potential places to produce energy from alternative sources like wind
or water. This requires broad access to the data in order to conduct their analyses for
these different application purposes. But instead of such an effective commons, a
number of policies and laws that restrict access to remote sensing data and information
are adopted across the world, as shown in the previous sections of this chapter. They
are a result of lobbying efforts by the information generators and providers whose only

interests are profit-making and the ability to retain power in the information society.**®

268 Practice that drove the adoption of the WIPO Copyright Treaty, as well as of the EU Database

Directive, for which the space sector was one of the major lobbyists (personal interview with M.
Ferrazzani, ESA).
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In the long run such practices distort the balance between interests of authors and users

of copyright works that traditional copyright protection regime creates and maintains.

Taking into account importance of remote sensing data for generation of useful
information and knowledge, as well as the necessity to use knowledge from other fields
to be successful in it, it is logical to follow the strategy chosen by the US and place at
least the primary remote sensing data in the realm of commons accessible to all who
need them. Therefore, the right of users to access information in general and remote
sensing data in particular should be introduced, or rather, recognised and reinforced.
The right of access would not deny the legitimate protection that data and information

may enjoy, but will create a fair playing field for different actors.

The right to access remote sensing data on the one hand supports, and on the other is
complemented by the public good characteristics or dimension of remote sensing data.
The next chapter deals with this aspect of remote sensing data in order to substantiate
the argument in favour of establishment of the principle of sharing based on the theory
of the common good as indispensible for the effective legal framework of generation,
use and distribution of remote sensing data — the argument central to this research and

to the success of remote sensing activities.

5. Conclusions

Copyright, other forms of intellectual property protection, government data policy
guidelines, and private licences are used to protect remote sensing data, although the
legitimacy of their applicability at the very least to primary remote sensing data is not
always clear or convincing. The methods of data generation, as well as their other
inherent characteristics do not allow them to meet the requirement of creativity in
order to be protected by copyright. The European suigeneris database protection,
although potentially applicable to databases containing remote sensing data and

actually very handy (from the perspective of the remote sensing data generation), is too
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broad and vague on the one hand, and strictly regional on the other, to be truly

beneficial for remote sensing database makers.

® incorporate an almost

The data policies adopted within the US and in Europe?®
opposite standing with regard to the status of government-produced data and
information, including remote sensing data, and set up different relationship patterns
with the private remote sensing industry. Very often these policies only deal with the
state- or budget-generated remote sensing data and therefore do not have enough
influence on shaping licensing schemes that private generators of remote sensing data

279 The private licensing mechanisms are very restrictive and based on

adopt and utilise.
the principle “everything that is not permitted is forbidden”. They permit production of
derivative works that in most cases qualify for copyright protection, but restrict their
distribution to third parties through a set of conditions, the most important of which is

the degree of processing.”’*

While the European strategy of a more stringent protection of remote sensing data
seems to be problematic, the US approach of less protection at least for government-
generated and primary remote sensing data proved to be effective. Primary remote
sensing data are a building block of further geographic information and new knowledge
embodied in new works made by the value-adding industry players, who depend on

2’2 The data in natural sciences, including remote sensing data, are often

access to them.
unique, non-reproducible and available only from a sole source.’”® These circumstances

indicate the necessity to ensure free and unrestricted flow of data that can satisfy the

269 Both ESA and the European nation states.

This is particularly pertinent for the European states and ESA, since the US has at least some
measures that balance out restrictive private licences through their “mediator” role in purchasing
privately generated remote sensing data and in offering it to the members of the society at large through
its archives.

a7 Which is again a practical proof of the realisation that the (processing) differences among
different types of remote sensing data need to be reflected in the modes and methods of their protection.
272 From: Onsrud, H.J. and X. Lopez, “Intellectual Property Rights, supra note 67.

“Bits of Power” Committee on Issues in the Transborder Flow of Scientific Data et al. report
(Washington, D.C.: National Academy Press, 1997). Online:
<http://www.nap.edu/readingroom/books/BitsOfPower/index.htmlI> (last accessed 01.02.2011) [Bits of
Power].
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"% Therefore, the US example of obligating even the private

needs of their users.
generators of remote sensing data to make their primary data available for the US-wide
archiving within a reasonable amount of time is more adequate than the European
property-oriented approach. It allows the expansion of public domain on the one hand,
and encourages development of the private activities in the field of remote sensing and

geographic information on the other.

Information, once communicated, becomes a distinct intangible asset whose use by
third parties cannot be banned by its original owner. That is why it is quite easy to place
information into the realm of the public domain, which is a manifestation of the concept
of the common property for intangible assets. The issue to consider is “whether there
are property-specific justice reasons sufficient to warrant the creation of artificial
scarcity ... by the enactment of specialised trespassory rules”.?”> And it seems that there
are alternatives to a strong property-like regime with regard to the treatment of remote
sensing data. One practical manifestation of such an alternative is the legal framework
for access to public sector information, including publicly generated remote sensing
data. It grants users of government-generated information the right to access it and is
more generous with regard to the use-rights. This option is introduced in the next
chapter and is followed by its philosophical underpinning — the theories of the common
property and the common good, history of which goes back to Aristotle. The purpose of
this analysis is to provide for the reasoning other than the current intellectual property
» 276

protection expansion motto “more protection — more development”,””> as well as to

support its viability by examples from today’s legal and factual reality.

274 WIPO, Documents of the Information Meeting on Intellectual Property in Databases: “World

Meteorological Organisation observations” DB/IM/4 (September 4, 1997). Online:
<http://www.wipo.int/documents/en/meetings/infdat97/db_im_5.htm>; and “UNESCO observations”
DB/IM/5 (September 15, 1997). Online:
<http://www.wipo.int/documents/en/meetings/infdat97/pdf/db_im_4.pdf> last accessed 01.02.2011).
27 Harris, J.W. Property and Justice (Oxford: Clarendon Press, 1996) at 342.

Adopted within the European Union and taken as the key feature of the harmonisation of
intellectual property regulations in the EU and the Member States.
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A balanced approach to the regulation of access to, distribution and use of remote
sensing data is very important. Its aim should not be the protection of data generators
and distributors alone, but also recognition of legitimate users’ interests, as information
requires an audience to become knowledge that is usable and useful. Whereas today
there is a clash between the nature of information that presupposes a broad access to it
and the dominance of the commaodification philosophy?®’’ that creates restrictive access
policies at least in some countries or within the industry. Policies and regulations that
restrict access to data are inappropriate because remote sensing data and many of their

applications have global implications, and are utilised for the common good.

277 For the notion that governments support commercial interests of IPRs owners see e.g. in

Stienstra, D., Watzke, J. & Birch G.E. A “Three-way Dance: The Global Public Good and Accessibility in
Information Technologies” (2007)23 The Info. Soc. 149 [Stienstra, D. et al.].
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Chapter 3: Right to access public sector information

Application of the copyright protection regime to remote sensing data is either
impossible or involves complications driven by the technical and factual nature of the
primary remote sensing data, by the automated procedure of a lot of stages of data
processing that points to the lack of creativity, or by the desire of the data generators to
control use of their content through restrictive licensing practices. In addition, the
different approaches to the regulation of the status of and access to remote sensing
data and the resulting inconsistencies in the legal norms in the US and Europe may
complicate international distribution and use of remote sensing data. Particularly, the
European attempt to commodify information, including remote sensing data, invites to
contemplate whether this is the right strategy to treat them as building blocks of

knowledge in the information society, the usefulness of which lies in their actual use.

This chapter seeks to analyse another regime of protection of, access to and use of
remote sensing data and information — the legal framework of treating public sector
information that is generated by governments or on their behalf. This legal regime is
highly relevant to the issue, because access to remote sensing data, as well as to
geographic information in general, happens in a wider context of access to and sharing
of public sector information, which becomes more and more important as the

278

information economy grows and develops.””” The legitimacy of the applicability of the

regime is in the first place explained by the fact that the biggest amount of remote

sensing data is produced with at least some kind of involvement of governmental

9

support: governments either develop and launch satellites themselves,””® or fund

278 Janssen, K. &Dumortier, J. “Towards a European Framework for the Re-Use of Public Sector

Information: a Long and Winding Road” (2003) 11 Int'l J.L. & Info. Tech. at 184.

279 For instance through the budget approval of a certain RS satellite or system project. See Brazil-
China CBERS project as an example. Online: <http://www.cbers.inpe.br/en/index_en.htm> (last accessed
01.02.2011).
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programmes that involve launch of remote sensing satellites by non-governmental

actors.zso

The field of law that establishes the regime of public sector information is complex.
Definitions and the content of the most of the categories it is based on and operates
with — public sector information, conditions of access, modes of funding — result from

! Despite the fact that this type of information is

lengthy political negotiations.?®
produced by public bodies while or because of carrying out their primary activities,
reconciliation of the interests of the governments, citizens and the private information
re-users is not an easy task. Creation of an information commons from the bulk of public
sector information requires the consensus and cooperation of all stakeholders.
Notwithstanding the difficulties, the main value of the regime is in its underlining
principle — that of the right of the citizens to access public sector information and use it
with as few restrictions imposed as possible. The analysis in this chapter aims at bringing
forward the arguments to support the viability of the regime of access to public sector
information, as well as at pointing out its features that allow it to be considered a

workable alternative to the copyright and other intellectual property protection regimes

as applied to remote sensing data and information.

To achieve this, the analysis of what a public good is and of whether data and
information in general and remote sensing data in particular can be categorised as such
is undertaken. An overview of the regime regarding public sector information based on

282 is then provided. The analysis of the

the jurisdictional examples of the US and the EU
relevant legal norms only includes the basic notions and the principles of sharing with
some examples of specific treatment of the geographic information. Finally, the

relevance of these regulations for the dissemination of remote sensing data is discussed

280 Like in the case of the Canadian Radarsat-2. See information about the satellite online:

<http://www.radarsat2.info/> (last accessed 01.02.2011).

281 Craglia, M. & Blakemore, M., supra note 62.

Alongside the regulations and directives of the European Union, the relevant legislation of
Germany and the UK is used to highlight possible differences of the national regulatory framework when
compared to the harmonised European regime.
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with the aim of assessing to what extent the norms establishing the right to access
public sector information should be extrapolated on to remote sensing data and
information. This exercise should provide information and a groundwork for the
discussion regarding the links between public sector information and the regime of
access to it, as well as the issue of its protection by virtue of intellectual property rights.
The analysis furthermore brings forward the connecting philosophical ideas that can
reconcile the current regulations both in the sphere of intellectual property protection
and access to public sector information. The reason for this is that despite the
similarities in the protected subject-matter, some of the principles underlying each
regime differ greatly, this particularly being the case in the US. As a result, simultaneous
or parallel application of these differing regimes to the same data should be avoided.
The connection between the regime of access to and use of public sector information
with the philosophical ideas that support sharing based on the theories of the common
good and common property and their influence on the content of private property

rights, is used to argue in favour of its effectiveness.

1. Public good nature of remote sensing data and information

The concept of public good has frequently been applied to intellectual property assets in
general and copyrighted works in particular,283 because some of their distinct
characteristics reflect its features — non-rivalry and non-excludability. Firstly, it is
virtually impossible for the author to control the use of the sold copies of his work.
Secondly, the amount of money and time spent to create a work of authorship does not
depend on the number of people who in the end will be its consumers. These
particularities of a public good are discussed in the following sections in greater detail.
The notion of public good is important in the context of access to public sector

information, as declaring certain types of information as public goods is the first step in

283 It is not the aim of this research to assess whether all copyrighted works should be considered a

public good or not.
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recognising the right and the need of the society and its member to be provided with
them. The analysis of the concept of public good helps to better understand the
principles of the regime of access to and use of public sector information in general and

remote sensing data in particular.

a. Characteristics of a public good

Public goods are traditionally characterised by two main features: non-rivalry and non-
excludability. When a good is non-rival the cost of providing it does not depend directly
on the number of consumers who benefit from it. The non-excludability means that it is
not feasible to exclude those who do not pay for production of public goods from the
benefits from their use.?® These features of public goods often reduce the likelihood of
their commercial production or distribution, and as a result both processes are

?% It is the matter for the society

conventionally attributed to government institutions.
and subsequently for the legislator to decide whether and which goods should be
recognised as public.’® This process is usually accomplished in three stages.?®” Firstly,
the actual choice of public goods and the amount of funds to be spent on them is made.
Secondly, the decision as to the accessibility of public goods and their inclusion in the

public domain is agreed upon. Lastly, the actual production of the goods by either public

or private entities is initiated.

It is worth taking into account that by and large most public goods are not necessarily
“good” themselves. They are promoted and gain this status if the society decides that
they contribute to economic growth and people’s well-being and thereby serve the

achievement of the common good. Some goods are public because their very goodness

284 See e.g. Samuelson, P.A. “The Pure Theory of Public Expenditure” (1954) 36:4 Rev. Econ.& Stat.
at 387-389.

285 Desai, M. “Public Goods: A Historical Perspective” in Kaul, I., Grundberg, I. & Stern, M. eds.
Providing Global Public Goods: Managing Globalisation (New York: Oxford University Press, 2003) at 63.
286 See Hampsher-Monk, I. “The individualist Premise and Political Community” in King, P. Socialism
and the Common Good: New Fabian Essays (London: Frank Cass, 1996), in particular at 215.

287 Desai, M., supra note 285.
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consists in their ability of being jointly consumed or enjoyed.”® The choice behind
declaring one good or another as public is often driven by various private interests and
rights of citizens,”® taking into account the prospects of a good to satisfy and
strengthen them if the decision is made in favour of its provision. Therefore, their value
for the economy and society incorporates the assessment of their impact on the overall
societal development and the benefits it brings, and cannot depend solely on the

2% some of the characteristics of

expenditure for their production and distribution.
remote sensing data and information as described in chapter 1 speak in favour of their

inclusion in the category of public goods.

Along with classic public goods that continue to exist for centuries (waterways, coastal
lines, lighthouses, air, etc.) there are new types of public goods that have started to
emerge only recently. They do not necessarily meet the traditional criteria of the “public
good” category. Instead, due to their characteristics and usefulness for a society, their

status as a public good is substantiated by the public will to recognise them as such.”?

The concept of the public good is being reshaped, with more facets being added to its
nature. Some scholars argue now that public goods can actually be excludable and
rivalrous,?® and that “publicness and privateness are social constructs,” and depend,
therefore, on the assessment by the society of their importance with regard to the

293

common good and its achievement.””” This process is not governed by economic factors

alone, but involves a wide range of other issues that determine how to “define, assign,

288

327.

289

Miller, D. “Market Neutrality and the Failure of Cooperatives” (1981) 11 British J. Pol. Sc. at 326-

See Schlatter, R. Private Property: The History of an Idea (London: George Allen & Unwin Ltd,
1951) at 170, citing Blackstone’s reasoning of why private and common ownership can co-exist and are
not mutually exclusive.

290 Kaul, I.LK. & Mendoza, R. “Advancing the Concept of Public Goods” in Kaul, I., Grundberg, |. &
Stern, M. eds. Providing Global Public Goods: Managing Globalization (New York: Oxford University Press,
2003) at 94.

291 Kaul, I.LK. & Mendoza, R., ibid., at 84.

Desai, M., supra note 285, at 72.

Kaul, I.K. & Mendoza, R., supra note 290, at 81. It is worth noting here that pure or traditional
economic analysis of public good will be opposed to such interpretation that essentially stretches the
concept.

292
293

95



and monitor private property rights, update and revise them as needed, enforce them,

7294

and settle disputes after the choices with regard to what assets to declare as public

goods are made.

Some of today’s public goods, like for instance information, are complex and comprised

of different building blocks.?*

Remote sensing data constitute one of the building blocks
of geographic information. The complexity of some public goods results in the necessity
for both public and private actors to participate in their production, provision and
management.”®® Involvement of private players in the production of such goods should
not automatically exclude them from the category of public goods. On the contrary,
development of public goods can and should be fostered by private actors themselves,

as in the long run this will help them to attain benefits that are not feasible to achieve

through public initiative only.

The process of globalisation adds another dimension to the discourse as to what is a
public good, as this development poses a question of who is going to be responsible for
providing public goods whose benefits could be consumed by everyone in the world.*’
New information and communication technologies shape people’s access to
information, modes of their work, and even change their private lives by making the

connection with the world faster and easier.”®® This trend makes the decision as to

whether information, including remote sensing data, should be considered a public

294 Ibid., at 86.

Ibid., at 101: “Most global public goods follow a complex, multidimensional, multi-layered, multi-
actor production path. Accordingly, many are also likely to comprise a variety of building blocks. These
building blocks can include national public goods, which may require harmonization or upgrading for all to
enjoy a higher level of provision.”

296 For a detail analysis of the public-private partnerships in generation, processing, distribution and
use of remote sensing data see section 3 of the next chapter.

297 So-called “global public goods” include scientific knowledge. See “Meeting global challenges:
International cooperation in the national interest” International Task Force on Global Public Goods final
report (Stockholm, 2006) at viii. Online: <http://www.gpgtaskforce.org/uploads/files/169.pdf> (last
accessed 01.02.2011) [Meeting Global Challenges].

2%8 See the discussion of the development of the information age in Castells, M. The Rise of the
Network Society, 2" edn (Oxford: Blackwell Publishing, 2000) at 5-6.
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good, more pertinent. The foundations for such a possibility are explored in the next

section.

b. Application to remote sensing data and information

Information by its nature is an intangible object, as its value is independent from the
source of its fixation, if any. Due to this intangibility it does not attract classic
proprietary rights; therefore the level of protection given to it is sometimes extremely

thin.”*®

The term “information” itself, which includes at least the communication of
facts, news, knowledge and scientific information, suggests that it cannot be “frozen” on
a certain medium or considered as an object in exclusive ownership of a single person or

3% According to the theory of incomplete capture,* which

entity, as it has to flow.
reflects this particular nature of information, even highly protected information cannot
be fully controlled by its owner. In addition to these factors, there is another reason to

d:**? the cost of providing it does not increase with

consider information a public goo
consumption and it is generally not possible to exclude those who do not pay for its
production from its consumption.303 It is non-rivalrous and non-excludable as are other,

conventional public goods.

Some authors argue that even information technology that is used as a tool to transmit
information for various purposes, is a public good, due to the fact that it may contribute

to the societal well-being and “transform the interaction between and among various

299 Fisch Nigri, D. “Theft and the Concept of Property in the Information Age” in Harris, J.W. ed.,

Property Problems from Genes to Pension Funds (London, Boston: Kluwer Law International Ltd, 1997) at
48.
300 This feature of information brings it closer to such traditional public good as waterway. The
metaphor of information as a waterway is developed in detail in the last chapter of this research.

301 Wagner, R.P. “Information Wants to Be Free” (2003) 103 Colum. Law. Rev. at 999.

Ibid., at 1001 note 20.

Kieff, F.S. “Property Rights and Property Rules for Commercializing Inventions” (2001) 85 Minn.

Law Rev. 699, note 4.
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stakeholders in society, transcending geographical and other boundaries.”*** And if
technology, being a tool, is recognised as a public good, how the information that is the

content it transmits should be treated, if not as a public good as well?

Bearing in mind that remote sensing data constitute a building block of information,**
the first thing to highlight is that they also meet both non-rivalry and non-excludability
criteria, as their generation costs do not necessarily correlate to the number of those

using them and benefiting from them.3%®

Actors not engaged cost-wise in their
generation and use cannot be excluded from the benefits of their application, especially
where data and information are, for example, used for various public purposes such as
climate change research, urban planning and population research,*® sustainable
agriculture, environmentally safe oil drilling,® etc. All these applications are not only
directly beneficial to those who actually use remote sensing data, but also indirectly

beneficial — to the society at large, as it benefits from the achieved sustainable results,

for instance, cleaner environment.

Although it was mentioned earlier that the status of a good as public should not depend
on whether the source of its production is public or private, in practice, private
involvement in the generation or distribution of remote sensing data may make the
process of recognising them as a public good more problematic.>® The issues mostly are

of an economic nature, as remote sensing data, like other types of geographic

304 See Paua, F. “Global diffusion of ICT: A progress report” in Dutta, S. et al. eds. The Global

Information Technology Report 2003—2004: Towards an Equitable Information Society (New York: Oxford
University Press, 2004) at 23-54.

305 At least of geographic information.

See e.g. Stallkamp, L.E. “Remote Sensing Data as a Public Good” (2000) Rem. Sens. Law & Pol. at
575 note 7.

307 Application of Remote Sensing Satellite Data in the Study of Urban Population-Environment
Interactions (May 2010). Online:
<http://www.populationenvironmentresearch.org/papers/Rahman_Netzband_PERN_statement.pdf>. For
more details see the materials of the relevant seminar online:
<http://www.populationenvironmentresearch.org/seminars.jsp> (last accessed 01.02.2011).

308 “Satellite Remote-Sensing Data and Imagery for Oil and Gas Exploration” Geoimage. Online:
<http://www.offshore-technology.com/contractors/communications/geoimage/> (last accessed
01.02.2011).

309 These complications were addressed in chapter 2 regarding protection of remote sensing data:
copyright, other protection regimes and licensing.
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information, are expensive to generate but easy to copy. The heart of these
complications is the necessity to make the choice between the revenue-maximising
strategy for the generators of data and increase of benefits to the society from their

1% Nevertheless, the ideal scenario of the application of the concept of public good

use
to remote sensing data would not be affected by the source of their generation. What
may be of greater importance when addressing the status of privately generated remote
sensing data, is whether they should be treated as a public good only when used for
particular applications that have a public vocation. For example, they should be treated
as a public good if and only if used for environmental or other comparable purposes.

Another option is to recognise remote sensing data as a public good embracing or not

withstanding all of their possible applications and uses.

Remote sensing data gained through state funding are or should be treated as an
information public good.311 The first reason is, of course, the source of funding for their
generation: financed by taxpayers, they should be used for the public benefit and not
sold to the users at market prices, as it is often done, for instance, by the UK mapping
agency Ordnance Survey. Another reason behind this proposition is that remote sensing
data and information can be and are widely used to support sustainable development
and other communitarian goals: examples of clean environment, health, knowledge,
enforcement of property rights, peace and security have already been mentioned. All of
them demonstrate instances of a public good that may well become global in the near

312 1t should be noted that the beneficial character of remote sensing data does

future.
not depend on whether they were generated by the state or private companies. This is

one of the reasons why the nature of the source of data generation should not be the

310 Craglia, M. et al. “Lessons Learned” in Gl in the Wider Europe. GINIE: Geographic Information

Network in Europe (January 2004) Online: <http://www.ec-gis.org/ginie/doc/ginie_book.pdf> (last
accessed 01.02.2011) at 237.

3 As for instance in the US.

More information online: <http://www.globalpolicy.org/socecon/gpg/index.htm> (last accessed
01.02.2011).
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only decisive factor in setting up legal regime regarding their status, distribution and

313
use.

Another argument in favour of the recognition of remote sensing data as a public good
is that their use has a twofold purpose: firstly, to identify and study the issues, and
secondly, to attract attention to them. Alongside their accessibility for the purpose of
carrying out research, which in itself is an important driver of opening up information,
the data should be available to raise awareness about the issues that are object of such
research. The application of the concept of public good would suit this situation best.
This argument is supported, for example, by a study performed by German researchers,
the main result of which is the finding that the availability of expert information about
climate can enhance the altruistic motivation of the general public to properly address
global climate change.®** This availability can be guaranteed if relevant policies and laws
grant scientific information the status of public good, which remote sensing data

potentially are’”

The beneficial character of remote sensing data and information entails in them or in
the very least brings them very close to the status of the public good. The public interest
in obtaining information may prevent remote sensing data and information producers
and owners from foreclosing access to them. It is important to note that the concept of
public good is already common in many organisations that provide environmental

data.3'®

Once recognised as a public good, data and information are treated in
accordance with the public sector information or freedom of information legal regimes.
Their viability for handling remote sensing data and information, as opposed to the
more proprietary and often misapplied regime of copyright protection is assessed in the

sections below.

313 Strategy of the analysis that will be conducted later on is sketched in the table in the end of this

section.
34 Case study provided in Milinski M. et al. at 3996, supra note 35.

The example is relevant to remote sensing data, as today it is impossible to conduct climate
change research without data gathered by remote sensing satellites.

316 See Pearce, D. Blueprint 4, Capturing Global Environmental Value (London: Earthscan

Publications Ltd., 1995) at 3-6.
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2. Main characteristics of the public sector information regime

Initially based on the freedom of expression, access to and re-use of public sector
information is governed by specific norms incorporated in so-called freedom of
information laws (FOIAs). Their provisions lay down conditions of access to information
held by the government, its agencies or private entities on their behalf. For the time
being, their importance with regard to conditions of access to remote sensing data
cannot be overestimated, as the greatest part of primary data are still produced using
government funding. For the analysis the following regulations are primarily used:
the EU Directive on the re-use of public sector information,!” the INSPIRE Directive,3!®

the German Law regarding the regulation of access to information of the federal

319 320

government, the UK Freedom of Information Act, and the US Freedom of
Information Act.?* Analysis of the norms these acts contain is carried out to map out
the differences between the regime of access to and use of public sector information
and the intellectual property protection of information products. In doing so it primarily
targets the principle of the right of access to public sector information and its
importance for the development of the specific patterns of dissemination and use of

this particular type of information.

317 EC, the European Parliament and of the Council 2003/98/EC of 17 November 2003 [2003] OJ L
345/90-96 [PSI Directive].

318 Supra note 29.

Short title ,,Freedom of Information Law” (Informationsfreiheitsgesetz) September 5, 2005.
BGBI. 1S. 2722 [German FOIA].

320 2000, c. 36 [UK FOIA].

2 1996. 5 USC §552 as amended [US FOIA].
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a. What information is “public”?
i. Definitions

The regulations regarding public sector information give the word “public” a twofold
meaning. In the first place it relates to the information that is produced or controlled by
a public body. Secondly, the information so held is associated with the right of the
public to access it. At the same time the concept of “public sector information” should
not be automatically linked to that of the public domain: it is not the matter of fact that
all information held by the public bodies is automatically available to the public. The
restrictions on access are addressed a few pages below. This section deals with the

concepts of information and the public authority.322

The term “public sector information” is not always identified as the subject-matter of
so-called freedom of information acts (FOIAs). Instead, notions like information,®*?
documents®** or records®® held by the public bodies are used. Nevertheless, it is rather
the wording than the substance that differs between various jurisdictions. For instance,
the European Directive on the re-use of public sector information (the PSI Directive)

uses the word “document” defined through “content”,**® the US FOIA operates with

“record” defined through “information”,*”” and the German FOIA does exactly the
opposite: uses “record” (“Aufzeichnung”) to define “information”. The UK FOIA is the
only regulatory act that does not define what public information is, and leaves the exact
subject-matter to be laid down through interpretation of the concepts of the public

authority and the request for information, as well as through the system of exemptions

that prevents public access to certain types of information. The crucial part of the

322 Or public body. The terms are interchangeable for the purposes of this research.

E.g. UK FOIA, supra note 320.

See e.g. Council of Europe, Recommendation on access to official documents, Rec(2002)2.
Online: <http://www.coe.int/T/E/Human_rights/rec(2002)2_eng.pdf> (last accessed 01.02.2011).
323 E.g. U.S. FOIA, supra note 321.

Article 2(3)(a)(b) PSI Directive, supra note 317.

§ 552(f)(2) US FOIA, supra note 321.

323
324
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definition lays down the principle that such information has to be produced or held by

public bodies.

If only using the definitions highlighted above public sector information can be seen as a
very broad category. It is obvious though that not all such information can be shared.
For the purpose of this chapter the most important notion is that in principle public
information should be shared and made available to citizens. Whether the amount of
available information is substantial or insufficient, is not of great importance for the
present analysis, as it aims to assess whether a system of sharing can exist effectively
and be based on some principles common in all jurisdictions. One of such common
approaches to reasoning is the acknowledgement that the taxpayers have the right to
access information generated by public bodies or on their behalf, since they already
contributed to its production — a rule that clearly has some parallels to or its basis in the
notion of the common good. Nevertheless, for the sake of a more thorough analysis the
restrictions of the scope of public sector information as a regulatory concept are
mentioned. These definitional restrictions are twofold and can be categorised by the
subject and the object. Restrictions by subject pertain to the body that produces
information, whereas restrictions by object exclude certain categories of information

from the subject-matter of the FOIAs.

ii. Producers and holders

To understand what information may be regarded as public it is also necessary to
determine who can be qualified as the public authorities that produce, hold and
disseminate these types of information. This is the stage where the complications start.
First of all, there are different strategies to approach the definition of the public
authority. The European legislator prefers to list some generic characteristics the
presence of which should signify that a body is a public authority. Following this
principle the PSI Directive states broadly that the public bodies include “state, regional

or local authorities, bodies governed by public law and associations formed by one or
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several such authorities, or one or several such bodies governed by public law”.>?® This
definition may be modified by the Member States. The definition in the German FOIA,
for instance, includes federal authorities, as well as other federal organs and institutions
as long as they perform public administration tasks.>” The UK FOIA, alongside a

330

separate list of all public authorities that are bound by it,”™ contains conditions under

which any person can be designated as a public authority.*** The US FOIA definition is

most similar to that in the German FOIA but uses the term ”agency”.332

No matter what approach is taken in a regulation, it constitutes a complication, as it
requires some interpretation and therefore cannot be absolutely precise and all-
inclusive. Even the seemingly straightforward list of the UK FOIA is not clear when
interpreted within the EU-context, as it does not explicitly state that the listed
authorities also include all possible “public sector bodies” as per PSI Directive. This
determination of what entities should be regarded as public authorities can have an
important impact on the conditions of access to public sector information is very

important though,*** as the notions of ownership and use go hand in hand with it.

The approaches to the ownership and the permitted uses differ — quite substantially —in

the two jurisdictions. The US has state and federal open record laws, with its domestic

328 Article 2 PSI Directive, supra note 317. It’s section (2) then goes on to define “body governed by

public law”: anybody: (a) established for the specific purpose of meeting needs in the general interest, not
having an industrial or commercial character; and (b) having legal personality; and (c) financed, for the
most part by the State, or regional or local authorities, or other bodies governed by public law; or subject
to management supervision by those bodies; or having an administrative, managerial or supervisory
board, more than half of whose members are appointed by the State, regional or local authorities or by
other bodies governed by public law.

329 §1(1), supra note 319.

Schedule 1 UK FOIA, supra note 320.

ibid., Part |5, 6.

§552(f)(1) US FOIA, supra note 321: any executive department, military department,
Government corporation, Government controlled corporation, or other establishment in the executive
branch of the Government (including the Executive Office of the President), or any independent
regulatory agency.

333 Because the status of each public authority should be described within the law, and therefore its
rights and obligations with regard to the activities it carries out.
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334
I

information policy at the federal government level™" that promotes “a strong freedom

of information law, no government copyright, fees limited to recouping the cost of

733 The situation in Europe is quite the

dissemination and no restrictions on re-use.
opposite: public bodies are allowed to recoup their investment in the production of
public sector information and compete on the market for information products
alongside private companies. For instance in the UK, the Ordinance Survey, as a Crown
Corporation, is responsible, among other things, for dissemination of topographic maps,
and has the right to establish prices for its products and services. In the majority of the
EU Member States, closed access to commercially valuable government GIS records

336

prevails.”™ According to some researchers, the European approach is explained by the

mandate of the public bodies to make highly processed information products, whereas

337 Another set of

in the USA this activity is normally made by the private sector.
potential difficulties in enforcing the FOIAs comes with the second restriction as to the
scope of available public sector information — the determination of what information
exactly®*® a public authority is mandated to share with the citizens. The details regarding

the restrictions by object are discussed below.

b. Exercising the right of access to public sector

information

Normally the FOIAs establish the right of the citizens to request public sector

information from the public bodies or convey the corresponding obligation on the

33 The analysis of state and federal legislation shows that the approach to information

dissemination is inconsistent and as varied as the issues involved. See e.g. Dansby, H.B. A Survey and
Analysis of State GIS Legislation, supra note 55.

3% Weiss, P.N. & Backlund, P. supra note 56.

Onsrud, H. J. “Geographic Information Legal Issues”, supra note 68.

Loenen van, B. & Zevenbergen, J., supra note 128, at 252-253, 256.

Particular datasets or specific types of information.
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339 It may not be as easy as it seems to determine who the public authorities are

latter.
and what information they can provide to citizens. But even when these are identified,
the scope of right is narrowed down as a result of decision made as to what kind of
public sector information is made available and who has the right to access it.** As a
result, the established right is never unconditional, and some of the typical restrictions,
in particular those that may have an influence on the access to and re-use of remote
sensing data and information, are discussed below. No matter what restrictions are

inbuilt into the framework of access to public sector information, the most important

thing is the preservation of the general principle of the right to access information.>**

i. Full access, with some restrictions

The underlying principle of access to public sector information is openness and sharing.
Its recognition as the constitutive rule of the regime is a significant achievement as it
facilitates use of data and information. The public has a general right to request
information held or produced by public bodies according to the rules of FOIAs. This
principle was reinforced by the courts in different jurisdictions. For instance, a US court

2 in which it emphasized the FOIA statutory policy which

rendered a decision in 2005,
favours disclosure, explaining that “any exception to that rule will be narrowly

construed in light of the general policy of openness expressed” in the Act.>** The

339 Right to (Anspruch auf) in §1(1) German FOIA, supra note 319; person is “entitled to” in Part |

1(1) UK FOIA, supra note 320; agency “shall make available” in §552(a) US FOIA, supra note 321.

340 Blakemore, M. & Craglia, M., supra note 62.

See e.g. OECD, “Recommendation of the Council for Enhanced Access and More Effective Use of
Public Sector Information” C(2008)36 (April 30, 2008). Online:
<http://www.oecd.org/dataoecd/0/27/40826024.pdf> (last accessed 01.02.2011). The document places
“openness” and its treatment as a fundamental principle of access to and use of public sector information
as the first, and the necessity of transparent conditions for re-use as the second recommendation; it also
reiterates that although copyright should be respected, the ways should be found to make even
copyright-protected information works as widely accessible and available for re-use as possible.

3 Director, Department of Information Technology of the Town of Greenwich v. Freedom of
Information Commission et al, SC 17262. Conn. Sup. Ct. 2005.

343 Quoting Ottochian v. Freedom of Info. Comm'n, 604 A.2d 351 (Conn. 1992). For a general
discussion of the impact of the new technologies on the enforcement of FOIAs and access to databases (in
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principle of the prohibition of unnecessary*** charges for the public sector information
in Europe was recently addressed by several Italian courts that found illegal the
introduction of a fee for each re-use of already purchased information by private

.34
companles.3 >

Nevertheless, there is no rule without exceptions: all existing FOIAs have lists of
exemptions that preclude access to certain information. These lists are often formed
according to different principles: in the form of absolute and discretionary exemptions
in the UK FOIA, or as nine broad categories in the US FOIA. Normally, exemptions to

granting access to information include the following:**® information is accessible to the

347

applicant by other means; the issues of national security, defence®*® and of

international relations are at stake;349 information concerns health and safety, or

350

personal information. Another important restriction is the situation where

information constitutes a trade secret, another type of intellectual property asset>® or

| 352

is private and confidentia The categories or examples of the exemptions do not

coincide across jurisdictions. For instance, the US FOIA specifically codifies the
exemption to freedom of access for geological and geophysical data and information

353

concerning wells,”” and the PSI Directive states that a document will not be supplied if

it is outside the scope of activity of the public authority as defined by law.*** Such

the US) see Bloom, I. “Freedom of Information Laws in the Digital Age: The Death Knell of Information
Privacy” (2005-2006) 12:3 Rich. J.L. & Tech. 9.

344 That often implies generation of revenues.

See e.g. Summary of the Judgment of the Regional Administrative Tribunal of Lazio (March 29,
2006). Online:
<http://www.epsiplatform.eu/content/download/26298/346302/version/1/file/Summaries+of+the+ltalia
n+cases+on+Directive+2003+version+2.pdf> (last accessed 01.02.2011).

346 For a more detailed analysis see MacDonald, J. (QC) & Jones, C.H. eds., The Law of Freedom of
Information (Oxford University Press, 2003) at 9.25-9.77.

e E.g. Part Il 21 UK FOIA, supra note 320.

38 E.g. Article 1 (2)(c) PSI Directive, supra note 317; §3 1(b)(c); §552 (b)1(a) US FOIA, supra

note 321.
349

345

E.g. §3 1(a) German FOIA, supra note 319; Part Il 27 UK FOIA, supra note 320.
E.g. §5 German FOIA, ibid.; PART Il 38, 40 UK FOIA, ibid.

E.g. Article 1 PSI Directive, supra note 317.

E.g. §552(b) US FOIA, supra note 321.

333 Ibid., para. 552(b)(9).

334 Article 1(2)(a) PSI Directive, supra note 317.
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activities typically include the supply of information products exclusively on a

commercial basis and in competition with the market.**®

Apart from the restrictions that are driven by the specific content of information or a

data set, the restrictions imposed can be in form of charges or fees for accessing public

356

sector information.”™” Here again, there are differences in approaches among different

legal systems. The US adopted the principle of providing information at the cost of

357

fulfilling user request,™’ whereas the European legislator allows public bodies to make

358
d.

profit when providing access to information they produce and hol For instance, the

PSI Directive®® grants the Member States the right to determine whether the fees that

secure “a reasonable return” on investment>®°

can be obtained by the public bodies
when releasing information they produce. The case is similar with the INSPIRE Directive
that extends the provisions of the PSI Directive and imposes the obligation on Member
States to establish and operate a network of services for spatial data sets and services.
Its Article 11 leaves Member States the possibility to introduce charges on the services

and data provided.?***

As with the tightening of copyright protection and especially with introducing the suj
generis database right, the European approach regarding charges for access to public
sector information has been subject to criticism. In the geographic information sector

one of the most cited examples concerns the market for meteorological information and

35 Ibid., Recital 9 of the Preamble. See also Janssen, K. “INSPIRE and the PSI Directive: Public Task

versus Commercial Activities?” (Paper presented at the 12" EC-GI&GIS Workshop, June 21-23, 2006).
Online: <http://www.ec-gis.org/Workshops/11ec-gis/papers/303janssen.pdf> (last accessed 01.02.2011)
[Janssen, K. “INSPIRE and the PSI Directive”].

36 The difficulty in doing so derives some of its reasons from the fact that geographic information
has some (important) value to the society, which unfortunately is not easy and not clear how to measure.
See Genovese, E. et al. “The EcoGeo Cookbook for the Assessment of Geographic Information Value”
(2010) 5 Int. J. Spatial Data Infrastructures Research 120-144.

37 §552(4)(A)(ii)(1), supra note 321. The same section lays down the conditions under which no fees
at all may be imposed on the person requesting public information.

38 See Article 6 PSI Directive, supra note 317, calling it “reasonable return on investment”.

Ibid., Article 1(1) PSI Directive.

Ibid., Recital 9 of the Preamble, Article 6. Cf. with the recent Italian courts’ decisions highlighted

359
360

earlier.
361

355.

INSPIRE Directive, supra note 29. See also Janssen, K. “INSPIRE and the PSI Directive”, supra note
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services. In Europe private companies have to buy relevant data and information from

public bodies,?*** with whom they compete on the same market.*®

In general, there are
a lot of proponents of access to public sector information at lower or no cost. Some
studies suggest that the return on investment does not necessarily have to come from
the access charges, since public data are of high value for society. A recent simulation
conducted by Finnish researchers suggests that if the prices for public information do

not grow, the GDP will increase by €6 to 12 million®** within the next five years..365

An access-for-a-fee model that is oriented at either generation of revenue or return of
investment can in fact impede the development of the relevant market on which a
particular type of public information is used.*®® It is being realised now also in Europe,
where data access policies may turn to a more US-resembling model of less charges for
the government-held information. This situation has certain parallels to the issue with
more extensive copyright protection as opposed to its classical scope limited by law and
the exceptions for users of copyrighted works. As practice shows, it is not necessarily
the strategy of more protection and greater focus on immediate return of investment
that may be the most effective, particularly in the long-term perspective. The examples
cited of market and value-adding industry development in the US and Europe provide
vivid evidence of what practical results decisions based on different premises as how to

treat public sector information can produce.

362 As was mentioned earlier, this situation is due to the mandate of the public bodies in a lot of the

Europe an countries to produce value-added information products on one hand, and because some of
these public bodies have to finance themselves and therefore have to offer their products commercially.
363 A market that is estiamted at between €10 and 30 million. For this and other relevant data see
Dekkers, M. et al. “MEPSIR: Measuring European Public Sector Information Resources. Final Report of
Study on Exploitation of Public Sector Information — Benchmarking of EU Framework Conditions” (June,
2006) at 33. Online: <http://www.epractice.eu/files/media/media2575.pdf> (last accessed 01.02.2011).
364 Imagine what can happen if the prices are lowered or changed by the COFUR model.

,Spatial Data Sharing and Distribution of Principles - Pricing principles and analysis - People's
economic impact simulation” (October 9, 2009). In Finnish. Summary online:
<http://www.epsiplatform.eu/news/news/low_psi_price_boosts_gdp> (last accessed 01.02.2011).

366 For the analysis of the revenue model see “PS| Feast or Famine? — What does the Future Offer?”
(Paper presented at the AGI conference, September 2006). Online:
<http://www.epsiplatform.com/content/pdf/467> (last accessed 01.02.2011).
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The problem with the access-for-a-fee model may lie in the fact that it is not easy to
assess and establish the value of public sector information, including geographic
information in general, and remote sensing data and information in particular.?®’ This
process includes the analysis of the concepts of value, of the nature of information and
of the value of the information in question, none of which can be measured solely in

monetary dimension.*®®

Furthermore, the assessment of the value of public sector
information in general combines the knowledge of and factors from both technical and
societal sciences.*® Apart from the difficulties in determining how much exactly a
particular type of public sector information costs, there is evidence that a free-access
model can generate financial benefits in the long run, particularly for the downstream
market of value-added information products and services.’’”® Another factor that
influences the process of establishing the value of public sector information is the
acknowledgement that it has different users that may require a user-specific approach

371
d.

for access and pricing in case a fee-access model is use Taking this into account,

cost-recovery strategies seem to be suitable only for some categories of users, like

367 See a comprehensive discussion of the difficulties in De Vries, W.T & Miscione, G. “Measuring

the Unmeasured — the Value of Geo-Information” (2010) 5 Int. J. of Spatial Data Infrastructures Research
77-95. This situation again has parallels to the difficulties in proving that, for instance, a longer term of
copyright protection will facilitate creation of more works. See e.g. the details of the discussion regarding
the adoption of the EU Term Directive in e.g. “The Proposed Directive for a Copyright Term Extension — A
backward-looking Package” Academic joint statement to the members of the European Parliament
(October 27, 2008). Online:
<http://www.uusi.ihmiskunta.org/index.php?option=com_content&view=article&id=1200:the-proposed-
directive-for-a-copyright-term-extension--a-backward-looking-package&catid=55:media&Itemid=57>. For
an extensive survey of the relevant literature see “Independent Studies of Copyright Term Extension”
(Bournemouth University, centre for Intellectual Property Policy and Management, 2009). Online:
<http://www.cippm.org.uk/downloads/Studies_and_Signatories.pdf> (last accessed 01.02.2011).

368 A more detailed analysis of how to establish (using the concept of the value chain of geographic
information) the value of geographic information see in Genovese, E. et al., supra note 356.

369 See the discussion regarding seeing handling of geographic data as socio-technical practice in
Crompvoets, J.,, De Man, E. & Geudens, T. “Value of Spatial Data: Networked Performance beyond
Economic Rhetoric” (2010) 5 Int. J. of Spatial Data Infrastructures Research 96-119.

370 Genovese, E. et al., supra note 356, citing Welle Donker, F. “Public Sector Geo Web Services:
Which Business Model Will Pay for a Free Lunch?” in Proceedings of GSDI 11 Conference (Rotterdam, June
15-19, 2009).

7 Van Loenen, B. “Developing Geographic Onformation Infrastructures: the Role of Policies”
(2009) 23:2 Int. J. of Geo. Info. Sc. at 201.
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governments and private sector, but would preclude other types of users, like

researchers, from accessing public sector information aItogether.372

The most important conclusion to the discussion above is that, notwithstanding the
limitations of access to public sector information, statutory regulations grant the right of
access to public sector information in the first place. Restrictions on access can only be
imposed by means of exemptions that the regulations themselves contain. It is the
manner in which exemptions are drafted and not their content that has a crucial impact
on access to remote sensing data and the modes of their dissemination. This is the most
significant distinction of FOIAs as compared to intellectual property rights and licensing,
as well as the point of departure for the argument in favour of broader access to remote
sensing data and information. For this purpose, the discussion regarding its relation to
the copyright protection regime, as well as the influence on the patterns of access to

and use of information is necessary.

ii. Copyright over public sector information

As with the conditions of access to public sector information, the approaches to the
relevance of intellectual property rights with regard to its protection established in the
jurisdictions across the ocean differ as well. The US has a general principle of not
applying copyright protection to any information assets produced by public bodies.
Europe, on the other hand, accepts government copyright in the information products
that public bodies generate.373 Nevertheless, according to the PSI Directive, public
bodies may not use their copyright or other intellectual property rights in a way that

374
d.

would hamper re-use of the information they produce or hol Only intellectual

372

Ibid., at 203.

See a general overview in Uhlir, P., Sharif, R.M. & Merz, T. “PSI Online: Measuring the Social and
Economic Cost and Benefits: Review of the Literature and Future Directions” (Paper presented at OECD
WPIE workshop on public sector information, February, 2008). Online:
<www.oecd.org/dataoecd/23/42/40170933.ppt#258,3> (last accessed 01.02.2011).

374 In fact, intellectual property rights should be exercised in such a way, as to facilitate re-use,
Recital 22 PSI Directive, supra note 317.
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property rights of third parties may constitute an exemption to the right of access to

public sector information.>”

In essence though, the principles of applying copyright and other intellectual property
protection regimes to public sector information do not differ from those for other
intellectual creations. Therefore, in order to decide, which information produced by the
public bodies in Europe is protected by copyright, one has to analyse the relevant
copyright protection norms (national and international), apply the creativity criterion to
the information product in question and decide whether copyright protection can be
granted to its author. It is therefore not necessary to engage into a separate discussion
of the issue of copyright protection of public sector information: the analysis of the
applicability of copyright protection to remote sensing data and information was

undertaken in the previous chapter.

The main concern regarding application of copyright protection to public sector
information is its use to foreclose information that otherwise would have been available
to the citizens. In principle, copyright protection can be applied where necessary and
appropriate. But its application should serve the purpose of acknowledging the
authorship and the ownership over the data and information, rather than to impose
unnecessary barriers and restrictions over their re-use. One should not forget that, in
the long run, protection and enrichment of the public domain is an equally important
task assigned to the intellectual property protection regimes, as that of safeguarding the
interests of the authors and other rightholders, especially in cases where information is

produced by the public bodies.

From this perspective there is very little difference between tackling the issue of access
to public sector information and that of access to other types of data and information,
including privately generated remote sensing data. Looking back at the previous
chapter, the question arises as to whether the underlining principle of copyright

protection that establishes the freedom of using ideas by protecting only the form of a

375 Janssen, K. “INSPIRE and the PSI Directive”, supra note 355.
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work, and not its content, should ever be compromised in order to protect new
intellectual assets such as remote sensing data and information. It is clear that the
public sector information and copyright protection regimes are not based on the same
principles and refer to different branches of law. At the same time, they both deal with
intangible assets and norms from both fields can be applicable to the same subject-
matter. Therefore, the principles of the more appropriate regime can in theory be
applied to information with no regard to its origin — private or public. Practical examples
show that the recognition of the necessity to share information, including remote
sensing data, as in the case with the regime of access to public sector information,
provides new opportunities and better incentives for the development of the
information value-adding industry.>’® Information products generated by the value-
adding companies can and should when necessary be protected by copyright, with the
preservation of the regime’s original balance between the rights of authors and the
exceptions left for users. Such an approach incorporates the best principles of both
fields of law and serves the achievement of balance of interests that different players

within the relevant information market have.

3. Impact of the right of access on use and dissemination of remote
sensing data

The recognition of the right of citizens to access public sector information and the
acknowledgement of the necessity to share information in general for its best use are
extremely important steps, particularly in the information society and its economy. Even
a quick look at some economic and statistical data provides enough evidence to support
this statement. Public sector information represents an often indispensable building

block for advanced and sophisticated geographic information products that serve the

376 Like the case of the development of the private weather forecast services in the USA and

Europe, as well other examples brought later on in this chapter.
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exact needs of various end-users.’’”’ In Europe, for instance, 80% of all information
produced by public bodies is estimated to entail a geographic component.’’® In the UK,
22% of information products and services are generated using public sector
information.?”® Researchers believe that the value-added products and services greatly

contribute to economy and increase the value of geographic information in general.a80

The geographic information sector is one of the biggest within the overall market for

381 Back in 2005, the global geographic information

information products and services.
industry was estimated at the total of USS$3.3 billion with expected annual growth rates
of over 10%.%** Apart from forming a separate market niche, geographic information
products and services can be objects of trade in other markets, like the one for
environmental goods that includes waste-water management (34%), air-pollution

control (10%) and environmental monitoring analysis and assessment (15%).%%®

In Europe, the public sector remains the main consumer of remote sensing data and

information products, services and applications: it purchases 78% of all marketed

377 As for example in case of developing Google Earth application, see Domenico, C. “Re-use of

Public Sector Information in the US: An Incentive for Competition and a Potential Benefit to the Public”
(Paper presented at the International Symposium Public Data on the Private Market — New Regulations on
the Re-Use of Public Sector Information, June 4-5, 2007). Online:
<http://www.lda.brandenburg.de/media/2628/Domenico_070605.pdf> (last accessed 01.02.2011).
378 Loenen van, B. & Zevenbergen, J., supra note 128, citing Robinson, M. “Improved Policy for
Coordinating the Development of the National Spatial Data Infrastructure” (Paper presented at the FIG
conference, April 19-26, 2002). Online: <http://www.fig.net/pub/fig_2002/Ts3-5/TS3_5_robinson.pdf>.
See also OECD, Working Party on the Information Economy, Directorate for Science, Technology and
Industry, “Digital Broadband Content: Public Sector Information and Content” DSTI/ICCP/IE(2005)2/FINAL
(March 30, 2006). Online: <http://www.oecd.org/dataoecd/10/22/36481524.pdf> (last accessed
01.02.2011).

379 Dekkers, M. et al., supra note 363, at 42, citing Sir Bryan Carsberg, President of Locus, at the
launch event of the Locus association (London, 26 January 2006).

380 Genovese, E. et al. “Evaluating the Socio-economic Impact of Geographic Information: a
Classification of the Literature” (2009) Int. J. of Spatial Data Infrastructures Research 4 at 222.

381 Makel3, J. “Aspects of Licensing and Pricing Model for Multi-Producer pan-European Data
Product” (2010) 5 Int. J. of Spatial Data Infrastructures Research (under review). Online:
<http://ijsdir.jrc.ec.europa.eu/index.php/ijsdir/article/viewFile/164/197> (last accessed 01.02.2011).

% Loenen van, B. & Zevenbergen, J., supra note 128, at 245 with citations.
Bijit, B. & Teh, R. “Tariffs and Trade in Environmental Goods” (Presentation to the WTO
Workshop on Environmental Goods, Geneva, 2004). Online:
<http://www.wto.org/english/tratop_E/envir_e/wksp_goods_oct04_e/teh_wto_e.ppt> (last accessed
01.02.2011).
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products.384

The market for remote sensing data is growing: in 2007 revenues from all
sales were estimated at US$735 million, which represented a growth by a Compound
Annual Growth Rate (CAGR) of 15% over the period of five years.*®* World-wide
commercial data market passed the threshold of US$1 billion in 2009.%¢ It is expected

387

to increase and generate revenues of up to USS3 billion by 2017, particularly if the

position of the value-adding industry is strengthened.

Statistical data regarding production of, access to and re-use of public sector
information, the patterns of market development in this sphere, as well as the
behaviour of the value-adding industry participants of the secondary market for
geographic information products and services are greatly influenced by the nature and
the principles of the relevant legal framework. For instance, provision of geographic
information products in Europe was much more restricted before the PSI Directive was
transposed into national legislation of the EU Member States due to the restrictive
practices regarding access to public sector information established by some national
public bodies or quasi-state organisations, like for instance the already mentioned
Ordnance Survey in the UK that enjoys a monopolistic position in the UK geographic
products market.>® With time such practices drew both judicial and legislative
attention, and the access to public sector information was opened to a greater

389

extent.”™ The numbers below speak for themselves.

38 Seiz, G. et al. “Earth Observation Market Development: Benefits to Industry” ESA Bulletin 125

(February 2006). Online: <http://www.esa.int/esapub/bulletin/bulletin125/bul125d_seiz.pdf> (last
accessed 01.02.2011).

38 Keith, A. “Transformation of the Earth Observation Sector” SatMagazine (May 2008). Online:
<http://www.satmagazine.com/cgi-bin/display_article.cgi?number=58249124> (last accessed
01.02.2011).

386 Brun, K. “Status and Future Prospects for Earth Observation” (Euroconsult presentation at the
International Astronautical Congress, Prague, September 28, 2010) [on file with the author].

387 Keith, A. & Bochinger, S., supra note 130.

Dekkers, M. et al., supra note 363, at 45.

As in the case of the Ordnance Survey practices: several litigations made OS share more data on
more reasonable terms of re-use with private companies active in the same market. The discussion of the
problematic areas regarding behaviour of Ordnance Survey see in Pitt, E. “Ordnance Survey — the Ground
Rules” (November, 2003). Online: <http://www.epsiplatform.com/examples/cases/ordnance_survey>.
For the matters that cases may be concerned about see “Association of Census Distributors and Ordnance
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Since the enactment of the PSI Directive in Europe the availability of data for free re-use
resulted in the increase of the volume of downloaded public sector information in the
geographic information sector alone within 2002-2007 by up to 700%.3% As the
European Commission stated in its Communication in May 2009, national
meteorological offices recorded an around 70% increase in downloads of data and
information from their archives between 2002 and 2007, and in 2006 the EU
meteorological market was estimated at €530 million, which was a 60% increase as

compared to 1998.%%*

Nevertheless, there is a need for further improvement of the modes and extent of use
of public information in Europe, as the latter is still far from catching up with the level of
similar developments in the US, which again brings forward legitimacy and importance
of the open access to and as little as possible restricted re-use conditions for public

. . 2
sector information.®

For instance, some problems that the European re-users of
geographical and meteorological data and information face are high prices, restrictive
licensing conditions and discrimination. The main reason for this lies in the legislator’s
choice of a short-term cost recovery strategy, as opposed to the promotion of benefits
in the wider economy by virtue of promoting open and unrestricted access to such

393

information.” The advancement of the public sector information re-use industry in the

Survey” Office of Public Sector Information Report on its Investigation of a Complaint (SO 42/8/5). Online:
<http://www.nationalarchives.gov.uk/documents/so-42-8-5.pdf> (last accessed 01.02.2011).

3% “Assessment of the Re-use of Public Sector Information (PSI) in the Geographical Information,
Meteorological Information and Legal Information sectors” MICUS Study (December 2, 2008) at 35.
Online: <http://www.epsiplus.net/content/download/18836/240226/file/MICUS-
Studie_PSI_EU_long.pdf> (last accessed 01.02.2011).

391 The Communication from the Commission to the European Parliament, the Council, the
European Economic and Social Committee and the Committee of the Regions (SEC(2009)579) COM(2009)
212 final (May 7, 2009) at 5. Online: <http://eur-
lex.europa.eu/LexUriServ/LexUriServ.do?uri=COM:2009:0212:FIN:EN:PDF> (last accessed 01.02.2011)
[Commission’s Communication].

392 PSI data value in Europe and the US: investment value — €9.5 billion and US$19 billion; economic
value — €68 billion US$750 billion. See Weiss, P. N. “Borders in Cyberspace: Conflicting Public Sector
Information Policies and their Economic Impacts” U.S. Department of Commerce (February 2002). Online:
<http://www.weather.gov/sp/Bordersreport2.pdf> (last accessed 01.02.2011).

393 Commission‘s Communication, supra note 391, at 3. Commission explains that the situation can
be partly explained by the fact that the European public bodies at least partially self-finance their
activities, which results in competition between them and private users of the same information.
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US, on the other hand, can be partly explained by the US government choice of a
strategy of strong encouragement of the private sector and the society as a whole to re-
use public information. To enable this strategy, the regulations grant private users broad
rights with regard to electronically accessible public sector information. In addition, due
to the absence of copyright protection, there is an extensive room for its commercial re-
use and almost no restrictions on re-use for non-commercial purposes. Finally, fees for

re-use are either waived or limited to the costs of reproduction and dissemination.>**

4. Access to public sector information and the common good

The concept of public sector information might need a better definition. The necessity
to revise the norms restricting access to it may become pertinent. Public sector data and
information may be protected by intellectual property rights notwithstanding their
nature and purposes of use. Nevertheless, the most important feature regarding this
field of law and the principles of treating public sector information is the recognition by
the legislators of the right of the citizens to access and re-use it. The brief analysis of the
regime of access to, sharing and re-use of public information undertaken in this chapter
does not aim at extensive criticism of the legal rules that form it. This analysis should
serve as a basis of the realisation that importance of public sector information in general
and remote sensing data in particular should lead to the establishment of a legal regime

that guarantees a broader access to them.

Successful existence of the framework of generation, use, exchange and sharing of
public sector information is itself evidence that when the welfare of the society and the
participation of the citizens in governing it are involved, the issues of the return of
investment and of the protection of purely commercial interests of separate groups and
stakeholders should not necessarily be given priority when determining the regime
suitable for governing this type of information. Utilitarian economic rationale and profit-

making goals are not the only reasons to drive the decision- and law-making in different

394 Ibid., at 3.
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spheres. Often, orientation on the social order of the society and the assessment of the
needs of its more vulnerable members help the adoption of policies and laws that in the
long run meet also the interests of the private sector. This is especially true for the areas
of re-use and distribution of information from a single source, to which public sector
information belongs. Locking it up with the producer or holder can jeopardise the initial
purposes for which such information is designed. Too much emphasis on the issues of
ownership and its protection may result in a situation where the information about
activities of public bodies or produced by them becomes an asset that only a few can

afford to purchase. This should not be the case in any democratic society.

Exceptions and restrictions that limit exercise of the right to access to public sector
information are a necessity, as the system of production of such data and information is
complex, the issues to which they pertain may be highly sensitive security-, privacy- or
otherwise. But even the existence of the exceptions itself reinforces the underlining
principle of the right to access public sector i